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Revision History

Rev. 1.0: Initial release. The description for the software functionality is based on VAST rev.
1.13.1.10.

/\ WARNING:

1. No storage system is completely fail-safe. Damage to data might occur due to file system
corruption, operating system malfunction, virus infection, HDD component failures, and so on.
Therefore, it is highly recommended to regularly back up your data, and VIVOTEK disclaims
responsibilities of data loss or recovery.

2. Always power off the system using the power down button on system desktop. Do not
disconnect the power cord while the system is still operating. Doing so will result in data
inconsistencies. The normal power-off procedure allows cached data to be written to disks.

Technology License Notice

HE HEVCAdvance”

‘: Covered by Patents at patentlist.hevcadvance.com

Notices from HEVC Advance:

THIS PRODUCT IS SOLD WITH A LIMITED LICENSE AND IS AUTHORIZED TO BE USED ONLY
IN CONNECTION WITH HEVC CONTENT THAT MEETS EACH OF THE THREE FOLLOWING
QUALIFICATIONS: (1) HEVC CONTENT ONLY FOR PERSONAL USE; (2) HEVC CONTENT THAT
IS NOT OFFERED FOR SALE; AND (3) HEVC CONTENT THAT IS CREATED BY THE OWNER OF
THE PRODUCT. THIS PRODUCT MAY NOT BE USED IN CONNECTION WITH HEVC ENCODED
CONTENT CREATED BY A THIRD PARTY, WHICH THE USER HAS ORDERED OR PURCHASED
FROM A THIRD PARTY, UNLESS THE USER IS SEPARATELY GRANTED RIGHTS TO USE THE
PRODUCT WITH SUCH CONTENT BY A LICENSED SELLER OF THE CONTENT. YOUR USE OF
THIS PRODUCT IN CONNECTION WITH HEVC ENCODED CONTENT IS DEEMED ACCEPTANCE
OF THE LIMITED AUTHORITY TO USE AS NOTED ABOVE.
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Read Before Use

The use of surveillance devices may be prohibited by law in your country. The Network Camera
is not only a high-performance web-ready camera but can also be part of a flexible surveillance
system. It is the user’s responsibility to ensure that the operation of such devices is legal before
installing this unit for its intended use.

It is important to first verify that all contents received are complete according to the Package
Contents listed below. Take note of the warnings in the Quick Installation Guide before the
Network Camera is installed; then carefully read and follow the instructions in the Installation
chapter to avoid damage due to faulty assembly and installation. This also ensures the product is
used properly as intended.

The Network Camera is a network device and its use should be straightforward for those who
have basic networking knowledge. It is designed for various applications including video sharing,
general security/surveillance, etc. The Configuration chapter suggests ways to best utilize the
Network Camera and ensure proper operations. For creative and professional developers, the
URL Commands of the Network Camera section serves as a helpful reference to customizing
existing homepages or integrating with the current web server.

@ NOTE:

The operating system and management software are installed on a flash memory mounted on
the main board. Except for the plug-ins for onscreen display, there is no need to install software.

Package Contents

m NR9682 or NR9782

m Power cords

m Software CD

m Warranty Card

m Mouse

m Quick Installation Guide
m Screws and slide rails

Symbols and Statements in this Document

INFORMATION: provides important messages or advices that might help prevent inconvenient
or problem situations.

NOTE: Notices provide guidance or advices that are related to the functional integrity of the
machine.

2 ()

v~ Tips: Tips are useful information that helps enhance or facilitae an installation, function, or
process.

WARNING! or IMPORTANT: These statements indicate situations that can be dangerous or
hazardous to the machine or you.

Electrical Hazard: This statement appears when high voltage electrical hazards might occur
to an operator.

A
LN
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Chapter One Hardware Installation and Initial
Configuration

Introduction

NR9682/NR9782 is the latest 64-/128-channel H.265, RAID-protected NVR from VIVOTEK,
bringing stable and efficient system operation under a wide range of recording/network man-
agement/system settings. The unit supports all VIVOTEK camera models, including the latest
5-Megapixel and fisheye cameras. The support for RAID 1/5/6/10 provides data security in the
event of disk drive failure.

The unit is equipped with two gigabit Ethernet RJ45 ports which provide network failover func-
tionality to avoid the risk of recording loss. When one network line is disconnected, the system
will shift to the other network automatically, providing continuous access for video data. Up to
16 HDDs can be installed in the NR9782 for a total storage capacity of up to 96TB (6TB max.
each). The hot-swappable HDD trays are available in the front of the unit, with hot-swap func-
tionality for easy replacement.

A VAST CMS server runs on the machine that manages surveillance recording and playback.
The compatibility with the iViewer application allows for remote access to the NR9682/NR9782
on handheld devices. By integrating all of the components together using VIVOTEK’s NR9682/
NR9782, network cameras, VAST, and iViewer software, users can realize a fully-featured and
robust next-generation surveillance system. This ingenious NVR also features the remote man-
agement capability with a full range of server/client structures and thus is capable for robust and
diverse applications.

Special Features

e Runs on embedded Windows

e 3U Rack Mount Design

e RAID 0, 1, 5, 6, 10, 50, 60 in virtual drive storage configurations

e 16 x HDD Tray, for a max. capacity of 96TB

e 2 x Gigabit RJ45 Ethernet ports

e 8 (QAG2,WG2: 6 x USB 3.0, 2 x USB 2.0; L: 4 x USB3.0, 4 x USB2.0)
e Size: (WxHxD)435x132x 540 mm (17.13" x 5.2” x 21.26”)

e 128-CH Live View & 16-CH Synchronous Playback

e H.265/H.264/ MPEG-4

e PTZ Support

e Snapshot / Export Media

e PiP Video Control

e Bookmark Design

e Fast Configuration Backup / Restore

e Pre-installed VIVOTEK VAST Central Management Software*
e Full Integration with VIVOTEK Network Cameras

e VIVOTEK iViewer Support (i0S/Android)



Safety

1. Read these safety instructions carefully.

2. Keep this User Manual for later reference.

3. Disconnect this equipment from any AC outlet before cleaning. Use a damp cloth. Do not use
liquid or spray detergents for cleaning.

4. For plug-in equipment, the power outlet socket must be located near the equip-ment and
must be easily accessible.

5. Keep this equipment away from humidity.

6. Put this equipment on a reliable surface during installation. Dropping it or letting it fall may
cause damage.

7. For rack-mount equipment, please firmly install the device with pallets or sliding rails in the
rack.

8. Do not leave this equipment in an environment unconditioned where the storage temperature
under 0° C (32° F) or above 40° C (104° F), it may damage the equipment.

9. The openings on the enclosure are for air convection. Protect the equipment from overheat-
ing. DO NOT COVER THE OPENINGS.

10. Make sure the voltage of the power source is correct before connecting the equipment to the
power outlet.

11. Position the power cord so that people cannot step on it. Do not place anything over the
power cord.

12. All cautions and warnings on the equipment should be noted.

13. If the equipment is not used for a long time, disconnect it from the power source to avoid
damage by transient overvoltage.

14. Never pour any liquid into an opening. This may cause fire or electrical shock.

15. Never open the equipment. For safety reasons, the equipment should be opened only by
qualified service personnel.

16. If one of the following situations arises, get the equipment checked by service personnel:

B The power cord or plug is damaged.

W Liquid has penetrated into the equipment.

B The equipment has been exposed to moisture.

B The equipment does not work well, or you cannot get it to work according to the user's
manual.

B The equipment has been dropped and damaged.

B The equipment has obvious signs of breakage.

17. CAUTION: The computer is provided with a battery-powered real-time clock cir-cuit. There is
a danger of explosion if battery is incorrectly replaced. Replace only with same or equivalent
type recommended by the manufacture. Discard used batteries according to the manufac-
turer’s instructions.

18. This device complies with Part 15 of the FCC rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device must
accept any interference received, including interferencethat may cause undesired operation.



19. CAUTION: Always completely disconnect the power cord from your chassis whenever you
work with the hardware. Do not make connections while the power is on. Sensitive electronic
components can be damaged by sudden power surges.

20. CAUTION: Always ground yourself to remove any static charge before touching the
motherboard, backplane, or add-on cards. Modern electronic devices are very sensitive to
static electric charges. As a safety precaution, use a grounding wrist strap at all times. Place
all electronic components on a static-dissipative surface or in a static-shielded bag when
they are not in the chassis.

21. CAUTION: Any unverified component could cause unexpected damage. To ensure the
correct installation, please always use the components (e.g., screws) provided with the
accessory box.

Installation Instructions

Warning:
Read the installation instructions before connecting the system to the power source.

Warning:
This product relies on the building’s installation for short-circuit (overcurrent) protection.
Ensure that the protective device is rated not greater than: 250V, 20 A.

Warning:

The system must be disconnected from all sources of power and the power cord.re-
moved from the power supply module(s) before accessing the chassis interior to install or
remove system components.

Warning:
Only trained and qualifiedpersonnel should be allowed to install, replace, or service this
equipment.

Warning:

This unit is intended for installation in restricted access areas. A restricted access area
can be accessed only through the use of a special tool, lock and key, or other means of
security. (This warning does not apply to workstations).

Warning:

There is the danger of explosion if the battery is replaced incorrectly. Replace the bat-
tery only with the same or equivalent type recommended by the manufacturer. Dispose of
used batteries according to the manufacturer’s instructions.

Warning:
This unit might have more than one power supply connection. All connections must be re-
moved to de-energize the unit.
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Warning:
Hazardous voltage or energy is present on the backplane when the system is operating.
Use caution when servicing.

Warning:
Installation of the equipment must comply with local and national electrical codes.

Warning:
Ultimate disposal of this product should be handled according to all national laws and
regulations.

Warning:

The fans might still be turning when you remove the fan assembly from the chassis. Keep
fingers,screwdrivers, and other objects away from the openings in the fan assembly’s
housing.

Warning:

When installing the product, use the provided or designated connection cables, power
cables and AC adaptors. Using any other cables and adaptors could cause a malfunction
or a fire.Electrical Appliance and Material Safety Law prohibits the use of UL or CSA -cer-
tified cables (that have UL/CSA shown on the code) for any other electrical devices than
products designated by the manufacturer only.

Power Supply

Watt 550W max. (80+ Gold, PFC) (1+1 Redundant 2U)
Input rating 100 ~ 240 Vac ~6.9A-2.8A, 50-60Hz

Output voltage +5VSB @ 2.5A, +12V @ 45A

Minimum load +12V @ 0.5 A

Safety UL/TUV/CCC

Environmental Specifications

Environment Operating Non-operating

Temperature 0 ~40°C (32 ~ 104°F) --40 ~ 70°C (-40 ~ 158°F)

Humidity 10 ~ 95% @ 40°C, non-condensing 10 ~ 95% @ 60°C, non-condensing
Vibration 0.5G rms 2G

Shock 10 G with 11 ms duration, half sine wave

Safety CE compliant
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Physical Description
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Warning:

Knowing the correction positions of hard drives is very important. For example, if a hard

drive fails in a RAID5 Virtual Drive, you can initialize a rebuild by locating and replacing
the failed drive. If you replace the wrong drive, it means that you have 1 failed drive and
another mistakenly failed drive. Having 2 failed drives in a RAID5 configuration renders
all data inaccessible. All data in the RAIDS Virtual Drive will be lost.
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Control Panel buttons and LEDs
Power switch

Press this switch to turn the system power on or off. Please use
system shutdown or press this switch for few seconds to turn
off the system ATX power.

The main power switch is used to apply or remove power from
the power supplies to the server. Turning off system power
using this button removes the main power but keeps standby
power supplied to the system. You must unplug the system

before servicing components inside the chassis.

Reset button

Press this button to reboot the system.

@ Power LED Blue Red
= ON: Normal N/A
LAN status LED ON: Normal N/A
Blinking: transmitting data. N/A
ﬁ HDD LED* Blinking: data access. N/A
OFF: idle N/A
Information: PEF occurred |N/A ON: System abnormal.
by motherboard's BMC

* The HDD LED here only displays the status for those attached to the motherboard.

Front Hot-swappable Drive Tray LEDs
E'z@zﬂ Activity LED: Green @ Status LED: Amber
Drive not present OFF OFF
Drive present, no activity ON OFF
Drive present, activity 4Hz blinking OFF
Locate (Identify) OFF 4Hz blinking
Fail OFF ON
Rebuild OFFF 1Hz blinking
Activity
= 0
]

= =

T4 [=

[T 1o
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~6.9A-2.8A, 50/60Hz,
+5VSB/2.5A; +12V/45A
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Display

Interface Resolution

HDMI Supports max resolution HDMI 1.2 1920 x 1200 @ 60 Hz (Colay HDMI 2.0,4096 x 2160 @
60 Hz, optional)

DVI-D Supports max. resolution 1920 x 1200 @ 60 Hz

Display port Supports max resolution 4096 x 2304 @ 60 Hz

eDP Internal pin header, supports max. resolution 3840 x 2160 @ 60 Hz (on board)

VGA Max resolution 1920 x 1200 @ 60 Hz (on board) (optional)

Triple display eDP/ VGA + DP++ + HDMI, eDP/ VGA + HDMI + DVI-D, DP++ + eDP/ VGA + DVI-D,
DVI-D + DP++ + HDMI

Dual display DP++ + HDMI, DP++ + DVI-D, DP++ + eDP/ VGA, HDMI + DVI-D, HDMI + eDP/ VGA,
eDP, VGA + DVI-D

/\ IMPORTANT:

It is important to leave a clearance of 76cm to the rear side of the chassis. The clearance is re-
quired to ensure an adequate airflow through the chassis to ventilate heat. A 64cm clearance is
also required on the front of the chassis.

To ensure normal operation, maintain ambient airflow. Do not block the airflow around chassis
such as placing the system in a closed cabinet.
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Chassis Dimensions

Unit: mm [inch]
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Rack-mounting

A IMPORTANT:

If you have either a round-holed or square-holed rack, install cage nuts or clip nuts to the
desired positions on the rack posts.

The instructions below are based on the installation to a 4-post equipment rack.

1. There is a pair of ears and handles in the accessory box. If you need to install them, please
refer to the drawing below to fasten them to the front-right and front-left mounting ears using
the provided screws.
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2. Remove the inner rail from the slide rail assembly.

_| Press the trigger
down to release

Pull chassis (inner)

member out
40.00 A
e [ e e O Cle
8o o o o o o
O = =3 o O = =3
EAR BRKT
MAX=40mm
o
m] — o o m] m]
) e—o @] [m] O O
J CHASSIS
o
n
2!
8.0
e o o o — >
D
o [} o o —

MIN=662.013
MAX=914.0%3
EXT=300MM
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4. Insert the stag into the upper and lower square holes on the EIA rail from the back of the rail.

*Push the safety lock forward to secure
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3. Secure the inner rails to the sides of the chassis using the included screws.
Push the safety lock forward to secure the bracket. .
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It is important to check if the safety lock is in the unlocked position before mounting the brackets.
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5. Lift and insert the chassis into the rack cabinet as shown below. It is important to check if the
ball bearing retainer is in the fully open position before installing the chassis or it might cause
catastrophic damage to the chassis if the ball bearing retainer is not in the fully open position
while mounting the chassis. While you are pushing the chassis into the cabinet, you will need
to release the slide from the locking position by pressing the trigger down.

* VERY IMPORTANT - IT REQUIRES AT LEAST 2 PEOPLE TO INSTALL
THE CHASSIS FOR SAFETY PUROPQOSE.

Retainer

=, a
i W, .5 0 ° B i Cj
) . - = —
*Press trigger down to release :

the slides from locking
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Installing Hard Disk Drives

/\ IMPORTANT:
+ Refer to VIVOTEK's website for the hard disk compatibility information.

* Avoid touching the hard drive's circuit board or connector pins. Doing so can damage the
hard drive by electro-static discharge.

1. Remove drive trays from the chassis. Push the bezel lock to the left, and then press the
release tab. The tray lever will pop out.

ded to wear an anti-static
n handling hard drives.

It is recommen
—mrm By ! wrist strap whe
 — = =]
=3 =
[T 1@ IO /

@//
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3. Install hard drives by driving screws from the sides. When done, gently install the drive trays
into the chassis.

2. Pull the lever to remove drive trays.




Connecting Interfaces

Refer to page 15 for the interface connections.

1. Make sure all cameras have been properly installed, either they are powered by 12V
power lines or using one or several PoE switches or mid-spans. Refer to the cameras'
documentation for details.

2. Connect all other interfaces to USB mouse/keyboard, one or two monitors, and audio input/
output devices.

3. Make sure you connect both power supplies to power mains.

Initial Configuration

1. Power up the system by pressing the power on button.
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2. Skip the BIOS screens and select Enter NVR at the selection screen. The system will start.
Wait for the start-up process to complete.

i

0 Enter NVR

1 Restore to default

2 Reboot
3 Shutdown
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Virtual Drive

Drive Group

Our default recommendation is to combine 4 hard drives into 1 drive group. The capacities of
these drives will be utilized to form 1 Virtual Drive. If all 16 drive bays are populated, you can
create 4 Virtual Drives. A 4-member Virtual Drive can receive the video feeds from 32 cameras.
You can also create two 8-member Virtual Drives to receive the video feeds from 64 cameras (CH,
or channels.)

Recording will not take place unless you create a Virtual Drive first. Select RAID5 as the RAID
level during the configuration process.

LUN - Volume

Drive Group
x2
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The default configuration for a configuration of 128 cameras should look like the following:

Physical & Logical Configuration

components

Hard drive 16

Virtual Drive 4, each has 4 members. Configured in RAID5.
If using 6TB drives, the available capacity in each Virtual Drive will be,
4 x 6TB-1 x 6TB(parity drive)= 18TB.

Volume 4, each created from 1 Virtual Drive.

The camera configuration should look like this,

Physical & Logical
components

Configuration

Cameras

128

Recording Group

4, each responds to 32 cameras, and each Recording Group is associated with 1 Virtual
Drive volume.

Volume

4, each created from 1 Virtual Drive, and associated with 1 Recording Group. .

A Virtual Drive appears to the host system (Windows) as a logical disk partition. The logical
parition, when formatted, becomes a disk volume.

LUN - Volume
x4

Virtual Drive
x4

T

Drive Group
x4

members (RAIDS)
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1. The system will boot up to the system main screen. Double-click on the RAID Config shortcut
to start the MegaRAID storage configuration utility.

g“VG)'EK Control Center Disk Status Network Status System Status

¢ © ©

LiveClent Playback Service Import / Export Utiity
(\ e N

g 4

Shepherd File Manager Keyboard Language

N
® E

Control Disk Management RAID Config

2. Select the default server, namely, the Windows 7 server running on this machine. Click Login
to begin your configuration.

3 MegaRAID Storage Manager

Server Detais

-

Use Co You want to view.

[[JuselDAPLogn @

IP Address |192.168.114.128 Discover Host. Stop Discovery.

3. Enter vivotekl/vivotek as the User Name and Password. Click Login to proceed.

! Enter User Name & Passwm_d_
A

II Server 127.0.0.1 II
Use your Operating Sys! @
and password to login the
User Name: vivotek
] Default:
Password: 'vivotek | vivotek
vivotek

Login Mode: Full Access :v

[ toon &7 Gonel |
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4. A Dashboard view will appear. Click the Logical tab.

Manage GoTe Leg Tools Help

RSO ELO

) Controller: AVAGO 3108 MegaRAID@Eus 2,0ev 1) |

Properti Usage Operati
@ Status: (@ optimal
Virtual drive operations in progress: 0
i Endosures: 0 ———
. Total capacity:
Backplanes: 1 .05 T8
< Drives: 4 m Cenfaured Capacry: -
Bytes Drive operations in progress: 0
1§ Drive groups: 0
g Lreonfigured Capaaty:
@ virtual Drive(s): 0 9.095TB
100%
View server profile
More details
MegaRAID Advanced Software Op Actions. Help
MegaRAID FastPath Enabled Create virtual drive How to use MSM2
MegaRAID RAIDG Enabled
Create CacheCade™ - 55D Caching How to create virtual drive?
MegaRAID RAIDS Enabled
Load confiquration How to enable MeqzRAID Advanced Softwa
Marage MegaRATD Advanced Software Options
Update firmware Glossary
sikence alarm
av
D Error Level Date /Time Desaription
10000 I o] |2016-01-09, 10:58:44 |successful log on to the server User: VIVOTEK, Client: 192,168.8.203,
44 | ion, 0] 12016-01-09, 10:42:26 |Contraller ID: 0 Time established since power on: Tme 2016-01-09, 1
505 I U] [31 seconds from reboot [Controller Io: 0 Controller operating temy ‘within normal range, fu

5. Left-click to select the AVAGO MegaRAID controller, and then right-click to display a
command menu.

B Megahs Vianager - 15.08,01.02
GoTo Log Tools Help

g ontroll
(- Unconfigured Drives General:

& Endosure : HPCB316[ AVAGO 3108 MegaRAD(Bus 2,Dev O\

& Enclosure : HPC8316 (0], SIot: 1, SATA, 199. Product Name AVAGO 3108 MegaRAID

-5 Enclosure : HPCB316 (0), Slot: 2, SATA, 1815

%3 Enclosure : HPCB316 (0), Slot: 3, SATA, 2.72¢ ||| Serial No FW-ABXHAIGAARBWA.
Vendor ID 0x1000
SubVendor ID 0x15d9
Device ID 0Ox5d
SAS Address 5003048023706C00
Boot Error Handling Stop On Errars
Device Port Count 8
Host Interface PCIE
Metadats Size 512MB
Host Port Count 0
FRU
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6. Click on Create Virtual Drive.

m™==—_Create Virtual Drive

Silence Alarm

Start Patrol Read B
Set Patrol Read Properties
Disable 55D Guard

g

g

Scan Foreign Configuration
Load Configuration

Save Configuration

Clear Configuration

Set Consistency Check Properties
Schedule Consistency Check

Set Adjustable Task Rates
Preserved Cache

g 8 g

o

a

Manage Power Save Settings

Update Controller Firmware

Manage MegaRAID Advanced Software Options
Manage Link Speed Yes
L —— e —

AW

7. The Create Virtual Drive wizard will start. Click to select the Advanced mode. Then click the
Next button to proceed.

B cone Ve oo
AvaGo

This wizard will help you quickly create virtual drives.

Choose how to create the virtual drive:

@mnf&ﬁg&ﬂhﬂwhs@hﬁﬁ&mfmm.Tl'isislheaas'estwaylncraalza
wir

@ Advanced
Choose additional settings and customize virtual drive creation. This option provides greater flexibility when creating
virtual drives for your spedfic requirements,

Cancel | [ Next | [ Hebp |
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8. Select a RAID level, and then select multiple disk drives as the members of your drive group.
Left-click to select a disk drive, and click Add to add it to group. You do not need to select the
Data protection option.

T —
’ Create Drive Group - Drive Group Settings

AvaGo

[RAID 5 This RAID level is suitable for multi-user environments{database
or file system) with large IO size and high proportion of read activity.

Create the drive group by specifying the RAID ity method.

Drive security method:

ISelect 'l Drive security will make the virtual drive secure by applying encryption logic to
underlying data in the drive.

Data protection:

IDisabIe . ] Data Protection is a guard detects corruption of data on media; thereby preventing

system errors caused ta corruption (SDC).

R.AID 00 - Spanned Drive Group
RAID 10 - Spanned Drive Group

Select unconfigured drives:

ive groups:
Controllerd: AVAGO 3108 MegaRAID(Bus 2,Dev

< Endosure : HPC8316 (0...
2 Endlosure : HPC8316 (0... SATA
<2 Endlosure : HPC8316 (0... SATA 2,729 TB

< | I ] 3

[ Create Drive Group ] [ Create Span ]

[Lcancel, ) [LBack ] [ next ][t ]|

Refer to the next section: RAID Basics on page 45, for details about RAID levels.

9. Click on the Drive Group 0 entry you have just configured. The Create Drive Group button
will become available. Click Next to proceed.

’ Create Drive Group - Drive Group Settings

Create the drive group by specifying the RAID level and Drive security method.

RAID level:

[RAIDE ,] This RAID level is suitable for mul
or file system) with large 10 size

Drive security method:

[select -] Drive security wil make the virtual
underlying data in the drive.

Data protection:

[Disame - ] Data Protection is a guard that detects corrup!
system errors caused by silent data corruption (;

Select unconfigured drives:

-

Drive Type Capa...
Add Hot Spare =
< m 3

16 {0), Slot: 1: 54
{0}, Slot: 2: 54 =

[ Create Drive Group ] [

Create Sp%
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9. Select the following key parameters:
Initialization State: Fast Initialization, Strip size: 64KB, RAID policy: No Read Ahead,

Write policy: Always Write Back.

These are important parameters to the disk array performance, and have to be correctly
configured. Click Create Virtual Drive.

r_m_wzm-w -
i
. Avaco |

Specify parameters for the new virtual drive. Drive groups:

E|"’ Controller0: AVAGO 3108 MegaRAID(Bus 1,Dev 0,Domain )
[~ JDrive Group(: RAID 0: Available Capadity: 2.725 TB

T
oty a7mit i

Fast Initialization
ion state: Faﬂ]n.llﬂmlxm

e aw —— 64 KB

Read pocy: No Read Ahead
e Always Write Back
110 pocy:
Access policy:
Diskcache polcy:
| Update virtual Drive | [ CreateVirualDrive | [ Remove Virtual Drive |
I [ concel ][ Back ][ rext | [ rep |

10. Click Yes to leave the Write Back concern message.

ﬁ Always Write Back mode provides optimal performance, but data loss will
occur if there is a power failure and no cache battery installed or the battery
is failed or discharged.

Are you sure you want to select Always Write Back mode?

N
~
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11. The wizard may prompt for another virtual drive. Multiple virtual drives can be created from
a physical drive group. Repeat the process to create more 4-member Virtual Drives. When
done, click to select the Virtual Drive 0,VD_0, and then click Next to proceed.

e
Specify parameters for the new virtual drive. Drive groups:

T — =4 Controller: AVAGO 3108 MegaRAID (Bus
E}--a Drive Group0: RAID 5: Available Capach

----- Virtual Drive 0,VD_0:445.594 GB

Capadty: | 445594 % units: [GB |

Initialization state: | Fast Initialization

Strip size: 64KB

Read policy: Mo Read Ahead -
Write policy: Always Write Back
-
p——
kel

[ Update Virtual Drive ][ Create Virtual Drive ] [ Remove Virtual Drive ]

(Lol ] [k |

12. The Virtual Drive is instantly created. Click OK, and then click Finish to close the wizard.
You can then terminate the MegaRAID utility.

Avaco

Review the summary and go back if you need to make corrections. The virtual drive(s) will be created when you dick finish.

Summary:

Drive group name: Drive Groupd
RATD Level: RATD 5
Number of drives used: 4

Drive security method: No Encryption
Data Protection: Disabled

Hot Spare No

Total capacity: 445,554 GB

Virtual drive 1 name: VD 0
Capacity: 445,594 GB

'S - — - ™
. Create Virtual Drive - Summary - | = |
[—
d AvaGo
) Review the summary and go back if you need to make corrections. The virtual drive(s) will be created when you dick finish.

Summary:
Drive group name: Drive Group0
RAID Level: ERID 5

Wumber of drives ug S Create Virtual Drive - complete
Drive security met —

Data Protection:

@ The virtual drive(s) successfully created.

Hot Spare
Total capacilty:

Virtual drive 1 n
Capacity:

< m I +

: oo ) (o] (o) ()
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13. Double-click on the Disk Management shortcut on the desktop to open the utility.

g“vgﬁx Control Center Disk Status Network Status System Status
- ) u
e “5n
ck

LiveClient Playba Service Import / Export Utlity

Shepherd File Manager
Na &
@
Control Disk Management RAID Config

14. The virtual drive you created should appear as a new disk partition. You need to initialize
and format the partition before using the disk capacity. Left-click to select and then right-click
to display the command menu. Click Initialize Disk to proceed.

EEIRE

-
i=i' Disk Management

File Action View Help

e || el o
o e

pa
9.00 GB 10C

I=] ‘You must initialize a disk before Logical Disk Manager can access it.
=] Select digks: 1.00 GB 100
s System (C:) 10837 GB 99

¥ Disk 2 73368 10C

== Transcend (D)

Use the following partition style for the selected disks:

(2 MBR (Master Boot Record)
@ GPT (GUID Partition Table)

Disk 0

Basic " ) ) . .
11924 GB MNote: The GPT partition style is not recognized by all previous versions of
Online Windows. It is recommended for disks larger than 2TB, or disks used on

ltanium-based computers.

[ ok ][ cancel

==Disk 1
Removable ransre B
B Unallocated W Primary partition |

File Action View Help

e mHE B

Volume [Layout  [Type [ FileSystem [ Status | Capacity | Free Spa... | % Free Fault Tolerance Overhead |
= Simple Basic FAT32 Healthy (A.. 9.99GB 810GE  8l% Ne 0%
= (C) Simple Basic NTFS Healthy (5... 49.62 GB 4584GE 2% N 0%
= (D] Simple Basic FAT Healthy (P.. 187 GB BIIME  43% N 0%

Disk 0

Basic ©
59.63 GB 1000 GB FAT32 49,62 GB NTFS
Online Healthy (Active, Primary Partition) Healthy (System, Boot, Primary Partition)

== Disk 1

Removable [(15]
187 GB 1.87 GB FAT
Online Healthy (Primary

iDisk 2
Basic
5588.00 GB
Online

" Initialize Disk
Offline
Detach VHD
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15. Select GPT (GUID Partition Table), and then click OK to proceed. This window may
automatically pop up when Disk Management is started.

You must intialize a disk before Logical Disk Manager can access it.
Select disks:
[w: Diisk: 2

Ize \ng partition style for the selected disks:
@) 4ster Boot Record)

@ GPT (GUID Parttion Table GPT

Mote: The GPT partition style is not recognized by all previous ions of
Windows. It is recommended for disks larger than 2TE, or an
tanium-+based computers.

| ok || Cancel |

16. Once initialized, you can create a new volume. Right-click to display the New Simple
Volume command. Click to proceed.

L4 Disk 0

Basic (c:)

59.63 GB 10.00 GB FAT32 49,62 GB NTFS

Online Healthy {Active, Primary Partition) Healthy {System, Boot, Primary Partition)

== Disk 1 |

Remaovable (D:)
187 GB 1.87 GB FAT
Online Healthy (Primary Partition)

4 Disk 2

Basic

5588.00 GB 2048.00 GB
Online Unallocated

New Simple Volume...

Mew Spanned Volume...
Mew Striped Volume...
MNew Mirrored Volume...

MNew RAID-5 Volume...

Properties

Help

B Unallocated W Primary partition
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17. The New Simple Volume Wizard will prompt. Click Next to proceed.

Welcome to the New Simple
Volume Wizard

Thig wizard helps you create a simple volume on a disk.

A zimple volume can only be on a single disk.

To continue, click Nexd.

g )

18. Leave the volume size unchanged. Click Next to proceed.

Specify Volume Size

Choose a volume size that is between the maxdimum and minimum sizes.

Maximum disk space in MB: 5721982
Minimum disk space in MB: 8

Simple volume size in MB:
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19. When prompted to assign a drive letter, click Next to proceed.

Mew Simple Volume Wizard . ! ‘ﬁ

.

] Assign Drive Letter or Path
L For easier access, you can assign a drive letter or drive path to your partition.

© Assign the following drive letter: E -

(7 Mount in the following empty NTFS folder:

| | [ Browse... ]
() Do not assign a drive letter or drive path
[ <Back |[ Met> | [ Cancel |

20. On the Format Partition page, select the Allocation unit size as 64KB. When done, click
Next to proceed.

Format Partition
To store data on this partition, you must format it first.

Choose whether you want to format this volume, and if so, what settings you want to use.

() Do not format this volume
(@ Format this volume with the following settings:

[¥] Perform a quick format
[] Enable file and folder
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21. Click Finish to end the wizard.

Completing the New Simple
Volume Wizard

You have successfully completed the New Simple YVolume
Wizard.

You selected the following settings:

Volume type: Simple Volume -
Disk selected: Disk 2
Volume size: 5721982 MB
Drive letter or path: E:

File system: NTFS
Allocation unit size: Default
Wolume label: New Volume i
Cnirk frimat- Yes

)

c
[

To close this wizard, click Finish.

<Back [ Cancel |

22. The formatting process will run in the background. When done, the new volume shall be

indicated as a healthy new volume. Close the Disk Management window.

EEFTERNTT)

LUUU OB FA L SE 490L 05 NI

Online Healthy (Active, Primary Partition) Healthy (System, Boot, Primary Partitior
==Disk 1
Removable (D:)
187 GB 1.87 GB FAT
Online Healthy (Primary Partition)
uDisk 2
Basic
5587.88 GB 5587.87 GB
Online Formatting
=Disk 1
Remaovable (D)
1.8_."_ GB 1.87 GB FAT
Online Healthy (Primary Partition)
Disk 2
Basic New Volume (E)
5587 .88 GB 558787 GB NTFS
Online

Healthy (Primary Partition)
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23. Start VIVOTEK LiveClient utility by double-clicking its shortbut. Enter admin and admin as
the User Name and default Password. You can change the password later in the utility. Click
Log in to proceed.

%“V@'EK Control Center Disk Status Network Status System Status
Q m
Playback

LiveClient Service Import / Export Utilty

@ m [% Log in local station
Shepherd File Manager Keybo:
Address: | 127.0.0.1 .,|
E Authentication: | Basic Account =]
- e wm ] @dmIin
Control Disk Management RAID Ct S - ad m I n
| Login | | cancel | | More>> |

gmx Control Center Disk Status Network Status System Status

s
& e &

LiveClient Playback Service Import / Export Utlity

@ W

Shepherd File Manager

B -
N
® E

Control Disk Management RAID Config

Top row Control Center: the default desktop.

Disk Status: Displays the current storage volume status (system drive and RAID volumes).
Network Status: Displays the information for the current network connections.

System Status: Displays the current system status, license information, and VAST service.

Desktop Shortcuts

LiveClient Starts the VAST LiveClient utility.

Playback Starts the VAST Playback utility.

Service Enables you to start, stop, or restart the VAST server instance.
Import/Export|Allows you to import or export VAST configurations.

Shepherd Use the Shepherd utility to locate cameras within your network.

File Manager |Provides access to the files in system disk drive volumes.

Keyboard Toggles the virtual keyboard in case you do not have a physical keyboard.
Language |Changes the Ul language. .

Control Opens the operating system's control panel.
Disk Starts the Disk Management utility in Windows.
Managment

RAID Config. |Starts the RAID card storage configuration utility.
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24. Click Configuration > Station Settings > Recording Storage Settings.

Camera Management
Statiocn Management...

Logical Tree View Management...

2 I/O Box Management 3
e . Camera User Management...
- 183381+
— Association Management...
- w Mega-Pi
) Alarm Management...
= G Recording Stor ) )
- P Defaulte Virtual Matrix Management
________ @& Search VivoCam Switches... .
e w I"'k| Station Settings General Settings
"""" = Layout Client Settings 3 Metwork Settings
........ 1O Box = =
Video Enhancement 5 | | Recerding Storage Settings
Recerding Schedule Settings
Scheduled Backup Settings
Server Settings 3

Relay Settings

25. Click on the Add Local Path button. Select the new local path displayed as D:/ or E:/ drive
(your new volume). Click OK to proceed.

Since you cannot record video to the root directory, click Add to create a new folder, e.g., D:\
Recording.

a Recording Storage Settings for VVTK_Stationl @

\ices =] [ @) (2] (8]

Storage Gy

Paths in

)

Recovery Storage Path Storage Information
Total:

[ Delete recorded data older than

Cameras in Storage Group —— | [

Available Cameras:

MName Addr

[B9381-HT 192,
Mega-Pixel Network Camera 192,

yT:ch] —

Path: E:)}

Type: (@ Storage Path (") Recovery Path

Storage Information

Total: 5587.87 GBytes Free: 5587.61 GBytes
5 =1

Reserved: 558 = GBytes
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26. Enter a name for the new folder, e.g., Recording.

"G Select Local Path )

- YMS_Station
-- C:\
E-D:\
. [H-VAST_log
G- Wiy

%4 Add New Folder

Folder Name:

|recording|

Type: (@ Storage Path () Recovery Path

Storage Information

Total: 445,47 GEytes Free: 445.38 GBytes
. =]

Reserved: 44 [+ GBytes

27. Select the new folder you just created and click OK button.

= VM5 _Station
- C:\

Path: D:Yrecording

Type: (@ Storage Path (7) Recovery Path

Storage Information
Total: 445.47 GBytes Free: 445,38 GBytes
Reserved: 44 GBytes
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28. The selected Storage path will appear on the list along with its total, reserved, and Free
storage spaces information. Click Apply.

\4 Recording Storage Settings

S

Paths in Storage Group

Recovery  Storage Path

Cameras in Storage Group

] Delete recorded dataolder than 7 | = day(s)

Storage Information

Total 445 47 GBytes
Reserved: 44.00 GBytes
Free: 44538 GBytes

Available Cameras: Added Cameras (1/256):
Group. Name Address. 188377HT
IB3381-HT
v [B8377-HT 192.168.114.36 Mega-Pixel Network Camera
& B9381HT 192.168.6.150
& Mega-Pixel Network Camera 192, 168.6,132
{-/\
7 )
Restore | Apply [ close

29. Open the Camera Management > Insert Camera or Batch Insert Cameras window.
Use the Search button to locate cameras in your local area network. Select and click Insert.

Select and insert all cameras of your choice in your deployment, and then close the Camera
Management window.

O g )

(=

Camera List
- I WK Staton1(127.0.0.1)

System | Edit | View | Configuration | Layout | Help

| Camera Management » |

Insert Camera... ’: |

Station Management...

Logical Tree View Management...

/0 Box Management 3
User Management...

Association Management...

Alarm Management...

Virtual Matrix Management 2
Search VivoCam Switches...

Client Settings &

Station Settings 2
3

Camera Configuration... i 9

Delete Cameras...
Batch Insert Cameras...

Update Camera... '

F 7

”

=

s |
>

s

=,

[=]
e Ry
comecss [Crefresn ]
W0 sz a6 || Covananes [ ] @ Ot
ra L /\
e @ & Camera st
e ) o - e -

w0201 F7-11 192.160.6.209 w0
wondres [ 00201010 et e s
0020135558 192.160.6.211 e 0
0002013 0F 72 192.160.6.118 BezsH &
002010 F7-48 192.168.6.215 BazeH 0
00020136563 192.160.6.221 BezmH &
w0z01322-T 192.160.6.155 PoLzew 0

[ Connection Settings | Recording Settnas |
Comecton Settngs 00-02DL%E0F46 192.160.6.145 IBezIEHO &
o oot 0020186+ 192.166.6.230 TS0 0
B B 00-02D1-38-64-28 192.168.6.128 KXNTV150 80
Confuratin rtact Confrstonor: w0207 2086160 cimvisa =
00-02:01-3-65-54 192.160.6.110 oATVI80 &

Synchronize camera tme with system automatically.
2 tanaly o e cctng e ocobmy[7]
d (Comert |

— - LB
vt vemegsvenn: [T |
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30. You will return to the Live View window. By default, once cameras have been inserted and
the storage path is ready, the NVR starts recording the video streams. Note the red light icons
on the view cells. If red icons appear on the view cells, recording is taking place.

System | Edit | View | Configuration | Layout | Help

=] ! WTK_Station1{127.0.0.1)
- By camers 1/9/2016 AT AMN 2] Meg... 1/9/2016 11:41:02AM 3
! (@M 159381-HT(192. 168.6. 150) \
@) Mega-Pixel Network Camera(192. 1
=] - Recording Storage
B DefaultGroup

Virtual Drive

31. You are done with the initial configuration. Refer to the rest of the manual for the configurable
options in the VAST management software.

_@ NOTE:

1. Cameras and the NVR must reside in the same subnet. Otherwise, the NVR will not be able
to recruit them into a recording configuration.

2. Itis recommended all network cameras use static IPs. If you let a DHCP server assign IPs to
these cameras, |IPs may be changed later and the NVR may not recognize them.
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RAID Basics

A IMPORTANT:

For a RAID volume configuration, it is recommended you use hard drives of the same model
featuring the same capacity and rotation speed. It is also preferred that these drives are running
the same version of firmware.

A Redundant Array of Independent Disks is an array, or group, of multiple independent physical
drives that provide high performance and fault tolerance. A RAID drive group improves 1/O
performance and reliability. The RAID drive group appears to the host computer as a single
storage volume or as multiple virtual units. An I/O transaction is expedited because several
drives can be accessed simultaneously.

A RAID drive group improves data storage reliability and fault tolerance compared to single drive
storage. Data loss resulting from a drive failure can be prevented by reconstructing missing data
from the remaining drives. The benefits of RAID come from the improvement of I/O performance
and the increased reliability.

What are the Virtual drives?
Virtual drives are drive groups that are available to the operating systems. The storage space in
a virrtual drive comes from all the members in the drive group.

The RAID functions available for virtual drives include:
Hot spare drives.

Drive group and virtual drive configurations.

Initializing one or more virtual drives.

Individual access to controllers, virtual drives, and disk drives.

Failed drive rebuild.

Verification of redundancy data in virtual drives using RAID levels 1, 5, 6, 10, 50, and 60.
Reconstructing virtual drives after the RAID levels or adding a drive to a drive group.
Indepently selecting a host controller to work for.

RAID configuration components
B Drive group: a group of physical drives. These drives will be managed in partitions known as
virtual drives.
W Virtual drive: a partition in a drive group made of continguous data segments from the
individual disk drives. A virtual drive can consist of the following components:
B An entire drive group.
B More than one entire drive group.
B A part of drive group.
B Parts of more than one drive group.
B A combination of any two of the conditions above.
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RAID Fault Tolerance
RAID Level Number of Tolerable Drive Failures

0 No fault tolerance

1 1, each drive group

5 1

6 2

10 multiple, as long as each failure is in a separate drive group

50 1 in each drive group

60 2 in each drive group

For example, if disk failure occurs in different drive groups, a RAID10 configuration can
tolerate multiple drive failures. In each RAID1 drive group, data is mirrored to a counterpart
disk drive. Data remains intact if one disk drive should fail in each drive group.

RAID10

RAIDO

RAID1 RAID1 RAID1

Consistency Check

The consistency check operation verifies the correctness of the data in virtual drives that use
RAID levels 1, 5, 6, 10, 50, and 60. RAIDO does not provide data redundancy. In a system with
parity, check consistency means calculating the data on one drive and comparing the results to
the contents of the parity drive.
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Background Initialization

Background initialization is a check for media errors on the drives when you create a virtual
drive. It is an automatic operation that starts five minutes after you create a virtual drive. This
check ensures that striped data segments are the same on all of the drives in the drive group.

Background initialization is similar to a consistency check. The difference between the two is
that a background initialization is forced on new virtual drives and a consistency check is not.

New RAID 5 virtual drives and new RAID 6 virtual drives require a minimum number of drives
for a background initialization to start. If fewer drives exist, the background initialization does not
start. The background initialization needs to be started manually. The following number of drives
are required:

B New RAID 5 virtual drives must have at least five drives for background initialization to start.
B New RAID 6 virtual drives must have at least seven drives for background initialization to
start.

The default and recommended background initialization rate is 30 percent. Before you change
the rebuild rate, you must stop the background initialization or the rate change will not affect the
background initialization rate. After you stop background initialization and change the rebuild
rate, the rate change takes effect when you restart background initialization.2.1.7Patrol Read

Disk Striping

Disk striping lets you write data across multiple drives instead of just one drive. Disk striping
involves partitioning each drive storage space into stripes that can vary in size from a minimum
of 64 KB to 1 MB for MegaRAID controllers and 64 KB for Integrated MegaRAID controllers. The
LSISAS2108 controller allows stripe size from 8 KB to 1 MB. These stripes are interleaved in

a repeated sequential manner. The combined storage space is composed of stripes from each
drive. It is recommended that you keep stripe sizes the same across RAID drive groups.

For example, in a four-disk system using only disk striping (used in RAID level 0), segment 1 is
written to disk 1, segment 2 is written to disk 2, and so on. Disk striping enhances performance
because multiple drives are accessed simultaneously, but disk striping does not provide data
redundancy.

Segment 1 Segment 2 Segment 3 Segment 4
Segment 5 Segment 6 Segment 7 Segment 8
Segment 9 Segment 10 Segment 11 Segment 12
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Stripe Width
Stripe width is the number of drives involved in a drive group where striping is implemented. For
example, a four-disk drive group with disk striping has a stripe width of four.

Stripe Size

The stripe size is the length of the interleaved data segments that the RAID controller writes
across multiple drives, not including parity drives. For example, consider a stripe that contains
1 MB of drive space and has 64 KB of data residing on each drive in the stripe. In this case, the
stripe size is 1 MB and the strip size is 64 KB.

Strip Size
The strip size is the portion of a stripe that resides on a single drive.

Disk Mirroring

With disk mirroring (used in RAID 1 and RAID 10), data written to one drive is simultaneously
written to another drive. The primary advantage of disk mirroring is that it provides 100 percent
data redundancy. Because the contents of the disk are completely written to a second disk, data
is not lost if one disk fails. In addition, both drives contain the same data at all times, so either
disk can act as the operational disk. If one disk fails, the contents of the other disk can run the
system and reconstruct the failed disk.

Disk mirroring provides 100 percent redundancy, but it is expensive because each drive in the
system must be duplicated. The following figure shows an example of disk mirroring.

Segment 1 Segment 1 Duplicated
Segment 2 Segment 2 Duplicated
Segment 3 Segment 3 Duplicated
Segment 4 Segment 4 Duplicated

3_01080-00

Parity

Parity generates a set of redundancy data from two or more parent data sets. The redundancy
data can be used to reconstruct one of the parent data sets in the event of a drive failure. Parity
data does not fully duplicate the parent data sets, but parity generation can slow the write
process. In a RAID drive group, this method is applied to entire drives or stripes across all of the
drives in a drive group. The types of parity are described in the following table.
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Parity Type Description

Dedicated The parity data on two or more drives is stored on an additional disk.

Distributed The parity data is distributed across more than one drive in the system.

A RAID 5 drive group combines distributed parity with disk striping. If a single drive fails, it can
be rebuilt from the parity and the data on the remaining drives. An example of a RAID 5 drive
group is shown in the following figure. A RAID 5 drive group uses parity to provide redundancy
for one drive failure without duplicating the contents of entire drives. A RAID 6 drive group also
uses distributed parity and disk striping, but adds a second set of parity data so that it can
survive up to two drive failures.

Segment 1 Segment 2 Segment 3 Segment 4 Segment 5 Parity (1 to 5)
Segment 7 Segment 8 Segment 9 Segment 10 Parity (6 to 10) Segment 6
Segment 13 Segment 14 Segment 15 Parity (11 to 15) Segment 11 Segment 12
Segment 19 Segment 20 Parity (16 to 20) Segment 16 Segment 17 Segment 18
Segment 25 Parity (21 to 25) Segment 21 Segment 22 Segment 23 Segment 24
Parity (26 to 30) Segment 26 Segment 27 Segment 28 Segment 29 Segment 30

Disk Spanning

Disk spanning allows multiple drives to function like one big drive. Spanning overcomes lack
of disk space and simplifies storage management by combining existing resources or adding
relatively inexpensive resources. For example, four 20-GB drives can be combined to appear
to the operating system as a single 80-GB drive.Spanning alone does not provide reliability or
performance enhancements. Spanned virtual drives must have the same stripe size and must
be contiguous. In the following figure, RAID 1 drive groups are turned into a RAID 10 drive

group.

Can Be Accessed As
One 120-GB Drive

Can Be Accessed As
One 120-GB Drive

e ————— = ——
e ————— = ——

N N

Spanning two contiguous RAID 0 virtual drives does not produce a new RAID level or add
fault tolerance. It does increase the capacity of the virtual drive and improves performance by
doubling the number of spindles.

Spanning for RAID 00, RAID 10, RAID 50, and RAID 60 Drive Groups

The following table describes how to configure RAID 00, RAID 10, RAID 50, and RAID 60
drive groups by spanning. The virtual drives must have the same stripe size and the maximum
number of spans is 8. The full drive capacity is used when you span virtual drives; you cannot
specify a smaller drive capacity.



Level Description

00 Configure a RAID 00 by spanning two or more contiguous RAID 0 virtual drives, up to the
maximum number of supported devices for the controller.
10 Configure RAID 10 by spanning two or more contiguous RAID 1 virtual drives, up to

the maximum number of supported devices for the controller. A RAID 10 drive group
supports a maximum of 8 spans. You must use an even number of drives in each RAID
virtual drive in the span. The RAID 1 virtual drives must have the same stripe size.

50 Configure a RAID 50 drive group by spanning two or more contiguous RAID 5 virtual
drives. The RAID 5 virtual drives must have the same stripe size.
60 Configure a RAID 60 drive group by spanning two or more contiguous RAID 6 virtual

drives. The RAID 6 virtual drives must have the same stripe size.

Hot Spares

A hot spare is an extra, unused drive that is part of the disk subsystem. It is usually in Standby
mode, ready for service if a drive fails. Hot spares let you replace failed drives without system
shutdown or user intervention. The MegaRAID SAS RAID controllers can implement automatic
and transparent rebuilds of failed drives using hot spare drives, which provide a high degree of
fault tolerance and zero downtime.

The RAID management software lets you specify drives as hot spares. When a hot spare is
needed, the RAID controller assigns the hot spare that has a capacity closest to and at least as
great as that of the failed drive to take the place of the failed drive. The failed drive is removed
from the virtual drive and marked ready awaiting removal after the rebuild to a hot spare begins.
You can make hot spares of the drives that are not in a RAID virtual drive.

You can use the RAID management software to designate the hot spare to have enclosure
affinity, which means that if drive failures are present on a split backplane configuration, the hot
spare will be used first on the backplane side in which it resides.If the hot spare is designated as
having enclosure affinity, it tries to rebuild any failed drives on the backplane in which it resides
before rebuilding any other drives on other backplanes.

The hot spare can be of two types:
* Global hot spare
* Dedicated hot spare

Global Hot Spare

Use a global hot spare drive to replace any failed drive in a redundant drive group as long as
its capacity is equal to or larger than the coerced capacity of the failed drive. A global hot spare
defined on any channel should be available to replace a failed drive on both channels.

Dedicated Hot Spare

Use a dedicated hot spare to replace a failed drive only in a selected drive group. One or more
drives can be designated as a member of a spare drive pool. The most suitable drive from the
pool is selected for failover. A dedicated hot spare is used before one from the global hot spare
pool.



Hot spare drives can be located on any RAID channel. Standby hot spares (not being used in
RAID drive group) are polled every 60 seconds at a minimum, and their status made available
in the drive group management software. RAID controllers offer the ability to rebuild with a disk
that is in a system but not initially set to be a hot spare.

Observe the following parameters when using hot spares:

* Hot spares are used only in drive groups with redundancy: RAID levels 1, 5, 6, 10, 50, and
60.

* Ahot spare connected to a specific RAID controller can be used to rebuild a drive that is
connected only to the same controller.

* You must assign the hot spare to one or more drives through the controller BIOS or use drive
group management software to place it in the hot spare pool.

* A hot spare must have free space equal to or greater than the drive it replaces. For example,
to replace a 500-GB drive, the hot spare must be 500-GB or larger.

Disk Rebuilds

When a drive in a RAID drive group fails, you can rebuild the drive by re-creating the data that
was stored on the drive before it failed. The RAID controller re-creates the data using the data
stored on the other drives in the drive group. Rebuilding can be performed only in drive groups
with data redundancy, which includes RAID 1, 5, 6, 10, 50, and 60 drive groups.

The RAID controller uses hot spares to rebuild failed drives automatically and transparently,

at user-defined rebuild rates. If a hot spare is available, the Rebuild operation can start
automatically when a drive fails. If a hot spare is not available, the failed drive must be replaced
with a new drive so that the data on the failed drive can be rebuilt.

The failed drive is removed from the virtual drive and marked ready awaiting removal when the
Rebuild operation to a hot spare begins. If the system goes down during a Rebuild operation,
the RAID controller automatically resumes the rebuild after the system reboots.

ﬁ NOTE:
When the Rebuild operation to a hot spare begins, the failed drive is often removed from

the virtual drive before management applications detect the failed drive. When this removal
occurs, the event logs show the drive rebuilding to the hot spare without showing the failed
drive. The formerly failed drive will be marked as ready after a Rebuild operation begins to a
hot spare. If a source drive fails during a rebuild to a hot spare, the Rebuild operation fails,
and the failed source drive is marked as offline. In addition, the rebuilding hot spare drive

is changed back to a hot spare. After a Rebuild operation fails because of a source drive
failure, the dedicated hot spare is still dedicated and assigned to the correct drive group, and
the global hot spare is still global.

An automatic drive Rebuild operation will not start if you replace a drive during a RAID-level
migration. The Rebuild operation must be started manually after the expansion or migration
procedure is complete. (RAID-level migration changes a virtual drive from one RAID level to
another.)
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Hot Swap

A hot swap is the manual replacement of a defective drive unit while the computer is still
running. When a new drive has been installed, a Rebuild operation occurs automatically if these
situation occurs:

» The newly inserted drive is the same capacity as or larger than the failed drive.

« The newly inserted drive is placed in the same drive bay as the failed drive it is replacing.

The RAID controller can be configured to detect the new drives and rebuild the contents of the
drive automatically.

Drive States

A drive state is a property indicating the status of the drive. The drive states are described in the
following table.

Parity Type Description

Online A drive that can be accessed by the RAID controller and is part of the virtual drive.

Unconfigured Good A drive that is functioning normally but is not configured as a part of a virtual drive or as a
hot spare.

Hot Spare A drive that is powered up and ready for use as a spare in case an online drive fails.

Failed A drive that was originally configured as Online or Hot Spare, but on which the firmware
detects an unrecoverable error.

Rebuild A drive to which data is being written to restore full redundancy for a virtual drive.

Unconfigured Bad A drive on which the firmware detects an unrecoverable error; the drive was Unconfigured
Good or the drive could not be initialized.

Missing A drive that was Online but which has been removed from its location.

Offline A drive that is part of a virtual drive but which has invalid data as far as the RAID
configuration is concerned.

Shield State An interim state of physical drive for diagnostic operations.

Copyback A drive that has replaced the failed drive in the RAID configuration.
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Virtual Drive States
The virtual drive states are described in the following table.

Parity Type Description
Online The virtual drive operating condition is good. All configured drives are online.
Degraded The virtual drive operating condition is not optimal. One of the configured drives has

failed or is offline.
The operating condition in a RAID 6 virtual drive is not optimal. One of the configured

drives has failed or is offline. A RAID 6 drive group can tolerate up to two drive failures.

Partial Degraded

Failed The virtual drive has failed.
Offline The virtual drive is not available to the RAID controller.
Beep Codes

An alarm sounds on the MegaRAID controller when a virtual drive changes from an optimal
state to another state, when a hot spare rebuilds, and for test purposes.

drives

Parity Type Virtual Drive State Beep Code

RAID 0 virtual drive loses a virtual drive |Offline 3 seconds on and 1 second off
RAID 1 virtual drive loses a mirror drive |Degraded 1 second on and 1 second off
RAID 1 virtual drive loses both drives Offline 3 seconds on and 1 second off
RAID 5 virtual drive loses one drive Degraded 1 second on and 1 second off
RAID 5 virtual drive loses two or more  |Offline 3 seconds on and 1 second off

RAID 6 virtual drive loses one drive

Partially degraded

1 second on and 1 second off

RAID 6 virtual drive loses two drives Degraded 1 second on and 1 second off
RAID 6 virtual drive loses more than two |Offline 3 seconds on and 1 second off
drives

A hot spare completes the Rebuild B/A 1 second on and 3 seconds off
process and is brought into a drive group

A copy back occurs after a Rebuild Optimal 1 second on and 3 seconds off

operation completes

RAID Levels

The RAID controller supports RAID levels 0, 00, 1, 5, 6, 10, 50, and 60. The supported RAID
levels are summarized in the following section.

In addition, the RAID controller supports independent drives (configured as RAID 0 and RAID 00
drive groups) The following sections describe the RAID levels in detail.

Summary of RAID Levels

A RAID 0 drive group uses striping to provide high data throughput, especially for large files in
an environment that does not require fault tolerance.

A RAID 1 drive group uses mirroring so that data written to one drive is simultaneously written
to another drive. The RAID 1 drive group is good for small databases or other applications that
require small capacity but complete data redundancy.



A RAID 5 drive group uses disk striping and parity data across all drives (distributed parity) to
provide high data throughput, especially for small random access.A RAID 6 drive group uses
distributed parity, with two independent parity blocks per stripe, and disk striping.

A RAID 6 virtual drive can survive the loss of any two drives without losing data. A RAID 6 drive
group, which requires a minimum of three drives, is similar to a RAID 5 drive group. Blocks of
data and parity information are written across all drives. The parity information is used to recover
the data if one or two drives fail in the drive group.

A RAID 00 drive group is a spanned drive group that creates a striped set from a series of
RAID 0 drive groups.A RAID 10 drive group, a combination of RAID 0 and RAID 1 drive groups,
consists of striped data across mirrored spans.

A RAID 10 drive group is a spanned drive group that creates a striped set from a series of
mirrored drives. A RAID 10 drive group allows a maximum of 8 spans. You must use an even
number of drives in each RAID virtual drive in the span. The RAID 1 virtual drives must have
the same stripe size. A RAID 10 drive group provides high data throughput and complete data
redundancy but uses a larger number of spans.

A RAID 50 drive group, a combination of RAID 0 and RAID 5 drive groups, uses distributed
parity and disk striping. A RAID 50 drive group is a spanned drive group in which data is striped
across multiple RAID 5 drive groups. A RAID 50 drive group works best with data that requires
high reliability, high request rates, high data transfers, and medium-to-large capacity.

% NOTE

Having virtual drives of different RAID levels, such as RAID Level0 and RAID Level5, in the
same drive group is not allowed. For example, if an existing RAIDS5 virtual drive is created out
of partial space in an array, the next virtual drive in the array has to be RAID Level 5 only.

A RAID 60 drive group, a combination of RAID level 0 and RAID Level 6, uses distributed parity,
with two independent parity blocks per stripe in each RAID set, and disk striping. A RAID 60
virtual drive can survive the loss of two drives in each of the RAID 6 sets without losing data. A
RAID 60 drive group works best with data that requires high reliability, high request rates, high
data transfers, and medium-to-large capacity.

% NOTE

The MegaSR controller supports the standard RAID levels — RAIDO, RAID1, RAID5, and
RAID10. The MegaSR controller comes in two variants, SCU and AHCI, both supporting a
maximum of eight physical drives. A maximum of eight virtual drives can be created (using
RAIDO, RAID 1, RAID5, and RAID10 only) and controlled by the MegaSR controller. One
virtual drive can be created on an array (a maximum of eight if no other virtual drives are
already created on the MegaSR controller), or you can create eight arrays with one virtual
drive each. However, on a RAID10 drive group, you can create only one virtual drive on a
particular array.
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RAID 0 Drive Groups

A RAID 0 drive group provides disk striping across all drives in the RAID drive group. A RAIDO
drive group does not provide any data redundancy, but the RAID 0 drive group offers the best
performance of any RAID level. The RAID 0 drive group breaks up data into smaller segments,
and then stripes the data segments across each drive in the drive group. The size of each data
segment is determined by the stripe size. A RAID 0 drive group offers high bandwidth.

By breaking up a large file into smaller segments, the RAID controller can use both SAS

drives and SATA drives to read or write the file faster. A RAID 0 drive group involves no parity
calculations to complicate the write operation. This situation makes the RAID 0 drive group ideal
for applications that require high bandwidth but do not require fault tolerance. The following
table provides an overview of the RAID 0 drive group. The following figure provides a graphic
example of a RAID 0 drive group.

_@ NOTE

RAID level 0 is not fault tolerant. If a drive in a RAID 0 drive group fails, the entire virtual drive (all drives
associated with the virtual drive) fails.

Uses

Provides high data throughput, especially for large files.Any environment that does not
require fault tolerance.

Strong points

Provides increased data throughput for large files.
No capacity loss penalty for parity.

Weak points

Does not provide fault tolerance or high bandwidth.All data is lost if any drive fails.

Drives

110 32

Segment 1 Segment 2

Segment 3 Segment 4
Segment 5 Segment 6
Segment 7 Segment 8
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RAID 1 Drive Groups

In RAID 1 drive groups, the RAID controller duplicates all data from one drive to a second drive
in the drive group. A RAID 1 drive group supports an even number of drives from 2 through 32

in a single span. The

RAID1 drive group provides complete data redundancy, but at the cost

of doubling the required data storage capacity. The following table provides an overview of a
RAID1 drive group. The following figure provides a graphic example of a RAID1 drive group.

Uses

Use RAID 1 drive groups for small databases or any other environment that requires fault
tolerance but small capacity.

Strong points

Provides complete data redundancy.A RAID 1 drive group is ideal for any application that
requires fault tolerance and minimal capacity.

Weak points Requires twice as many drives.
Performance is impaired during drive rebuilds.
Drives 2 through 32 (must be an even number of drives)
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RAID 5 Drive Groups

A RAID 5 drive group
property of being odd

includes disk striping at the block level and parity. Parity is the data’s
or even, and parity checking is used to detect errors in the data. In RAID5

drive groups, the parity information is written to all drives. A RAIDS drive group is best suited for
networks that perform a lot of small input/output (1/0O) transactions simultaneously.The following
table provides an overview of a RAIDS drive group. The following figure provides a graphic
example of a RAIDS drive group.

Uses

Provides high data throughput, especially for large files.

Use RAID 5 drive groups for transaction processing applications because each drive can
read and write independently.

If a drive fails, the RAID controller uses the parity drive to re-create all missing
information.Use also for online customer service that requires fault tolerance.Use for any
application that has high read request rates but random write request rates.

Strong points

Provides data redundancy, high read rates, and good performance in most environments.
Provides redundancy with lowest loss of capacity.

Weak points

Not well suited to tasks requiring lots of small writes or small block write operations.
Suffers more impact if no cache is used.

Drive performance is reduced if a drive is being rebuilt.

Environments with few processes do not perform as well because the RAID drive group
overhead is not offset by the performance gains in handling simultaneous processes.

Drives

3 through 32




Segment 1 Segment 2 Segment 3 Segment 4 Segment 5 Parity (1 to 5)

Segment 7 Segment 8 Segment 9 Segment 10 Parity (6 to 10) Segment 6

Segment 13 Segment 14 Segment 15 Parity (11 to 15) Segment 11 Segment 12
Segment 19 Segment 20 Parity (16 to 20) Segment 16 Segment 17 Segment 18
Segment 25 Parity (21 to 25) Segment 21 Segment 22 Segment 23 Segment 24
Parity (26 to 30) Segment 26 Segment 27 Segment 28 Segment 29 Segment 30

RAID 6 Drive Groups

A RAIDG drive group is similar to a RAIDS drive group (disk striping and parity), except that
instead of one parity block per stripe, there are two. With two independent parity blocks, A
RAIDG drive group can survive the loss of any two drives in a virtual drive without losing data.
A RAIDG drive group provides a high level of data protection through the use of a second
parity block in each stripe. Use a RAIDG6 drive group for data that requires a very high level of
protection from loss.

In the case of a failure of one drive or two drives in a virtual drive, the RAID controller uses the
parity blocks to re-create all of the missing information. If two drives in a RAIDG6 virtual drive fail,
two drive rebuilds are required, one for each drive. These rebuilds do not occur at the same
time. The controller rebuilds one failed drive, and then the other failed drive.The following table
provides an overview of a RAID6 drive group.

Uses Use for any application that has high read request rates but low random or small block
write rates.
Strong points Provides data redundancy, high read rates, and good performance in most environments.

Can survive the loss of two drives or the loss of a drive while another drive is being
rebuilt.Provides the highest level of protection against drive failures of all of the RAID
levels.Performance is similar to that of a RAID5 drive group.

Weak points Not well-suited to tasks requiring a lot of small and/or random write operations.A RAID 6
virtual drive must generate two sets of parity data for each write operation, which results
in a significant decrease in performance during write operations.

Drive performance is reduced during a drive Rebuild operation.Environments with
few processes do not perform as well because the RAID overhead is not offset by the
performance gains in handling simultaneous processes.

A RAIDG6 drive group costs more because of the extra capacity required by using two
parity blocks per stripe.

Drives 3 through 32

The following figure shows a RAIDG6 drive group data layout. The second set of parity drives is
denoted by Q. The P drives follow the RAIDS drive group parity scheme.

Segment 1 Segment 2 Segment 3 Segment 4 Parity (P1-P4) Parity (Q1-Q4)
Segment 6 Segment 7 Segment 8 Parity (P5-P8) Parity (Q5-Q8) Segment 5
Segment 11 Segment 12 Parity (P9—P12) Parity (Q9-Q12) Segment 9 Segment 10
Segment 16 Parity (P13—-P16)  Parity (Q13—-Q16) Segment 13 Segment 14 Segment 15
Parity (P17-P20)  Parity (Q17-Q20) Segment 17 Segment 18 Segment 19 Segment 20

Note: Parity is distributed across all drives in the drive group.



RAID 00 Drive Groups

A RAID 00 drive group is a spanned drive group that creates a striped set from a series of
RAIDO drive groups. A RAIDOO drive group does not provide any data redundancy, but, along
with the RAIDO drive group, does offer the best performance of any RAID level. A RAIDOO drive
group breaks up data into smaller segments and then stripes the data segments across each
drive in the drive groups. The size of each data segment is determined by the stripe size. A
RAIDOO drive group offers high bandwidth.

% NOTE

RAID level 00 is not fault tolerant. If a drive in a RAID 0 drive group fails, the entire virtual drive (all drives
associated with the virtual drive) fails.

By breaking up a large file into smaller segments, the controller can use both SAS drives and
SATA drives to read or write the file faster. A RAIDOO drive group involves no parity calculations
to complicate the write operation. This situation makes the RAIDOO drive group ideal for
applications that require high bandwidth but do not require fault tolerance. The following table
provides an overview of the RAIDOO drive group. The following figure provides a graphic
example of a RAID 00 drive group.

Uses Provides high data throughput, especially for large files.Any environment that does not
require fault tolerance.
Strong points Provides increased data throughput for large files.

No capacity loss penalty for parity.

Weak points Does not provide fault tolerance or high bandwidth.

All data lost if any drive fails.

Drives 2 through 256

~
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Segment1  Segment 2 Segment3  Segment 4 Segment5 Segment 6 Segment7  Segment 8

RAID 00

Segment9 Segment 10 Segment 11 Segment 12 Segment 13 Segment 14 Segment 15 Segment 16

Segment 17 Segment 18 Segment 19 Segment 20 Segment 21 Segment 22 Segment 23 Segment 24
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RAID 10

A RAID10 drive group is a combination of RAID level 0 and RAID level 1, and it consists of
stripes across mirrored drives. A RAID10 drive group breaks up data into smaller blocks and
then mirrors the blocks of data to each RAID1 drive group. The first RAID1 drive in each drive
group then duplicates its data to the second drive. The size of each block is determined by the
stripe size parameter, which is set during the creation of the RAID set. The RAID 1 virtual drives
must have the same stripe size.

Spanning is used because one virtual drive is defined across more than one drive group. Virtual
drives defined across multiple RAIDIevel 1 drive groups are referred to as RAID level 10, (1+0).

Data is striped across drive groups to increase performance by enabling access to multiple drive
groups simultaneously.

Each spanned RAID 10 virtual drive can tolerate multiple drive failures, as long as each failure
is in a separate drive group. If drive failures occur, less than total drive capacity is available.
Configure RAID 10 drive groups by spanning two contiguous RAID1 virtual drives, up to the
maximum number of supported devices for the controller. A RAID10 drive group supports a
maximum of 8spans, with a maximum of 32drives per span. You must use an even number of
drives in each RAID10 virtual drive in the span.

% NOTE

Other factors, such as the type of controller, can restrict the number of drives supported by RAID 10 virtual drives.

The following table provides an overview of a RAID10 drive group.

Uses Appropriate when used with data storage that needs 100 percent redundancy of mirrored
drive groups and that also needs the enhanced I/0O performance of RAID 0 (striped drive

groups.)

A RAID10 drive group works well for medium-sized databases or any environment that
requires a higher degree of fault tolerance and moderate-to-medium capacity.

Strong points Provides both high data transfer rates and complete data redundancy.
Weak points Requires twice as many drives as all other RAID levels except in RAID 1 drive groups.
Drives 4 to 32 in multiples of 4 — The maximum number of drives supported by the controller

(using an even number of drives in each RAID 10 virtual drive in the span).

In the following figure, virtual drive 0 is created by distributing data across four drive groups (drive groups 0
through3).
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RAID 50

A RAID50 drive group provides the features of both RAIDO and RAIDS drive groups. A RAID50
drive group includes both distributed parity and drive striping across multiple drive groups. A
RAID50 drive group is best implemented on two RAIDS drive groups with data striped across
both drive groups.

A RAID50 drive group breaks up data into smaller blocks and then stripes the blocks of data to
each RAIDS disk set. A RAIDS drive group breaks up data into smaller blocks, calculates parity
by performing an exclusive OR operation on the blocks, and then performs write operations

to the blocks of data and parity to each drive in the drive group. The size of each block is
determined by the stripe size parameter, which is set during the creation of the RAID set.

A RAID level 50 drive group can support up to eight spans and tolerate up to eight drive failures,
though less than total drive capacity is available. Though multiple drive failures can be tolerated,
only one drive failure can be tolerated in each RAID 5 level drive group.

The following table provides an overview of a RAID50 drive group.

Uses Appropriate when used with data that requires high reliability, high request rates, high
data transfer, and medium-to-large capacity.

Also used when a virtual drive of greater than 32 drives is needed.

Strong points Provides high data throughput, data redundancy, and very good performance.
Weak points Requires two times to eight times as many parity drives as a RAID 5 drive group.
Drives Eight spans of RAID 5 drive groups that contain 3 to 32 drives each (limited by the

maximum number of devices supported by the controller)
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RAID 60

A RAID 60 drive group provides the features of both RAID 0 and RAID 6 drive groups, and
includes both parity and disk striping across multiple drive groups. A RAIDG6 drive group supports
two independent parity blocks per stripe. A RAID 60 virtual drive can survive the loss of two
drives in each of the RAIDG6 drive group sets without losing data. A RAIDGO0 drive group is best
implemented on two RAIDG6 drive groups with data striped across both drive groups.

A RAIDG60 drive group breaks up data into smaller blocks and then stripes the blocks of data to
each RAIDG6 disk set. A RAID6 drive group breaks up data into smaller blocks, calculates parity
by performing an exclusive-OR operation on the blocks, and then performs write operations to
the blocks of data and writes the parity to each drive in the drive group. The size of each block is
determined by the stripe size parameter, which is set during the creation of the RAID set.

A RAIDGO0 drive group can support up to 8spans and tolerate up to 16 drive failures, though less
than total drive capacity is available. Two drive failures can be tolerated in each RAID 6 level
drive group.

Uses Provides a high level of data protection through the use of a second parity block in each
stripe. Use a RAIDG60 drive group for data that requires a very high level of protection
from loss.

In the case of a failure of one drive or two drives in a RAID set in a virtual drive, the RAID
controller uses the parity blocks to re-create all of the missing information. If two drives in
a RAID 6 set in a RAID60 virtual drive fail, two drive Rebuild operations are required, one
for each drive. These Rebuild operations can occur at the same time.

Use for online customer service that requires fault tolerance. Use for any application that
has high read request rates but low write request rates. Also used when a virtual drive of
greater than 32 drives is needed.

Strong points Provides data redundancy, high read rates, and good performance in most environments.
Each RAIDG set can survive the loss of two drives or the loss of a drive while another
drive is being rebuilt.Provides the highest level of protection against drive failures of all of
the RAID levels.

Weak points Not well-suited for small block write or random write operations. A RAID 60 virtual

drive must generate two sets of parity data for each write operation, which results in

a significant decrease in performance during write operations.Drive performance is
reduced during a drive Rebuild operation. Environments with few processes do not
perform as well because the RAID overhead is not offset by the performance gains in
handling simultaneous processes.

A RAIDG6 drive group costs more because of the extra capacity required by using two
parity blocks per stripe.

Drives A minimum of 6.
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Technical Specifications

Hardware Information

Model

System

0os

CPU

Flash

RAM

Watchdog

Power Restoration
Storage

HDD Devices
HDD Max. Capacity
Disk Management

Video & Audio
Video Output

Resolution

Graphics Decoder

Decoding Capacity

Camera Position
External Interface

USB Interface

Audio

Network

Record

Maximum Channel
Record Throughput (MB)
Network Throughput (MB)
Audio Format

Video Format

Video Resolution

Recording Time (sec.)
Recording Stream
Recording Mode

Recording Setting
Recording Path

Record Video Format
LiveView (Local Display)
Stream Application

LiveView Display

Monitor Enhancement

PTZ Control
PTZ Operation

Playback (Local Display)

Playback Display

Playback Control

Video Search

Monitor Enhancement

Snapshot
Video Clip Export
LiveView (Remote)

LiveView Display

Monitor Enhancement

PTZ Control

PTZ Operation
Snapshot

Playback (Remote)

Playback Display
Playback Control

Monitor Enhancement

Snapshot
Alarm Management
Schedule Type

VIVOTEK INC.

NR9681

Embedded Windows

Intel Core i5

64G SATA DOM

8GB

Hardware + Software

System Restart Automatically after Power Recovery

Hot-Swappable Tray x8

6TB x8

Create, Format and Remove Disk
RAIDO, 1,5, 6,10

HDMI x1, Display Port x1, VGA x1, DVI x1
HDMI: 4096x2304

DP: 3200x2000

VGA/DVI: 1920x1200

Hardware decoding

H.265/H.264:

2560x1920 @ 30 fps (2-CH)

1920x1080 @ 120 fps (8-CH)

1280x720 @ 240 fps (16-CH)

1280x720 @ 480 fps (32-CH)

1280x720 @ 480 fps (64-CH)

Change the viewcell position on the Live View screens

USB 2.0 x4

USB 3.0 x2

Microphone audio jack Input x1
3.5 Line input audio jack x1

3.5 Line output audio jack x1

64

512 Mbps

400 Mbps

G.711, G.726, AMR, AAC

MJPEG, MPEG4, H.264 AVC, H.264 SVC, H.265
VGA, 1MP, 2MP, 3MP, SMP & 9MP Camera
Pre-Record: 3 ~ 15

Post-Record: 10 ~ 60

Single

Continuous, Schedule, Manual, Event, Activity Adaptive
Streaming

Recycle (unit: Size or Day)

Local Path or Network Path

3GP

Stream Selection & Auto Stream Size

64-Channel (with Dual Monitors)

Multi Layout Display: 1x1, 2x2, 145, 3x3, 1412, 4x4, 5x5, 1431,
1P+2, 1P+6, 1P+8, 2V, 3V, 4V, 2V+3

Single Layout Display, Full Screen Display, Sequential Display
Drag & Drop, Remote 1/0 Control, PiP (Digital Zoom), Instant
Replay, De-interlace, Video Display Mode (Aspect Ratio, Hide
Borders, Keep Top/Down Borders), Fisheye Dewarp (Regular: 10,
1P, 1R, 103R, 4R; Wall Mount: 1P2R, 1P3R; Ceiling/Floor Mount:
2P, 4R Pro, 108R), Video Enhancement (Basic Mode: Brightness,
Contrast, Saturation, Hue; Intelligent Mode: Defog, Rain, Snow,
Fire / Smoke)

Panel Control & Mouse Click Control

Direction Control, Home, Zoom, Focus, Iris, Preset, Patrol
(Group), Pan, Stop, Speed

16 Channels

Multi Layout Display: Multi Layout Display: 1x1, 2x2, 145, 3x3,
1412, 4x4, 2V, 3V, 4V, 2V43

Single Layout Display, Full Screen Display, Sequential Display
Play, Rewind, Pause, Stop, Next/Previous Video Start, Next/
Previous Frame, 1/8X ~ 64X Speed Control, Bookmark
Browsing, Date & Time (Fast), Event, Bookmark, Alarm, Log,
Timeline, Timeline Scale

Drag & Drop, PiP (Digital Zoom), De-interlace, Video Display
Mode (Aspect Ratio, Hide Borders, Keep Top/Down Borders),
Fisheye Dewarp (Regular: 10, 1P, 1R, 103R, 4R; Wall Mount:
1P2R, 1P3R; Ceiling/Floor Mount: 2P, 4R Pro, 108R), Video
Enhancement (Basic Mode: Brightness, Contrast, Saturation,
Hue; Intelligent Mode: Defog, Rain, Snow, Fire/Smoke)

JPEG & BMP

AVI, 3GP & EXE

32 Channels

Multi Layout display: 11, 2x2, 3x3, 4x4, 5x5, 145, 1412, 1431
Drag & Drop, Image Freeze, Audio Control, Remote I/0 Control,
Event Notification, Bookmark, Fisheye Dewarp (10, 1P, TR)
Panel Control

Direction Control, Home, Zoom, Preset

JPEG

1 Channel
Multi Layout display: 1x1
Regular (Play, Pause, Stop), Speed Control, Timeline, Timeline

Drag & Drop, Audio Control, PiP Control, Fisheye Dewarp (10,
1P, TR)
JPEG

Continuous, Schedule, Manual

Network Interface
Protocols

Power

Power Input

Power Consumption
LED Indicator

LED Indicator
Mechanic

Form Factor
Operation Buttons
Dimensions

Weight

Operating Temperature
Humidity

General

Safety Certifications
Warranty

Client PC Requirements
Operating System
CPU

Memory

Ethenet

Display Resolution
Web Browser
Software AP
Mobile/Tablet App
Accessories

Others

Camera Event
Camera Status
Substation
Storage Status
Station Status
Action

Recording Time (sec.)
Backup

Manual

System

User Management

Log

Date&Time

Firmware

Restore Default
Backup/Restore (Configuration)

Language

Camera Intergration
Insert Camera

Video (Media) Setting
Audio Setting

PTZ Control

PTZ Operation

Motion Detection
ONVIF Core Spec
ONVIF Stream
ONVIF Recording
ONVIF Control

ONVIF Discover

Device Intergration
uPs
Joystick

1/0 Box
Switch

10/100/1000Mbps Ethernet (R}-45) x2
IPv4,TCP/IP, HTTP, HTTPS, UPnP, RTSP/RTP/RTCP, SMTP, FTP,
DHCP, NTP, DNS, DDNS, IP Filter

Redundant Power 100~220V AC
Max. 740 W

Power, HDD, Net1, Net2, Overheat, Power fail

2U Rackmount

Power, Reset

89 (H) x 437 (W) x 648 (D) mm
27 kg (without HDD)
5°C~35C@41'F~95F)

0 ~ 95%

CE, LVD, FCC, VCCI, C-Tick, UL
36 months

Microsoft Windows 8, 7, Vista, XP

Microsoft Windows Server 2012, 2008, 2003, 2000
Intel Celeron or above

2 GB or above

10/100Mbps

1024x768 pixels or above

Internet Explorer 11/10/9 (32 bit)

Installation Wizard 2, Shepherd, VAST

iViewer (i0S/Android)

Power Cord, Quick Installation Guide, 8x H.D.D. Tray, 1x USB
Mouse

Motion, DI/0, Video Lost/Restore, PIR, Tampering, Temperature,
IR, Line Crossing Detection, Loitering Detection, Field Detection
Connection Status, Recording Status, Recording Error
Substation Connection Status

Storage Connection Status, Storage Capacity Status

License Status, Network Status, Virtual Memory Status

Email, Start Recording, Set DO, GSM Short Message, HTTP &
Client Notification

Max. 30

USB Dongle (FAT Format)
NAS (SMB & CIFS)

Authentication: Basic Account / Windows AD Account

User Account: 1024

User Account Time Limit: No limitation

User Level: Administrator / Power User / User / Operation /
Guest

Operation, System and Event Log
Sync Server

Manual update

Supported

Supported

Czech, English, French, German, Italian, Japanese, Persian,
Portuguese, Russian, Spanish, Simplified Chinese, Traditional
Chinese

Manual, Search

Compression, Resolution, FPS, Video Quality
Codec, Bitrate

Panel Control & Mouse Click Control

Direction Control, Home, Zoom, Focus, Iris, Preset, Patrol
(Group), Pan, Stop, Speed

Supported

Version 2.2 or above (By Project)

Video (H.264, MPEG4 & MJPEG) & Audio (G.711, One Way)
Continuous, Schedule, Manual

PTZ Control (Up, Down, Left, Right & Zoom In/Out)

Discover the other brand camera through
“Insert Camera & Batch Insert"

Windows UPS Compatible

VIVOTEK USB Joystick
All Windows® Compatible USB Joystick

Advantech ADAM-6000
VIVOTEK VivoCam PoE Switch (AW-GEV Series)

648 mm

ww /gy

All specifications are subject to change without notice. Copyright © VIVOTEK INC. All rights reserved. Ver. 6

6F, N0.192, Lien-Cheng Rd., Chung-Ho, New Taipei City, 235, Taiwan, R.O.C. T: +886-2-82455282 F: +886-2-82455532 E: sales@vivotek.com W: www.vivotek.com
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VAST Server and Client Components

There are four components in VAST: one server component--VAST Server, three client
components--VAST LiveClient, VAST Playback, and VAST Matrix.

VAST Server provides a centralized management site for video recording. VAST LiveClient
is a client program for the user to login and modify the server's configuration, edit the server's
recording storage, schedules and many other functions on the server; VAST Playback is
another client program for the user to log in and browse the recorded video database and video
clips related to specific events on the server.

Usage Scenario

The powerful management scalability of VAST makes it suitable for managing small- to large-
scale structures.

For users that manage only a few cameras, we recommend installing the client and server
components on the same computer. A host with all of the three components installed is recognized
as a stand-alone site. All the functions can be simultaneously performed on one single site.

Local Server Structure

Stand-alone site
VAST Server
VAST LiveClient
VAST Playback

! l
Network Cameras

@4,& ....... l\%

For users who manage large-scale surveillance deployments, please plan the hierarchical
structure first. Then you can start to add cameras to each station and connect these sub-stations
to the root station. The whole hierarchical management system is thus constructed.

Remote Server Structure

Please refer to page 267 for
Logical Tree configuration, which
allows for a flexible and use-
N\ toan oriented privilege control.

Login VAST CMS Server
(Root station)

VAST LiveClient VAST Playback Web Console
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Technical Specifications

Version 1.13
General

Max. Number of —
Cameras* Unlimited
Max. Number of Servers*  Unlimited
Max. Number of Clients Unlimited

Windows 10, 8, 7, Vista, XP

Support 05 Windows Server 2012, 2008, 2003, 2000

Support Web Browser Internet Explorer 11/10/9

Mobile Support iViewer (i0S/Android)
Virtual Matrix Support* VAST Matrix
Devices Pack .vdp File Update

*Please refer to System Requirements Page
(http://www.vivotek.com/vast/#system)

LiveView (Local Display)

Max. Channel 128-Channel (with Dual Monitors)
Multi Layout Display: 1x1, 2x2, 1+5, 3x3,
1412, 4x4, 5x5, 1+31, 8x8, 1P+2, 1P+6,
Layout 1P+8, 2V, 3V, 4V, 2V+3

Single Layout Display, Full Screen Display,
Sequential Display, Layout Rotate
Stream Application Stream Selection & Auto Stream Size
Drag & Drop
Remote 1/0 Control
PiP (Digital Zoom)
Instant Replay
De-interlace
Video Display Mode (Aspect Ratio, Hide
Borders, Keep Top/Down Borders)

View Application

Fisheye Display Mode:

Regular: 10, 1P, 1R, T03R, 4R

Wall Mount: 1P2R, 1P3R

Ceiling/Floor Mount: 2P, 4R Pro, 108R

Fisheye Dewarp Mode

Playback
Max. Channel 16 Channels
Multi Layout Display: 1x1, 2x2, 1+5, 3x3,
L 1412, 4x4, 2V, 3V, 4V, 2V+3
ayout

Single Layout Display, Full Screen Display,
Sequential Display

Playback Mode Asynchronous & Synchronous

Play, Rewind, Pause, Stop, Next/Previous
Video Start, Next/Previous Frame, 1/8X ~
64X Speed Control, Bookmark

Playback Control

Browsing, Date & Time (Fast), Event,
Bookmark, Alarm, Log, Timeline, Timeline
Scale

Search Mode

Video

Video Format mj;g(sl, MPEG4, H.264 AVC, H.264 SVC,

Video Resolution Up to 9 Megapixels

Basic Mode: Brightness, Contrast,
Saturation, Hue

Intelligent Mode: Defog, Rain, Snow, Fire/
Smoke

Video Enhancement

Audio
Audio Format G.711, G.726, AMR, AAC

Audio Capability Two-way Audio

- User's Manual

Audio Control

Record

Recording Time (sec.)
Recording Stream Type

Recording Stream
Recording Mode

Recording Setting
Recording File Format

External Storage
Recording

Alarm Management
Alarm Period (sec.)

Alarm Filter

Alarm Setting

Schedule Type

Camera Event

Camera Status

Substation

Storage Status

Station Status
External Devices Event

Action

Alarm State for
Management

Alarm Result Export
eMap

Source

Device

Marked

Event Notification

PTZ

PTZ/ePTZ Control

PTZ/ePTZ Operation

Mute, Broadcasting & Sound Play

Pre-Record: 3-15, Post-Record: 10-60
Unicast
Single/Multiple

Continuous, Schedule, Manual, Event,
Activity Adaptive Streaming

Recycle (Unit: Size or Day)

3GP

NAS (SMB & CIFS)

Max. 30
Name, Time, Source, Event Type, State

LiveView Alarm Notification: Fixed &
Popup
Alert Sound

Continuous, Schedule, Manual

Motion, DI/O, Video Lost/Restore, PIR,
Tampering, Temperature, IR, PPTZ, Line
Crossing Detection, Loitering Detection,
Field Detection, Audio detection, SD

Card life Expectancy Detection, Shock
Detection, ONVIF Motion Event, ONVIF DI/
O, ONVIF Video Lost/Restore

Connection Status, Recording Status,
Recording Error

Substation Connection Status, Substation
DI/DO Trigger*
* Support for VIVOTEK's ND Series NVR

Storage Connection Status, Storage
Capacity Status

License Status, Network Status, Virtual
Memory Status

DI/O (With I/0 Box)

Email, Start Recording, Move to preset
location, Set DO, GSM Short Message,
HTTP & Client notification

New, Assigned, In Progress, Resolved,
Closed, Later, Reject, Ignore

.csv File

Import Picture

Camera, External DI/O, Substation
camera, Substation DI/DO*
* Support for VIVOTEK's ND Series NVR

Add, Remove, Direction Control, PTZ
Control & Indicator LiveView

Event Icon Light Flash, Show Live
Streaming on E-map

Panel Control & Mouse Click Control

Direction Control, Home, Zoom, Focus,
Iris, Preset, Patrol (Group), Pan, Stop,
Speed
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PTZ Operation Mode
Export

Print

Snapshot

Export File

Backup

Schedule

User Management

Authentication

User Level

User Control

User Login Time
Limitation

User Login Schedule
System

Date & Time
Network

Multicast

Language

Device Integration

Joystick

Switch

1/0 Box

Camera Integration

Camera Insert

Video Source

Click to Move & Continuous Move

Selection Windows & All Windows
BMP & JPEG

AVI, 3GP & EXE

NAS (SMB & CIFS)

Basic Account/Windows AD Account

Administrator, Power User, User, Operator
& Guest

Permission, Accessible Cameras &
Substations

By Time & By Day

Weekly Setting

Sync PC

DDNS, SMTP, UPnP, Proxy, HTTPS

Matrix Only

Czech, English, Finnish, French, German,
Italian, Japanese, Persian, Polish,

Portuguese, Russian, Spanish, Simplified
Chinese, Traditional Chinese

VIVOTEK USB Joystick
All Windows® Compatible USB Joystick

VIVOTEK AW-GEYV Series (VivoCam PoE
Switch)

Advantech ADAM-6000 Series
CHIYU CYT-133SC

Manual & Search

VIVOTEK Cameras, ONVIF Cameras, RTSP
URL

Basic Setting

Connection Setting

Video Setting
Audio Setting

Remote Focus

NTP Setting
ONVIF Core Spec

ONVIF Stream

ONVIF Control
ONVIF Event
ONVIF Discovery

VCA Solution
VCA for Surveillance

VCA for Business
Intelligence

VCA Event

User Name, Password & Camera Model
Detection

Configuration Protocol: HTTP, HTTPS
Streaming Protocol: TCP, UDP, HTTP,
HTTPS

Video Stream, Compression, Resolution,
FPS, Video Quality

Compression & Bitrate

Manual Focus Adjustment & Full Range
Scan

IP Address (NTP Server or VAST Server) &
Updating Interval

Version 2.2 or above (by Project)

Video (H.264, MPEG4 & MJPEC) & Audio
(G.711, One Way)

PTZ Control (Up, Down, Left, Right &
Zoom In/Out)

Motion Event, DI/DO, Video Lost/Restore

Discover the other brand camera through

Insert Camera & Batch Insert

Motion Detection, Line Crossing

People Counting

Line Crossing Detection, Loitering
Detection, Field Detection

*Only Support VIVOTEK Cameras.

Advanced Features

VIVOTEK Exclusives

Failover Redundancy

Virtual Machine Support

Panoramic PTZ

Seamless Recording

Standard VCA Integration (Line Crossing &
Loitering & Field Detection)

VCA Counting Solution

Support N x M Structure*
* Only Support VAST Server

VMware, Parallel, Virtual Box,
Hyper-V (by Project)

are subject to change witho

© VIVOTEK INC. All rights re
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VAST Server Functionality

Centralized management site for all the logged in clients
Maintain the configuration of the hierarchical management list
Hundreds of video recording channels

Store recorded data onto multiple networked or local hard disks
Live video for the local/remote LiveClient users

Retrieval of recorded video for the local/remote Playback users
Zero latency database recovery

Multiple stream recording

LiveClient is the management interface to your VAST server. The server-related settings are
made via the VAST LiveClient utility. The convenient and intuitive user interface on VAST
LiveClient provides access to camera, live monitoring, and recording configurations.
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VAST LiveClient Functionality

m Server function control
B Hierarchical station management
User account management
Recording storage management
Recording schedule management
Recorded data backup
Event trigger management
B Flexible video live view layout
B Dual screens for a maximum of 64 or more channels for simultaneous monitoring

B 1x1, 2V, 1P+2, 3V, 2x2, 4V, 2V+3, 1+5, 1P+6, 3x3, 1P+8, 1+12, 4x4, 5x5, 8x8, 1+31 moni-
toring layouts (V stands for vertical layout)

m 1P+2, 1P+6, and 1P+8 Panoramic PTZ layouts
B Multiple video viewing pages

Virtual Matrix for video wall display

Intelligent PiP function

E-map for overall management

Network storage for recorded video

Convenient switching among multiple monitors
PTZ / E-PTZ operation panel for camera control
Supports two way audio

Instant playback for event recording

Instant replay for immediate playback

Supports joystick control

Remote configuration for network cameras
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VAST Playback Functionality

B Browse the database of recorded video from the server
B Flexible video playback layout
B Maximum 16 channels with simultaneous playback
B 1x1, 2V, 3V, 2x2, 4V, 2V+3, 1+5, 3x3, 1+12, 4x4 video playback layouts
B Supports powerful playback functions
W 1/8x, 1/4x, 1/2x slow-down playback
B 2x, 4x, 8x, 16X, 32x, 64x video playback speed
B Intelligent PiP function
B Supports convenient evidence and data exporting
B Export media files of recorded video
B Supports snapshot and print out
B Supports convenient switch among multiple monitors
B Search engine:
B Time search
B Event search
B Bookmark search
B Alarm and Log search B Alarm search result export
B Playback while recording
B Support synchronous/ asynchronous playback

| IRnRD ] e E e L
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Minimum System Requirements

Before installing the VAST software, please make sure your system meets the following
recommended minimum system requirements.
If you would like to install ST7501 Server only, please follow the requirements as below:

Windows Server 2000, 2003, 2008, 2012 / Windows XP Professional, Windows
7, Windows 8

up to 64 CH (256Mbps throughput) Up to 128CH (512Mbps throughput)

3rd Generation Intel® Core™ i5 3rd Generation Intel® Core™ i7
Processors or above Processors or above

RAM 4GB or above - 64CH; 8GB or above - 128CH
Network Interface Card Ethernet, 1 Gbit recommended
Graphics Adapter ~ DirectX 9 compatible 1GB graphics card

Single recording group w/ one HDD Two recording group w/ two HDDs*
SATA, SCSI, SAS (7200 rpm or faster) in NTFS format

* Each recording group can receive recordings for 60 channels.

If you would like to install both the server and client programs, please follow the requirements as
below:

Windows Server 2000, 2003, 2008, 2012 / Windows XP Professional, Windows
Vista, Windows 7, Windows 8

8CH 16CH 32CH

4CH 10CH 18 CH

2CH 5CH 9CH

3rd Generation Intel®  3rd Generation Intel® 3rd Generation Intel® Core™
Core™ i3 Processors Core™ i5 Processors i7 Processors

RAM 2 GBorabove 4GB or above 4GB or above

Ethernet, 1Gbit recommended

DirectX 9 compatible 1GB graphics card

* Display requirements of the 3MP fisheye camera is equal to a 720P camera.
** Display requirements of the 5MP fisheye camera is equal to a 1080P camera.

If installing Server and Client on the same PC, the overall loading on the PC is to be evaluated.
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&
® Only users with Administrator privileges can install or use VAST on a Windows Vista system.
® The required hard disk space will depend on the video settings, the number of network cameras and recording
group settings. Please add more hard disks if you want to extend the system.
Below are approximate numbers for a week-long recording. The actual storage space required also depends on
imaging parameters, e.g., a complex retail environment that involves many moving objects requires more pixel
dala to be transmitted over network than a simple environment such as a parking lot.
32-CH, VGA, about 1 week recording. 750 GB
64-CH, VGA, about 1 week recording: 1TB x 2
32-CH, 2-megapixel, about 1 week recording: 2TB x 2
64-CH, 2-megapixel, about 1 week recording: 2TB x 4
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VAST Software License

To activate the software, refer to the flow chart below:

Scenario Need Action

Dongle license users Need more CHs 1. Help > License > export license.
2. Send license file to VIVOTEK to
purchase more dongle license.

New users preferring Need more than 1. Install the 256 CH trial VAST.

more than 32 CHs 32 CHs. 2. Help > License > Generate license
update request.
3. Send request file to VIVOTEK to
purchase software license.

New users fine with Fine with less than 1. Install the 32 CH free VAST.

32 CHs 32 CHs.

The VAST software provides 32 free channels. Since revision 1.11, the VAST software is
activated using a software license instead of the original hardware dongle.

For users running the previous dongle version, there is no need to upgrade their original license.
If they need the license for more channels, They can export their license file, and purchase more

dongle licenses.

For users who require more than 32 channels, they can install the 256 channel trial version first,
and go to Help > License page, and click on Generate License Update Request. Send the
request back to VIVOTEK to purchase more channel licenses.

a4 License Informatio T
| System [Local |
Purchased WIVOTEK Used Other brand Used Unused
Systemn 320 0 (Free: 17/32) 1 319
] m ]

Purchased WIVOTEK Used Other brand Used Unused
* TR _Stationl 20 0 (Free: 4/32) [a] 20
WWTE 300 0 (Free: 13/32) 1 299

< m ] »

Irmport License: ] I Generate License Update Request ] [ Close ]

When you purchased and received the
official software license, use the Import
License function to activate the official
license.

When importing purchased licenses, you
can manally select which station/license
file to update, or click the Auto Dispatch
button and let system decide the
distribution of license updates especially
when there are substations under a
managing VAST server.

Before the Auto Dispatch function is

available, license has to be individually
updated on every substations.
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Reminders for VAST Software License

B Limitations:

1.The Batch import/export function applies when a managing VAST server needs to collect and
update the licensing information from subordinate VAST substations and itself. An enterprise
may have a central management server and several VAST instances running in branch offic-
es. In that case, the substations will be listed on the device list, and may not be displayed on a
hierarchical structure.

The Batch import/export function is accessed through the Help > License menu on LiveCli-
ent.

&4 Import License q
— —

Mame IP address Wersion Type Path

W TK_Stationl 5 1.11.0.1

VTR 192.168.40.66 1.10.0.8 KeyDongle
111 192.168.40.1... 1.10.08 Trial

ooo 192.168.40.37

amana

< n | 3

2.The batch download/import function only takes effect on a VAST instance running on server,
not on the Linux-based NVR.

3.The trial channels on VAST substations will not be available for use on a managing VAST
server (one that manages multiple substations).

4.1f you access a VAST deployment via a web console, the license related information will not
be available.

5.1n this revision, an identical software license applies to both VIVOTEK and other-brand cam-
eras (ONVIF). You do not need to activate two different kinds of software licenses.

6. The Batch export update of the current license profile is supported.

7.The licensing mechanism does not apply to machines running Virtualized OSes (VMWare,
VirtualBox, Hyper-V, Parallels), either through an upgrade or generating software license on
a new installation.

8.1f VAST is removed and then re-installed, the number of licensed channels remains intact.

9.1f users plan to integrate the software licenses from previous dongle licenses, problems may
occur if users changed the exported license file name.
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10.The VAST rev. 1.11 supports 32 free channels, and trial licenses for up to 256 channels.
Note that the unused trial licenses in a VAST substation will not be available for a managing
VAST server. The 32 free licenses will be available for a stand-alone VAST server only.

11. The software license verifies its availability on a machine by checking the computer’s main
components, e.g., GPU or memory. If a VAST server has several of its main components re-
placed, the software license may become invalid. Note that users can only change 2 compo-
nents on a substation (server components - CPU/Memory/Graphics card/Network card/Main
board).

12.For an older VAST installation containing a VAST substation licensed through the dongle, the
32 free channels will be automatically added to the total number of licensed channels. One
substation comes with 32 free channels. The added number of licensed channels will be-
come available for the managing VAST server.
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VAST Installation

Installing the VAST Software (This is in case you need to re-install
the software)

1. Run VAST_Setup.exe on your computer. Select the displayed language. Click | ACCEPT the License
Agreement and specify a location to install the program.

i F
Installer Language E &4 VIVOTEK VAST Setup: License Agreement EI&E

@ Please select the language of the installer @ Plzase read this license agreement carsfully before installing.

End-User License Agreement a

[E”E“'Sh '] PLEASE READ CAREFULLY: This End-User License Agreement
("EULA"™) is a legal agreement between VIVOTEK Inc. ("VIVOTEE")
[ oK ] [ Cancel ] as lcensor, and wou, as licensee, for the VIVOTEK software that
accompanies this EULA, which includes the wideo management
software VAST W1 and other applicable software (the “3oftware™).
TOU AGREE TO BE BEOUND EY THE TERMSE OF THIZ EULA BY
INETALLING, COPYING, OR OTHERWISE USING THE S0FTWARE
OF CLICKING THE BUTTON MARKED “I AGREE™ OR “YES™ -

§
&4 VIVOTEK VAST Setup: Installation Folder [P

Setup wil install YIWOTEK WAST in the following folder. To installin a L )
different folder, click Browse and select another falder, Click Mext to
cankinue,

Destination Folder

| Browse. ..

Space required: 525,3ME
Space available: 560.8GE

WAST v1.11.0.1 [ <Back |[ mext> |

W J

2. Select the items you want to install, then click Next to continue.

m |f you want to install both VAST Server component and Client components, please follow the steps
below to install the database.

&4 VIVOTEK VAST Setup: Installation Options E=E)

@ Check the components wou want ta install and uncheck the components

wou don't want ko inskall, Click Mest bo continue,

Select components ko install: '-.-'ﬂ.'E.T LiveClient Server Component
[ ¥AST Playback — .
[ vast server Client components

Space reguired: 523, 3ME

WAST w1.11.0.1 <Back || Mext=
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3. You can install the free 32 CH version, or, select the Trial 256 CH version, then click Next to continue.

® The trial version will expire after 60 days. You can then contact VIVOTEK's sales representatives to
purchase the official software license to continue using the software.

&4 VIVOTEK VAST Setup : Server Configuration E‘EE

In the LiveClient window, you can go to Help
> License, and click on Generate License
Update Request. You can send the request file to
©) Trial version: 256 channels (60 davs) VIVOTEK's sales representatives to facilitate the
purchase process.

@ Free version: 32 channels (YIWYOTEK only)

VAST ¥1.11,0,1 [ <Back || Mexts |

(S -

4. Assign a username and password for the VAST Server and click Next to continue. A strong password
is recommended using a minimum of 8 characters, in upper/lower case, and special characters.
Resetting passwords regularly is also recommended.

&4 VIVOTEK VAST Setup - Server Configuration [ [ e [t

WAST Server User Mame: adrmin

YAST Server Password: (LI LT L)

Corfirm Password: LTTTLTTY |

VAST v1.9.0.2 <Back || Mext> |

" J

=8
Please record the user name and password for login later.
Once you have created a user account for a VAST station, you can login to VAST Server from any computer over
the network through the LiveClient and Playback utilities.
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5. An SQL Lite database is automatically installed on your server. In order to avoid conflicts among
different databases, we suggest you remove the original database from your computer.

Usually, you do not need to change the Station Listen Port and RTSP port for streaming video. If
necessary, e.g., when the port has been occupied by other applications, change the port number.

Specify a file recording path on your server. Multiple recording groups can be created, and if you have
more than 32 channels, it is recommended to assign a recording path on a different hard drive or RAID
volume disk other than your system drive. Click Install to continue the process.

at

&4 VIVOTEK VAST Setup : Server Canfiguration = 2
Station Mame: "F"‘."TK_Statil:lnl
Station Lisken Park: 3454
RTSP Port: 4543
Default Recording Path: E:\recording |:|
| Cancel | | < Back | | Install |

L8

The installation process should be completed within several minutes. Shortcuts will be created on your
desktop. Double-click on the shortcut to start using the software.

&4 VIVOTEK WAST Setup: Installing | =u| J

44 Instaling the WAST Server...
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If you installed the trial version, you will be prompted to activate the trial license. Click Yes to start
using the trial version.

&4 Information

o The software is running trial mode. Would vou like to activate the software?

Yes Mo

p
&4 Information

0 The software is activated.
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VAST Server

Activating the VAST Server

VAST Server is a service program that will run automatically when your VAST station starts.
Users can also deselect the Auto launch option at windows startup on the VAST Service Control
program tray. The program tray icon can be located on Windows tool bar.

How to Configure the Server

Please follow the steps below to configure the VAST Server:
1. Find a local/remote computer that has installed VAST LiveClient.
2. Activate VAST LiveClient and login to the target VAST Server.

3. Configure the server using the VAST LiveClient user interface.

How to Stop/Reboot the Server

Please follow the steps below to stop/reboot the server:
1. Click on the VAST Service Control program tray icon in the toolbar.

S

‘JAS’I’ Serwce Control - Runr‘ung

2. There are 3 options: Start Service, Stop Service, and Restart Service. It's selectable by a right-click on
the Service Control program tray icon.

Open VAST Service Control

Start Service
Stop Service
Restart Service

Exit
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VAST LiveClient Configuration

Activating the VAST LiveClient and Logging in to a VAST Server

VAST LiveClient allows you to monitor live video from cameras managed by the VAST Server; it
is also the main user interface for server function control.

After installing the VAST LiveClient program, please follow the steps below to activate VAST
LiveClient:

1. Run the VAST LiveClient program.
2. A Login window will pop up. Enter the information as shown below:

® |f you want to login to a remote VAST Server, enter the IP Address, User Name, Password and the
Communication Port of the target server correctly. Click Login to log in to the target server.

= [f you want to login to a local host that is running VAST Server, check the Login local station check-
box, then the local IP Address will be displayed automatically. Enter the User Name, Password,
and Communication Port of the local server for login. Click Login to login to the target server.

4 VAST LiveClient (==

N VASTY
[Log in local station m| station m Please refer to page 153 for
N how to enable and configure
Address: 192.168.6.117 ~ Address: | 127.0.0.1 -] Windows AD accounts.
Authentication: |Basic Account || | Authentication: [Basic Account -
User Name: admin User Name: adrmin
Password: ssses | Password: LXITT]
Part: 343 2] Wlusess Port: 3443 2] Mlusessi
[ Log in ][ Cancel ][Hidec{ ] [ Log in ][ Cancel ]’Hide({ ]

3. The VAST LiveClient monitoring window will prompt.

ge

m /f your network environment needs to set up proxy, click More >> to extend the login window, then click Proxy
Settings to open the dialog. Then enter related information to link to your proxy server.

4 VAST LiveClient =] i J Proxy Settings E
Log in local station
|| [T1Enable Proxy

Address: 192.168.6.117 -

Address: | |
Authentication: |Basic Account -
User Name: admin fi Fort: E
Password: . | User Mame: | |
Port: 3443 5] [@usesst | Password: | |

Proxy Settings [ 2k ] Cancel

— - =
l Log in ] ’ Cancel ] [ Hide << ]

m Available functions of the VAST LiveClient program will be enabled according to the role of your login account.
For more details about the privileges of the user account, please refer to How to Manage User Accounts on
page 150.
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If you use LiveClient to access a remote VAST server, you can use the SSL login for secure
connection.

To prevent network layer attack, the management session between a VAST LiveClient and
server can be encrypted using the HTTPS connection. HTTPS (Hypertext Transfer Protocol over
Secure Socket Layer) encrypts the traffic between web browsers and servers.

When starting the LiveClient, click the More button, and select the Use SSL checkbox.

1 [ vasT LiveClient =

| el

[ Log in local station [“|Log in local station
Address: 192.168.6.117 A Address: 192.168.6.117 -
Authentication: |Basic Account v Authentication: |Basic Account -
User Mame: admin User Name: admin
Password: . Password: .
| _togin | [ cancel | | More>> | Port: 3443 |5 [Vuse ssL
Proxy Settings
[Lngil][{mcelllﬁde«f.{]
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VAST LiveClient User Interface

< [>)5)
o]

A. Menu bar B. Quick access bar C. Hierarchical management tree
D. Camera control panel (PTZ / Two way audio / Instant Playback control panel)
E. Live view window F. Matrix view window  G. Status panel H. Alarm window

Menu Bar
( System | Edit | View | Configuration | Layout | Help |

Menu Item Drop-down Options

Lock / Enable Click On Image (Disable Click On Image) / Language / Second View / E-map /
Launch Playback / Logout / Exit

Manually Begin Recording (Stop Manual Recording) / Snapshot / Print / Record to EXE (3GP,
AVI) / Snapshot Zoomed Image / Print Zoomed Image / Find

System

Edit

Logical Tree view/ Device Tree view/ PTZ Panel / Two Way Audio Panel / Instant Playback

View Panel / Alarm Window / Full Screen / Minimize / Matrix View

Camera Management (Insert Camera / Update Camera / Delete Cameras / Batch Insert
Cameras / Camera Configuration) / Station Management / Logical Tree View management
/ 10 Box Management / User Management / Association Management / Alarm Management
/ Virtual Matrix Management (Matrix Management / Matrix View Settings) / Station Settings
(General Settings / Network Settings / Recording Storage Settings / Recording Schedule
Settings / Scheduled Backup Settings / Server Settings / Relay Settings) / Client Settings
(Snapshot Settings / Recording Settings / View Settings / General Settings / Joystick Settings /
Proxy Settings / PiP Settings) / Video Enhancement (Basic Image Adjustment / Defog)

Configuration

Layout Start Rotating (Stop Rotating) / Save to / Delete / Choose
Help About / License
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Status Panel
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Help Panel

The Help panel provides software revision information and the access to the associated iViewer
software in either the iOS or Android version. You can also click on the License button to review
the number of cameras and manageable substations.

If necessary, you may also use the Import License button to activate the functionality you
separately purchased or generate a license request.

N oL vellien k

&  VASTLiveClient 1,9.0.2

Trial wersion (Rermaining time: 52 days)

Al vights reserved. Copyright @ 2009-2014 VIVOTEK INC,

Marne Walue Description
bt f e vivortelk . com Camera number 256 Maxirmum number of the total camera channels,
S Other brand camera number - 10 Mayirnurmn number of the other brand camera.
Device Pack Version: 2.0.1 Update... Substation nurmber i} Maxirnum nurmber of substations for this icense.

WIVOTEK iWiewer

Please click QR code to purchase it. ] i k

Product Inforrmation Impart License Generate License Update Request Close

Available on the

App Store

Device Pack Update

A Device Pack consists of information of new VIVOTEK cameras or the updated information
for previous models, such as various configurations including resolutions, FPS, DI/DO, etc. For
example, some panels, such as the PTZ panel, may not be available for a new PTZ camera.
Your VAST server might not recognize the features of the latest VIVOTEK cameras. With the
Device Pack, you can configure and implement the latest VIVOTEK models without the need
to upgrade the entire VAST software to acquire the associated information. Please visit: http://
www.vivotek.com/web/product/productdetail.aspx?Model=VAST. For configurations not specified
in the device pack, you can still open a web console with individual cameras to change their
configuration.

You can consult VIVOTEK's technical support for the latest Device Pack [CSV files (*.csv)],
and use the Update... button in the Help window to replenish camera information. The update
information will be displayed, and the update process is completed almost immediately.

Device Pack Update (=]
Old version: 1.0.2
New version: 1.0.3

Ready for update.



http://www.vivotek.com/web/product/productdetail.aspx?Model=VAST
http://www.vivotek.com/web/product/productdetail.aspx?Model=VAST
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Quick Access Bar

Ilcon Function Description
J Exit Exit the system
J Logout Log out from the current station
@ Lock Click to Lock the system for security concerns (J Unlock the system)
Volume Adjust the audio volume of the current video ( Mute)
@ Snapshot Capture pictures from the focus live video cell
Print Print out the pictures of focus live view window or all live video cells
[E] Record to Media Record media in EXE/3GP/AVI format (B Recording Media)
@) Alert Sound Play sound when an event triggers
Switch Screen Switch the current window to another screen
Adjust SVC Level Dynamically adjust the SVC control over frame rates
Remove All Connections Remove all live videos from the live view window
J Layout Change the layout of the live view window
>l Full Screen Maximize the live video cell
Page Up Switch to the previous live view page
Page Down Switch to the next live view page
@ Start / Stop Rotating Start or stop live view layout rotating

53

Some buttons will be disabled if the selected devices do not support the corresponding functions.

Live Video Monitoring Window

The "VIVOTEK" logo is displayed where no camera has been assigned to a video cell.
The red frame ( |:| ) represents the current selection.

Video Cell
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Hierarchical Management Tree

. Stationl(127.0.0.1) Root Station Name (IP address)
= FE camera
= @M 1_IP7139(192,168.5.120) | Connected devices listed under the root station
_— i o Camera name (IP Address)
- “ Do-1
= P& Recording Storage
= P DefaultGroup __ Connected devices that have been assigned to
the default recording storage
o (W 1_IP7130
........ P Layout Layout list
= |;l WWTK_Station2(172.16.4.23) ———— Sub-station Name (IP address)
- [ Carmera

#- [ Recording Group

&
By default, the 1/0O device connection status display is disabled. You can turn up the display by visiting
Configuration > Client settings > General settings > Keep detecting camera DI/DO status.

Icon Description
! A station (The host that’s installed with VAST Server)
A station (The host that's installed with ST7501 Server)
VIVOTEK fixed network camera (or ONVIF cameras)
E /&N Red dot signifies that the camera is recording.
= / x VIVOTEK PTZ network camera
Red dot signifies that the camera is recording.
T / T VIVOTEK dome network camera
Red dot signifies that the camera is recording.

* / a VIVOTEK fisheye network camera
Red dot indicates that the camera is recording.

= / = VIVOTEK video server
Red dot signifies that the video server is recording.
. / l Digital input on / off

- / i Digital output on / off

A layout of the live monitoring window

by A station that’s not able to be connected currently.

== A device that's not able to be connected currently.
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Camera Control Panel

Pan/Tilt/Zoom (PTZ) Control Panel
Up
Activated mode: Eigital -

PTZ operation mode: [

Top left Top right
Return to home position
Bottom left Bottom right
Down Auto f
Eoom out ——— &K Eoom i]p uto focus
ocus neafr —— & ocus far
Close — & Alamiamd) 3 Open
P Patrol ) Track AUtO Irls
Start to auto pan o X re Auto Tracking
Stop auto pan/ e = Start to auto patrol
patrol P } Speed control
Pan speed:
Tilt speed:
Zoorm speed:
Focus speed:
Panaoramic speed: -

Rotate speed:

Preset Location:

==
o LR

Drop-down list of preset positions

g;

m There are two types of PTZ control: Digital (E-PTZ for megapixel cameras) and Mechanical (PTZ cameras or
fixed cameras with camera control via RS-485). If the connected cameras support PTZ/E-PTZ function, the
PTZ option(s) will appear on the drop-down list. For detailed camera control settings, please refer to the user's
manual that came with VIVOTEK network camera .

m Click System > Enable Click On Image to use the mouse for the control of the PTZ and E-PTZ functions in the
video cells for linked cameras. An icon @ will appear in the video cell as shown below.

1_FD&161 2010408/03 AM 11:25:23

/s

_ System | Edit | View | C

Lock Crl+L
| Enable Click On [mage |

Langnage r

Second View
E-Map
Lanmnch Plavhack

Logont
Exit

® You can control the PTZ function through joystick as well. For more information regarding to the joystick
configuration, please refer to instructions on page 245.
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VIVOTEK's latest SD8xxx speed dome series supports the Continuous Move control. The
"Click to move" enables one movement by every mouse click on the PTZ buttons.

When Continuous Move is enabled from the PTZ panel, you can click and hold down the
mouse button on an arrow key to command the camera to continue moving to that direction.
The move will stop when you release the mouse button. Also, if the pan/tilt/zoom/focus speed
is configurable for a PTZ camera, you can use the Speed button to display the speed options:
pan, tilt, zoom, focus, panoramic, and rotate speeds.

For fisheye cameras, two more options will be available: Panoramic speed and Rotate speed.
These two options apply to the onscreen control for the Panoramic and Regional views.

ée

In addition to the PTZ panel, the following hot key combinations are also available:

Ctrl + NumPad (PTZ control)

Up Ctrl + 8

Left Ctrl +4

Home Ctrl + 5

Right Ctrl +6

Down Ctrl + 2

Focus (Far - Near) Ctrl+1 |[Ctrl+3
Zoom (Qut - In) Ctrl+7 [Ctrl+9
Pan Ctrl +/

Stop Ctrl +*

Patrol Ctrl + -

Preset locations (pre- Ctrl + 0~9 (number keys above the alphabetic keys)
configured by users)

Full screen Ctrl +F

Single view Ctrl +V

Previous layout page Alt + PageUP
Next layout page Alt + PageDown
First layout page Alt + Home

Last layout page Alt + End
Snapshot Ctrl + S

Stop alarm Ctrl + A

Mute audio from current |Ctrl + M

stream

Start/ Stop rotation Ctrl + O
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Two Way Audio Control Panel

The two way audio function allows the user to remotely communicate with people nearby the
network camera.

PTZ | Two Way Audio | Instant Playback

z Selected device that
1_PZi131 can use the two way
B audio function

Click to play sound from the camera
. Remove all cameras
Click to talk from the Talk Panel

alk Play Sound Clear Al

Select sound from the
file list

C:Program FilesVivotek InciS1 b Click to play the selected
sound on the client's side
NRRNRERRNRRRREN

g¢ Click to adjust volume

® For detailed information about How to Use the Talk Panel, please refer to page 216.
® Only cameras that come with the two way audio function can be added to the Talk Panel.

Language Selection

VAST currently supports multi-lingual user interfaces including: English, Cesky, Deutsch, Espa-
fiol, Farsi, Frangais, Italiano, HZAEE, Portugués, Pycckun, fifAdsz, %4+ < | If you want to select
another language for the interface, please click System > Language on the menu bar to select
the desired language. Please note that if you want to change the language option, a message
will prompt to remind you to restart the system.

System | Edit | View | Configuration | Layout | Help g‘
b If you want fo use "User Defined" language, please prepare images and
:":": View ) language strings, and upload the files to the following folders:

Launch Playback
Launch VCA Report

Language 3

Espafial
s e

Frangais

...\VASTIClient|LiveClient\languagelzz_UD (language string)

oo telena ...\VASTIClient|LiveClientlimage (images)
it =B
F‘ywuiﬁ

BiFFx
¥
User Defined
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Alarm Window

£¢

Only the alarm-related messages will be displayed in this window. An Alarm is a configuration

consisting of triggers and reactions set to activate during a specific period of time. The

Alarm-related settings is
for more information.
viewer.

If a VAST server is reset,

configured in Configuration > Alarm management. See page 161

For the event messages of the overall system operation, please refer to the Playback > Log

the Alarms will disappear from the Alarm window. You can go to the

Playback utility and use the Alarm search function to retrieve the past events.

Click View > Alarm Window to open a window showing the real-time information for event
triggers. If you want to hide this window, deselect this option on the menu bar.

View IIConﬁguratinn | Layout |I1n5tamp\ayba\:k

Panel
v Two Way Audio Panel
Instant Playback Panel

v Alarm Window

Full Screen Ctrl+F

Minimize

v Matrix View

Mame T Description Source T Event Type T Walue Time T

(] IPE155HP mo...  rnotion detection Mega-Pizel Metwork Carmera Mation - Window 2 25% 2014-09-25 13:48:37.384 New
IP21SSHP mo...  mation detection Mega-Pixel Network Camera Motion - Window 1 2014-09-Z 53 Mew
[F] IPE155HP mo...  rnotion detection Mega-Pizel Metwork Carmera Mation - Window 2 8% 2014-09-25 13:48:20.400 New
ADAMBOSZ sitel ADAM-6052 DI-3 D1 Trigger 2014-09-25 13:41:32.178 Mew
ADAMAOS2 sitel ADAM-E052 DI-1 DI Trigger 2014-09-25 13:20:39.118 Mew
Real Time | Filter I
Event Window I General settings ==

The default Alarm window is set to be fixed on the

bottom of the LiveClient.

the Alarm window as a popup page, please open
the Configuration > Client Settings > General
Settings window to switch the display modes.

Camera Management

Station Managerment...

Logical Tree View Management...
/O Box Management

User Management...

Association Management...
Alarm Management...

Wirtual Matrix Management
Failover Management

Search VWivoCam Switches...

Station Settings
Client Settings

Video Enhancement

System Settings
[] automaticall log in after logging in to operating system
If yO U Wa nt tO Ch a n g e [=] Automaticall display in full screen after login

[¥] Auto add newly-inserted camera to video cell

Retrieve RTSP stream on specified port: E

|| connect substation streaming vis refay

Keep detecting DI/DO status

[ Sort camera by name

JEEDED e
D J Enable Ive alarm notfication
m Enable alert sound(s)

Enable E-Map popup window
Alarm window mode: @ Fixed

254188 ; 14861 T
Snapshot Settings
Recording Settings

) Popup

Rotation Settings
Enable rotation after login

Rotate the page every 10 E second(s) (3 ~999)

Display Settings
Maximum number of view cells
Enable auto stream size:

Enable de-interlace function
Enable Instant Replay on video cel

Default replay length:

0 {2 milsecond(s) (0 ~ 10000)

Proxy Settings
PiP Settings

Local streaming buffer time:
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m The Event Type field in the Alarm window shows the event category and another field Value displays
the percentage of motion in the detection window. You can go to the Configuration setting page of the
connected device to set the percentage.

Enable motion detection

Video(TCP-AV)

Alarm Filter

Window Mame

[r1

Sensitivity

[ |_ g0%
Percentage

_I— 10%

[REWY | Save

On the Alarm panel, a list of alarms will be displayed. Click on the attributes with a funnel icon.

Instant Playback  Mame W
P 5D DI
P S0 DI
¥ ] S0 DI

Description

Source W
SDe161 DI-2
SDE161 DI-2
SDE161 DI-2

Event Type W Walue

DI Trigger
DI Trigger
DI Trigger

Time T

2015-07-31 11:50:36.426
2015-07-31 11.50:24,722
2015-07-31 11:50:13.750

State W
WY
e

[WEWY

The Alarm Filter window will prompt. Use the Name, Time selector, and the State checkboxes in
the Source and Event Type panes to specify what kinds of alarms will be displayed.

QR

General
Harme:

State

Mew Assigned
In Progress Resolved
Closed Later
Reject Ignore

Time
Start Time:

2015/ 731 - [1msaE2 |

[C1End Time:

2015/ 731 - [1usaE2 |

Source

Event Type

=7 Category
-7 Camera Events
-7 Camera Status

(-7 Storage Status
- [T Station Status
[#- [ External Device Events
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For example, you can set up a filter to display the alarms with a name associated with a specific
camera, such as "bullet on the corridor." The name of the alarm is configured in Configuration
> Alarm management on page 161.

General ..  Trigger .. Acton .. Schedue ..  Detal

[¥]Enable this alarm
Enabile live notification

Mame: I

Description: B

Il -

Trigger Period: 3 (sec) O '—07 30

[ Back ][ Mext l[ Firish ][ Cancel ] }

Use the Filter tab at the bottom of the Alarm window to display a different sorted result.

'ﬂ' IP2155HP mo...  motion detection

Q IPE152Y-3 dddddd

Real Time  Filter |

Alarm State

Left-click to select an alarm, and then right-click to display the Update Alarm button.

Source W Event Type W Value Time W State W
SDe161 DI-2 D1 Trigger  2015-07-31 11:50:36.426  Mew

SDE161 DI-2 ) Trigger  2015-07-31 11:5 2
SDe161 DI-2 D1 Trigger  2015-07-31 11:50013.750  Mew

Update Alarm...

You can change the alarm state from the pull-down menu. For example, if someone has already
been sent to check out the situation, for example, an intruder broke in through a window, you
can select the Assigned status. A 1024 bytes decription can be added into the alarm Note for
T ) future reference.

Alarm Information Alarm Handling

Mame; . State: | Mewr
*5D 0l

If an alarm is proved as a
false alarm, the alarm can
be designated as Ignore or

Resolved, and so on.

Description:
w

Source:
*5DB161 DI-2

Event Type:
*DI

Value:
* Trigger

The different alarm states can
AT I L0354 also be used as the filtering
conditions in the Alarm filter.
Single or multiple states can
be selected in the filter. For
example, to display the Resolved
alarms only, use the Resolved
state as the filter.

Tirne:
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Instant Playback

Check View > Instant Playback to open the window on the panel. The entries listed in the
Event panel are the short recordings made from triggered events.

View | I]onﬁguration | Layout | H

anel

Two Way Audic Panel

I e P —— Deselect this item if you want to hide this window.

v Alarm Window

Full Screen Crl+F

Minirize

¥ Matrix View

PTZ | Twi way Audio | Instant Playback

Mega-Pixel Ne... 2014)9/25 T 71~ 01:49:24
- yEy ~ T {

N
1

Instant Playhack  Mane W Description Sowce Y Event Type W Value Time YT State T

6 IPE15SHP mo...  motion detection Mega-Pixel Network Camera New
% 155HP rno...  miotion detection Mega-Pixel Metwark Carnera Mation hdow 51% 2014-09-25 13, ic] Mew

6 IPL1SSHP mo...  mation detection Mega-Pixel Network Camera Mation - Window 2 78% 2014-09-25 13:49:20,400 Mew
AL SMBOS2 siterd ADAM-6052 DI-3 oo Trigger 2014-09-25 13:41:32,178 New

AL 5MB0S2 sitel ADAM-6052 DI-1 s Trigger 2014-09-25 13:20:39,118 New

Real Time | Fiter

Instant Playback Window with a slide bar, play, pause, and stop function

The recorded media that was triggered by an event will be indicated with a playable ﬁ icon.

You can double-click an event on the list to playback the recorded video. Each event contains
a video clip of 20 seconds in length. (The default recording data of an event is 20 seconds. For
more information about event recording, please refer to page 187.)
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Instant Replay

n If a camera is currently recording to the VAST server, then a Replay button will be
available at the lower left corner of its view cell. This allows you to immediately retrieve the video
recording in the past few seconds or minutes.

The Instant Replay function enables you to quickly retrieve videos of what has just happened (20
seconds to 15 minutes ago), without the need to open the Playback utility for the past videos.

Prerequisites for Instant Replay:

1. The function is enabled by default, only available on a LiveClient installed on a PC.

2. There must be recorded videos of the immediate past. If the video streams from a camera
were not recorded, you can not retrieve videos using the Instant Replay function.

J NOTE:

1. When using the Instant Replay function and you change the stream number on a video cell,
the Instant Replay will be interrupted.

2. The Instant Replay will also be interrupted when the time comes for a rotation of Live View
pages. For example, if you have multiple Live View pages and you set up a rotation of these
pages by every 10 seconds, page swap (rotation) still has a higher priority even if you are
viewing the Instant Replay.

How to Use:

1. On a selected view cell, mouse over to the lower left corner. A Replay icon n will appear.
2. Click on it to display the Replay control bar. Click on the play button.

@ 10:19:30

2013-07-04

3. The default queue length is 30 seconds. You can click on the number on the right to change
the queue length.

The Playback option allows you to directly open the Playback utility. A

maximized single view window will open. In this single view, previous

recording will be played, but, unlike the smaller Instant playback pane, the
secons playback will continue until manually stopped.

1 minute

S minutes This playback mode is not memorized as the norm the next time you use

the Instant Replay function.

15 minutes

The queue length configuration stays with the view cell, and it will not go unless you remove
and insert the camera again.
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4. To stop the Replay and return to the Live View, click on the Return to Live button. -

5. On a Replay view cell, you can apply the same Snapshot, Print, Single view and Full screen
control as those on a normal view cell. You can also right-click to display the Display Mode
and Video Enhancement functions.

Click and drag the playhead to skip or move to a different point in time on the playback.

An active Replay view cell is indicated by the Replay text indicator and the time of occurrence

of the current playback.

To change the default Replay settings, open the Configuration > Client Settings > General

Settings menu.

IDis;ﬂaySettings

Maximum number of view cells

[¥| Enable auto stream size: [Qua’dty first

z)

Enable de-interlace function
Enable Instant Replay on video cell

Default replay length: |30 seconds | ~

Local streaming buffer time: 0 E milisecond(s) (0 ~ 10000}

|| concel |

Audio Control

The audio function will be enabled if the device is equipped with an internal or external
microphone. For detailed audio control settings, please refer to page 138.
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How to Manage Devices

Please follow the steps below to open the Camera Management window:

a. Select the station from the hierarchical management tree.

b. Click Configuration > Camera Management on the menu bar (or right-click the station, then select
Camera Management).

c. Then you can choose to insert, update, delete, or batch insert cameras.

System | Edit | View | Configuration | Layout | Help

ogical Tree View Management...
- B VWK Station1(12 Ltﬁm T ,
E‘ B . Camera r Management...
e

M Mega s Association Management...
H ega

i Ee &N Mega-P
G [ Recording St Virtual Matrix Management »
Lo Layout Failover Management »
= B 1J0 Box Search VivoCam Switches...

Alarm Management. .

Station Settings »
Client Settings b

Video Enhancement »

= ! VMS_Station(102 168 A 1171
o - Cam Camera Management
= [ Rec Station Management...

- [ Lay Logical Tree View Management...
- /o 1/O Box Management

User Management...

Association Management...

Insert Camera...
Update Camera...
Delete Cameras...
Batch Insert Cameras...

‘Camera Configuration...

Alarm Management...

Virtual Matrix Management 13
Search VivoCam Switches_.

Station Settings 3

Find...
‘Output Streaming URL

Insert Cameras B

Get PublicIP

Please follow the steps below to add devices to a station:

a. Click Configuration > Camera Management > Insert Camera on the menu bar (or right-click the
device/station, then select Camera Management > Insert Camera).

b. The Camera Management - Insert window will pop up. The device tree managed by the station will
be displayed in the left Camera List window.

c. Enter the Camera Name, IP address (or you can enter an IP address and check Auto to get a
camera name automatically) and configure the Connection Settings.

m |f the camera is on the LAN, you can click Search Camera to detect all VIVOTEK network
cameras on the LAN. A Camera List window will pop up and show a list of detected cameras on
the LAN. On the top of Camera List window, you can select "List the cameras which are not
inserted" or "List all cameras". The items listed below will then change accordingly. You can click
Mac, IP Address, Model, HTTP port to sort the items. Then select a camera from the list to insert
to the station.

m The streaming protocol determines how the live video stream is sent from the camera to the local
computer. Please refer to the note on the next page for a detailed description of each transmission
protocol. Specify the recommended live monitoring stream for the device. If you want to change the
live viewing stream, please refer to the next page to update the camera settings. Or you can right-
click the desired cell, then select a desired stream. Please refer to Dual / Multiple Streams on page
123 for a detailed illustration.

m Click Detect Model to detect the device. The Model Name and MAC Address of the device will
automatically be displayed in the respective fields if the connection is successful.

d. If you want to make sure you are connected to the target device, click Connection Test to preview the
live video from the device.
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Brand: WIVOTEK

Module:

@ Carmera Mame:
Address: 192.168.6.175 A - - ST L

Model Mame:  |IPS162

MAC Address:  |000201157840

Connection Test ‘I‘ @]

Connection Settings |Recarding Settings |
User Mame: Passwoard;:
Configuration Protocol:  [HTTP - Configuration Port: 80 =
Streaming Protocal: TCP - Channel: 1 :
Tnitial @ Stream: 1 -
’ [¥] sutomatically add camera into recording storage | DefaultGroup IZ| |
[ Insert ] [ Close ]

&) o S, - ==

' List the cameras which are not inserted

@) List all camneras Refresh
Camera List
A Address Mode! HTTF Paort
| 00-02-01-15-7B-40 192.168.6.175 IPE1G2 a0 |
00-02-D1-81-73-03 192.168.6.101 FEZ2173 a0

m /f you want to use "HTTPS Port", please enable the HTTPs settings on the configuration page of the Network
Camera first.

m The characteristics of each protocol are shown in the following table:

Protocol Description

UDP uses a simple transmission model without implicit hand-shaking dialogues for guaranteeing
reliability, ordering, or data integrity. Thus, UDP provides an unreliable service and data grams may

UDP arrive out of order, appear duplicated, or go missing without notice. This protocol allows for almost
real-time audio and video streams. However, network packets may be lost due to network burst
traffic and images may be obscured. Activate UDP connection when occasions require time-sensitive
responses and video quality is less important.

TCP provides the service of exchanging data reliably directly between two network hosts, whereas IP
handles addressing and routing message across one or more networks. In particular, TCP provides

TCP reliable, ordered delivery of a stream of bytes from a program on one computer to another program
on another computer. This protocol guarantees the delivery of streaming data and thus provides
better video quality. The downside with this protocol is that the real-time effect is worse than that with
UDP for a narrower bandwidth.

HTTP is a networking protocol for distributed, collaborative, hypermedia information systems. It’'s the

HTTP foundation of data communication for the World Wide Web. This protocol allows for the same quality
as TCP and the users need not open a specific port for streaming under some network environment.
Users inside a firewall can utilize this protocol to allow streaming data through.

HTTPS This protocol enables authentication and encrypted communication over SSL (Secure Socket Layer),
which protects streaming data transmission over the Internet on higer security level.
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e. Configure Recording Settings:

Connection Settings | Recarding Settings

Basic Settings

Recording Stream: 1 E [ClEnahle seamless recording

Pre-event Time: 10 E seconds(3-15)

Post-event Time: 10 E seconds(10-60)

Activity Adaptive Stream
Active

m Recording Stream: By default, the stream source of the recording stream is stream 1, if you want to
change it later on, please refer to the previous page to update the camera settings (Update Camera).

m Pre-event time: Enter a number to decide how much time to record before an event is triggered.
m Post-event time: Enter a number to decide the duration of recording after an event is triggered.

Caonnection Settingl Recarding Settings | ] e
J

Basic Settings

; Pre-event time : — Post-event time :
Recording Strearn: 1 E pre- ? post-
10 sec. 10 sec.

Pre-event Time: [L1] E seconds(3-15)

Post-event Time: 10 E seconds(10-60)

Trigger Activation

Activity Adaptive Stream
Active

For example: If both the Pre-event time and Post-event time are set to 10 seconds, a total of 20
seconds of video will be recorded if an event is triggered. This function is supported by the buffer area
on a VAST server.

Note the following with the associated configuration: 1) el — 1© )
® The Pre-/Post-event time configuration only applies to %— f' ] j #
event recording.
m The Activity Adaptive Stream (a.k.a., AAS) only applies to % [ EH Il @J— e
.K.d., & T [t}
the ContinUOUS Recording_ | frame ---> Full frame rate ---> |frame
Bandwidth
™ Activity Adaptive Streaming
m Activity Adaptive Stream (active if possible): Check this for Dynamic Frame Rate Control
item to enable activity adaptive stream recording. For
cameras that come with multiple streams features, users
can make use of activity adaptive streaming for dynamic
frame control. .

If you check Activate Activity Adaptive Stream, the VAST Continuous recording Time
server will record full-frame-rate video only when an

event is triggered on the camera; otherwise, it will only

request the | frame data during normal monitoring, thus

effectively save lots of bandwidths and storage.

User's Manual - 97




Car:i?ﬂ Mrnﬂg emen: ta‘ \..-"\,-"[T(_!a‘tionl -Inlrw
Camera List  Erard: YIVOTEK |E| l 02 : 42;4‘@ j

- Bl Tk Station1(127.0.0.1)

[1m Module: - -
@ Camera Mame: Vauto e

Address: 102.168.6.175

Model Mame:  |[PE162

MAC Address:  |0002D1157B40

Connection Test

Connection Settings | Recording Settings |

Llser Mame: Paszsword:

Configuration Protocal:  |HT TR - Configuration Port:

Streaming Protocol: TCP - Channel:

Initial Wiewing Stream: 1

f [¥] automatically add camera into recording storage | DefaultGroup |;| ﬂ

h | Insert || Close |
f. The device will automatically be assigned to the default recording group. Deselect the item if you want
to cancel this setting.

g. You can deselect the "Auto" checkbox behind the Camera Name entry, and manually enter a name
of your choice, such as "East alley bullet." This name will be used as the folder name for the recorded
video files. An index number will still be appended to the folder name. Note that if this name is changed
when the recording is taking place, the configuration change will not take effect until the next day.

h. When all settings are completed, click Insert to add the device to the station. The device will be
displayed under the Camera List on the left.

i. To insert additional devices to the station, repeat the above steps.
j. When completed, click Close to exit the camera management window.

k. Back to the main window, you will find the newly-inserted devices displayed under the station and the
live video in the video cell.

=l WY TK_Station1(127.0.0.1) 08 Live View ﬁ Matrix Wiew
= EﬂCamera
" R FDE161(102,
P Recording Storage

B Lavout

2010408/03 AM 11:25:23
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Seamless Recording

Seamless Recording safeguards critical videos in the occurences of network disconnection.
In the event of temporary disconnection, video is stored in individual cameras' SD/SDHC/
SDXC card; and once the connection is restored, a VAST server can automatically resumes the
recording. More remarkable is that, a VAST server can simultaneously retrieve the time-tagged
videos that were temporarily stored on SD/SDHC/SDXC cards. For information about the latest
firmware/software revisions that support this feature, please contact your sales representatives
or technical support.

Seamless Recording
Restored

14:50

Disconnect
14:30

4

Normal recording

—
Retrieval

VAST
Server Station

SD/SDHC/SDXC

VAST
Server Station

The video data retrieved from SD/SDHC/SDXC card also include event-triggered recordings
such as pre- or post-event footages, if events were detected during the network outage.

The Seamless Recording feature is enabled when inserting, updating, or batch inserting
cameras in the Camera Management window. The firmware/hadware compatibility of this
feature is automatically detected, i.e., this feature is not available when a non-compliant camera
is attached. If a compatible camera is attached, a checkbox will be available as shown below.

[“]Enable seamless recording

[\J Camera Management for ¥¥TK_Stationl

- Camera List

@ B vk Station1(127.0.0.1)

Enabie seamless racud'rgj

Post-event Time: |10 :L%j seconds(10-60)

| Connection Settings | Recording Settings |

- Basic Settings
Recordng Steam: |1 |3]

|E§ seconds(3-15)

Pre-event Tme: |10

~ Activity Adaptive Stream

[Cactive if possible  1in, Pre-event Time: \ !

seconds(2-5)

[¥] Automatically add camera into recording storage [DefaJitGra.p b'_]

:@" Tips:

3l
Try out the Detect model

button on the Insert Camera
page if the Seamless
Recording checkbox does not
appear.

Brand:

wors [
Camera Mame: : [V auto

Address: 192.168.6.207

Model Mame:  MSEE01-EY
MAC Address: |00028391C319
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é&

*  When the SD/SDHC/SDXC card storage space is full, cameras will stop recording. When
the network conneciton between VAST server and cameras is restored, videos in the SD
card will be transmitted back to the VAST server. Note that the videos that were not recorded
during the time when the network was disconnected will not be transmitted.

+ If the videos on the cameras belong to those that are about to be erased within 24 hours (e.g.,
for the lack of storage space on a VAST server), those videos will not be retrieved.

Limitations:

* Retrieving video fragments from a camera can momentarily double the throughput of normal
video streaming.

* Video streams recorded using the MJPEG codec is not supported by Seamless recording.
+ Seamless recording can only take place from a camera with 1 video stream recorded to a
maximum of 3 VAST servers. .

Onscreen Elements for Seamless Recording:

* The associated icons will appear in the Liveview, popup window on e-Map, and the Matrix
view. The status icon appears on the upper right of the view cell.

» Below is the description of the Seamless recording statuses and the indicative icons.
Normally the video fragments will be retrieved first, and then the event log:

@ Currently not recording video from camera, but is retrieving data from camera due to
previous disconnection.

@ Currently not recording video from camera, but is retrieving event log.

@ Currently recording video to system as well as retrieving data.

@ Currently recording video to system as well as retrieving event log.

After a period of time, the gaps of recording (those blue lines or blocks representing network
interruptions during the recording) should be gradually stitched up. It is, however, system
integrators' responsibility to build a reliable network. Additional bandwidth should also be
available for retrieving fragmented recordings from the camera side.

The VAST checks for the need for retrieving fragmented videos by every one minute. If the
retrieval failed due to some network faults, the server will re-try the retrieval tasks later on.

D 2014-04-25
18:00:00

| [ | e
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In the Playback utility, you can select the tabbed window on top of the device tree to select
"Seamless Recording Status." If, after a cable disconnection, you can select to check if the
Seamless recording has duly performed a recovery.

Start
2017-09-07 17:22:15.

W Playback

(_system | Edit | View | G

| Layout 7

olc]la \quﬁﬁ
Seamless Recording Status [Log viewer|  [[>[] g

=] I' VMS_Station(127.0.0.1) &
©-F Cameras

dex  Camera
FE9191-v2 (DefaultGro....

2017-08-07 17:23:09 __+08:00 2017-09-07 17:30:41
[ FE9391-EV (DefauktGroup)
¥/ FE9191-v2 (DefaukGroup)
[ 3_192.168.4.124 (Def fa ItGroup)
~[] SD9161-H (DefaultGroup)
[ FD9381-EHTV (Defau xaro up)

[ VMs_Station(192.168.4.156)
[ HD9541(192.168.4.157)

O
Jj

ne: | GMT-+08:00 Befing, Chongaing, Homi[» |
[V]start Time:

Time Zor
2017/ 9/ 7 | 125428 [+
[V]End Time:

2017/ 9/ 7 v 18:5428 (=

[ seacr || [Export Al ogs

Note that when a cable is disconnected, the Seamless Recording Status may not immediately
display a disconnection event. The timeout for a disconnection is 1 minute, and the VAST server
and camera will take some time handling the disconnection and re-connection. Even you notice
the disconnection on live view, the Seamless Recording Status may take longer than 1 minute
to display the current status.

Status Description

Camera is Disconnected|The connection between server and camera has not been restored.
Standby Standing by for recovery.

Recovering Recovering recording data from camera.

Revover failed

Recovery errors occurred, and recovery failed.

Recover successfully

Recovery success.

No Need to Recover

No Need to Recover.

Ul Elements

ltem Description

Start time Beginning of a disconnection.

End time The end of a disconnection.

Time Zone Time zone of the disconnection event.
Description Length of the disconnection.

Status The handling status for the disconnection event.

Frequency of Recovery

The attempts made to recover data.

Last Recovery

The time the last attempt was made to recover.
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Enable SVC

If the camera to-be-added supports the latest SVC (Scalable Video Coding) feature, select the
SVC checkbox to enable the related control. The SVC feature enables streaming of videos for
multiple clients from one single set of layered IP packets. Designed for saving bandwidth and
CPU load on client stations, the frame rate of a video stream appearing through a view cell
can be individually adjusted. This feature applies when an administrator experiences unstable
video streaming due to the lack of network bandwidth, less-than-ideal hardware, or during an
occurence of network problems.

30fps

VAST Server Client PC

25fps
Notebook

Network Camera

b5fps

S
QO 3G Cell Phone

60fps
NVR Storage

The VAST server (rev. 1.6.1 and later) automatically negotiates with a camera and determines
whether a network camera comes with the SVC feature.

To configure the SVC-related feature:
1. When inserting a new camera into your configuration, select the streaming option, usually the
stream #1.

Camera Configursti

Camera List -
Video |AudiD |Rethe Focus |NTF‘ Settings |F‘anoramic F‘TZ|
S WY TR _Station1(127.0. )
! = 'Dh { FOM: [Fishe\,re miode (MAX 15fps) v]
= Mega-Pixel Netwe
= Mega-Pixel Netwe
Video stream: -
= Mega-Pixel Metw [Stream L ]
= 28y Zoom Speed| | | Codec type:
e (D Metwork Carnerai : “ [MPEG-4
- GBD WegaPixel Netwr | ame SE: H.264
Maxirnurn frarne rate: IPEG
L ' J
Wideo quality: [Cunstant bit rate v] l4 Mbips v]
J U " | Copy settings to |E| [ Save ] [ Close
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2. Right-click on the view cell of an SVC-enabled camera. Select SVC fps adjust bar.

2011407427 E 11707

A Single View

Full Screen

Others

Fisheye Settings

SVC fps adjust bar

3. A slide bar will appear above the view cell. Click and drag the slide bar. A numeric indicator
will display the current selection. See below for the frame rates represented by the numeric

indicator.
Indicator Frames per second (fps)
Maximum 30
7 26
6 22
5 18
4 12
3 8
2 4
1 1
Minimum 1/4

& NOTE:

The SVC feature only applies to H.264 and MJPEG streams. It is not applicable to MPEG-4 streams.
Please refer to Configuration -> Media -> Video for individaul stream settings.
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If you have multiple SVC-enabled cameras, you can enable a collective setting via the Adjust
SVC level button on the tool bar. The frame rate selected here will then apply to all view cells on

the VAST LiveClient console.

E! Eric_WVTK_Station(192.168.4.104)
E| h Camera
B @@ Mega-Pixel Network Camera(192. n— : ,
------ EN Mega-Pixel Network Camera(172. ol - ——

-- P9 Recording Storage

- - Layout

Please note that the SVC related setting can not take effect while the LiveClient station is
running the Layout Rotation. Stop the layout rotation before configuring the SVC function.

&
While you save your bandwidth for live viewing, you can still record full-frame-rate video by changing the

recording setting. For example, you can enable resource-saving SVC on stream #1 and configure stream
#2 to be recorded with full details, in terms of frame size, frame rate, and video quality.

Camera List

Camera Name: : [¥] Auto
Address: 192.168.4.134
Model Mame:
MAC Address:

Connection Settings | Recording Settings

Basic Settings
I Recording Stream: 2 E I

Pre-avent Time: 10 E seconds(3-15)

Post-event Time: 10 E seconds(10-60)

Activity Adaptive Stream
[ Active if possible  Mir, Pre-event Time: E seconds(2-5)
Automatically add camera into recording storage | DefaultGroup El
1 m ] 3 [ Insart ] [ Close ] i
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Streaming URL

You can enter a camera's IP address to add a camera's RTSP streaming for live view and
recording, and playback.

To insert a camera using the URL-like command,

1. Select the camera Brand as "URL."
T =)

Camera List
Brand: URL

Camera Name: I:I [¥] Auto
Address: 192.168.4.124
st ||

MAC Address:  0002D13D3882

URL: live.sdp

B vus_swton(127.0.0.1)

Connection Settings ‘Re(()fdﬂg SetM@‘
User Name: Password:
Configuration Protocok  |HTTP - Configuration Port: 554 H
Streaming Protocol: TCP - Channel: E
‘Automatically add camera into recording storage | DefaultGroup

2. Enter the camera's IP address.

3. Enter the camera's MAC address as printed on the camera label, or one found by the
Shepherd utility.

4. Enter "554" in the Configuration port.

5. Enter "live.sdp" in the URL field, as this is part of the original RTSP streaming command:
"rtsp://172.18.204.58:554/live.sdp". If streaming stream #2, enter live2.sdp.

Note that the free 32 channel licenses does not apply when inserting a camera using the
URL command. Only the live view, recording, and playback functions are supported if thus
connected. All other functions are not supported, such as auto streaming size or changing to
another video stream. Camera DI/DO is also not supported.
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Insert NVR (Network Video Recorder)

1. Before you can include an NVR system into your current configuration, you should enable
the corresponding configuration on a web management console with the NVR system. In
Configuration > System > VAST, click on the Enabled checkbox and enter a password for
authentication.

HTTP Port: 80
HTTPS Port: 443
RTSP port: 554
CMIS & iViewer:

Allow access

° This password is only for CMS connection. iViewer login account is
the same as NVR

Port: 3454

CMS password:

Confirm password:
DDNS

Service

Apply

2. Return to your VAST management screen. Left-click to select your VAST station on the navigation
panel, and then right-click to display and select "Station Management..."

(System | Edit | View | Configuration | Layout | Help)

D@D 0 D\@D @DD

||

Camera Management »

F:J ------ = Camem
5

EM Hetwork Cameral
& Mega-Pixel Netwi
- @ Network Cameral
- BB Video Server(192
& Mega-Pixel Netwi
- @M Network Cameral
------ EM Hetwork Cameral
G- [ Recording Storage
- [ Layout

(= NWVR({60.251.25.60)

E Camera

P Recording Storage

( Station Management...

)

User Management...
Association Management...
Event Management...

Virtual Matrix Management
Station Settings

Find...
Output Streaming URL
Get PublicIP

- LB
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3. The Station Management window will prompt. Enter the Address, Password, and check if the
Communication Port match that you set for the NVR. Click on the List Sub-Station Hierarchy

button.

Station Tree for VVTK_Stationl

--------- B Tk station1(192.168.4.105)

Address:

Password:

Communication Port:

( 60.251.25.60 )

(e )
( 3454

List Sub-Station Hierarchy | | Insert | | Search... |
Hierarchical mal nt tree

’ Update H Close ]

After a brief delay, the NVR server will be listed in the column. You may also use the Search
button to locate similar devices if they are reacheable in your local area network.

4. You can then click the Insert button to add the NVR server to your configuration. When

done, click the Close button.

Station Tree for VVTK_Stationl

- B wWTK_Station1(192.168.4.105)

Address:

Password:

Communication Port:

60.251.25.60

o

| msert ||[)search... |

= (el
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5. The NVR will appear in the navigation panel along with its subordinate cameras.

- B vyTK_Station1(192.168.4.105)
= camera

- @M Network Camera(192.168.4.133
- @ Mega-Pixel Network Camera(192
- M Network Camera(192.168.4.104
- (i) Video Server(192.168.4.115)
= F&¥ Recording Storage

- DefaultGroup

& [ Recording Storage

To enable the detection of NVR DI/DO signales,
1. Enter Configuration > Client Settings > General Settings. Select "Keep detecting DI/DO status."

Note that you should restart the VAST console for the configuration to take effect.

e ™
System Settings
[} Automatically log in after logging in to operating system
[T] Automatically display in full screen after login

Auto add newly-inserted camera to video cell

Retrieve RTSP stream on specified port: E

Connect substation streaming via relay
Keep detecting DI/DO status

Sort camera by name

Alarm Settings

Enable five alarm notification

Enable alert sound(s)

Enable E-Map popup window
Alarm window mode: @) Fixed

() Popup

Rotation Settings
Enable rotation after login
Rotate the page every 10 E second(s) (3 ~ 999)

Display Settings
Maximum number of view cells
Enable auto stream size:

Enable de-interlace function
Enable Instant Replay on video cel

Default replay length:

Local streaming buffer time: 0 E millisecond(s) (0 ~ 10000)

(o ][ el |
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The NVR's DIs and DOs will be listed on the device tree. Note that the DI/DO status is not supported by

NVRs running an embedded VAST software.
‘&4 LiveClient

System | Edit | View | Configuration | L

VMS_Station(127.0.0.1)
- Camera
P Recording Storage
B Yo Box
A Layout

=

Insert a Video Server

1. Left-click on your VAST station, and then right-click to display the Camera Management
command. Let your cursor stay on the command for a second and then move to the Insert
Camera command. Click on the command to open its configuration window.

System | Edit | View | Configuration | Layout | Help

@3,|{ 22| BB EZ >

-

Camera Management ) (> Insert Camera...
Station Management... Update Camera...

Logical Tree View Management... Delete Cameras...
/O Box Management 3 Batch Insert Cameras...
User Management... Camera Configuration...

Association Management...

Alarm Management...

Virtual Matrix Management 2
Search VivoCam Switches...

Station Settings 3
Find...

Output Streaming URL

Output Camera List

Get PublicIP
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2. See below for the steps to insert a Video Server along with its subordinate cameras.

K o i
Camera List
Camera Name: g V] Auto
= B vTK_station1(192.168.4.105

@M network Camera(192.16§  Address: 192.168.4.115
Mega-Pixel Metwork Came

w a Model Name: WS8401

o (M Network Camera(192.16§

MAC Address: | 00ABCDABCDEF

Connection Test

Connection Settings | Recording Settings
User Mame: root G Passwaord: unul
Configuration Protocol:  |HTTP b Configuration Port: 80 E

Streaming Protocol: TCP A Channel: E
Initial Viewing Stream: E

[¥] Autormatically add camera into recording storage | DefaultGroup El

‘ i 3 - - @ Insert dose .

2-1. You can deselect the Auto checkbox to enter a name for the Video Server. If set to Auto and your
video server already has a name, that name will be displayed in your device list.
2-2. Enter the Address of the video server - or - use the Search | .| button to open a Search window.

2-3. If you enter its address and it is found after you click on the Detect Model [%]button, its Model
Name and MAC Address will be listed.

2-4. Before you click the Detect button, you should enter the User Name and Password for access
to the video server. You should also confirm the Configuration Protocol, Configuration Port,
Streaming Protocol, and the rest of the networking parameters.

2-5. You may select or deselect the checkbox in front of the recording storage option - or - use the pull-
down menu to select the default group or a pre-configured storage group.

You might use the Connection Test button to verify if the stream comes from the device you prefer.

2-6. Click Insert to include the video server to your configuration.

The Video Server should now be listed on the Camera List.
You can also use the Search button to poll the local area network for VIVOTEK's devices. You can
select to list all cameras or list those that have not been included in your current configuration.
Click on a device, and its detailed information will immediately appear in the Camera Management
window on the left. For recording settings, please refer to page 97 as previously described.

@ List the cameras which are not inserted
) List al cameras Refresh

Camera List

MAC Address ~ ¢ Model HTTP Port
00-AB-CD-AB-CD-EF 102.168.4.122 V58401
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Update Devices

Please follow the steps below to update a device via Camera Management window:

a. Click Configuration > Camera Management > Update Camera on the menu bar (or right-click the
device/station, then select Camera Management > Update Camera).

b. The Camera Management - Update window will pop up. The device tree managed by the station will
be displayed in the left Camera List window.

c. Select a device from the list you want to update. Its related information will automatically be displayed
in the corresponding fields in the Camera Management window. Then you can modify Connection
Settings and Recording Settings of the device.

d. After modifying the settings, you can click Connection Test to preview the live video from the device.
e. When all settings are completed, click Update to enable the settings.

= Camera

20 2

' Refresh

l Camera Settings

' [ Camera Management » Insert Camera..

- ! Output Streaming URL

--------- @ ! Send to Talk Panel Jeiete ameras--
G- E8D Mega- m Camera Configuration...

': m [ -5 " N E— 2 =

Camera List

Brand: VIVOTEK ||
- Bl Tk Station1(127.0.0.1)

20 Zoom Mega-Pixel Spe Module:

B

eda-Fiel Netwaork: Lame

o 20x Zoom Mega-f
i M Mega-Pixel Metwork Came Camizira iz o

Addrass: 102,168.6.143

Model Marme:  |SDE363E
MAC Address:  |000Z012150FE

Speed dome

Connection Test

Connection Settings | Recarding Settings

Lzer Mame: Password:

Configuration Protocal:  |HTTP - Configuration Port: 20 E
Strearning Protocal: DR - Chanrnel: E

Tnitial Wiewing Strearn: 1 E

] b Update Cloze
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Delete Devices from the VAST Server

m Delete a device:

Right-click the device on the device tree, then select Delete. A dialog box will pop up. Click Yes to
delete the device along with the recorded data; click No to delete the device but retain the recorded
data; click Cancel to cancel the delete action.

B ' Camera

Camera Settings

Camera Management 3

Cutput Streaming URL
Send to Talk Panel

m Delete more than one device at a time:

a. Click Configuration > Camera Management > Delete Cameras on the menu bar (or right-click the
device/station, then select Camera Management > Delete Cameras).

b. The Delete Cameras window will pop up.

c. Select the devices you want to delete from the list, then click Delete.

d. A dialog box will pop up. Click Yes to delete the device along with the recorded data; click No to delete
the device but retain the recorded data; click Cancel to cancel the delete action.

e. When completed, click Close to exit the Delete Cameras window and return to the main window. The
deleted device will disappear from the station.

= B vy Tk _Station1(127.0.0.1)
= By Camera

|_:_| ...... w 20x 7

Delete
Refresh
Camera Settings

Camera Management 4

Insert Camera...

Update Camera...

Delete Cameras...

amera Lontiguration...

Output Streaming URL
Send to Talk Panel

Address Machel Marme
192.168.6.143 SDE363E 20 Zoom Mega-Pixel ...
Mega-Pixel Network Ca...
1PE332 Mega-Pixel Network Ca...

Select all

é Are you sure you want to delete this camera along with recorded data?

i Yes i [ a] ] [ Cancel
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Batch Insert Devices

Batch insert is a very useful function that allows user to search, filter, and import a row of
devices that are in the same LAN to a VAST station. The basic settings can also be applied to
those inserted devices simultaneously, e.g., a common user name and password.

Please follow the steps below to batch insert devices to a station:

a. Click Configuration > Camera Management > Batch Insert Cameras on the menu bar (or right-
click the station, then select Camera Management > Batch Insert Camera).

b. The Batch Insert Cameras window will pop up. Then click Search to open the Search Camera
window.

c. On top of the Camera List window, you can select "List the cameras which are not inserted" or "List
all cameras". The items listed below will then change accordingly. You may select ONVIF-compliant
cameras as well using the Brand selector.

d. Use the 4 Filters to narrow down the range of the wanted cameras from the list.

m |P Range: Type in a range of IP address to narrow down the list; the filter automatically applies after
you fill in a correct IP range.

Batch Insert Cam

Instruction

Search button

Edit Connection Settings
Specify Address button ->  Import into List ->  Edit Recording Settings - Insert button

Irnport From File button Edit Video Settings
# Marne Address Part Model  MAC Status Search...

’ Specify Address... ]

[ Irnpart Fram File. .. ]

-

G Search Cameras — - e = e g

|
d Brand: |VIVOTEK =~

@ List the cameras which are not inserted

() List all camaras

Camera Name: @ Set following filters to narrow down the range of searched cameras,

Connection Setting [ [ address Range: . '
Uzer Mame:
[ address with prefix: :

Configuration Prot
. [CImModel with prefic: :

Streaming Protocd
[ImMac with prefic :

Initial Wieswing Strd

# Address Port Brand Model Recording Storage
1 102,166.6.142 £0 SDE3E3E 00-02-D1-21-50-FE f‘t%?ag;e, camerss to the recording
| Oz 192.188.6.101 &0 FEB173 00-02-D1-81-73-03 '
2 192.168.6,219 &0 PEgaz 00-02-D1-15-20-02 DefauitGroup (3/256 CH) v
| ’ Insert ] [ Close ]
l J
N
[Iselect &l [ ok | [ Cancel ]I'
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m |P with prefix: Type in the prefix of the IP address to narrow down the list.

¥ Search Cameras |z|

O List the cameras which are not inserted

() List all cameras

Filters

Set folowing filters to narrow down the range of searched cameras,

[[] address Range: | | 6o |

[ Address with prefix: |192.168.5.132I l

[(Iraodel with prefix:
[CIMac with prefie I:I

# Addrass Port Model A
r 1 192,168.5,132 20 FD2161 00-02-D1-FD-21-15

m Model with prefix: The user can type in the prefix of the model name or the complete model name of
the cameras to narrow down the list.

¥ Search Cameras |X|

O List the cameras which are nat inserted

(@ List all cameras

Filters

Set following filters to narrow down the range of searched cameras,

[ address Range: | | - |

[ address with prefix:
[ Maodel with prefix: Foe161| ‘
[CIMaC with prefi:

# Address Port todel A
o1 192,168.5,132 a0 FD2151 00-02-D1-FD-81-15

= MAC with prefix: You can type in the prefix of the MAC address of the cameras to narrow down the
list.

¥ Search Cameras |z|

O List the cameras which are not inserted

@ List all carneras

Filters

Set following filkers to narrow down the range of searched carmeras.

[ address Range: | | - |

[l address with prefie | 102.168.5. 132
CModel with prefie. [FOE1E1
[ MAC with prefis 00-02-01-FD

# Address Port Maodel A
o1 192,168.5.132 =] FO2161 00-02-D1-FD-81-15
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e. When the list is filtered, you can select the cameras one by one or check Select All to add them to the
batch insert list. Then click OK to finish searching.

W Search Cameras | X |

O List the cameras which are not insertad

@ List all cameras

Filters

Set folowing fitters to narrow down the range of searched cameras.

[7] Address Range: 192.168.5 |~ [192.168.5

[ address with prefic I:l
[CImadel with prefiz: I:I
[CIMac with prefic l:|

# Address Port Model MAC
V1 192.168.5.131 &0 FDB133 00-02-01-0B-95-38
| 2] 192.168.5.132 20 FDE161 0o0-02-D1-FD-21-15
¥ 3 192.168.5.119 20 Pa132 00-02-D1-32-C3-53
[IEgect Al oK Cancel

f. The selected cameras will be shown on the batch insert camera list with the camera information and
the connection status. When you click on a camera, a live view will show up on the right side for you to
identify the cameras on the list. If you want to remove a camera from the list, click the trash can icon to
delete it.

Ad Batch Insert Camera LIEL,) ! 23

Instruction

Search button Edit Connection Settings
Specify Address button -»  Import into List -»  Edit Recording Settings -»  Insert button
f Irnpiort From File button Edit Wideo Settings
I
# Narmne Address Part Model  MAC Status [ Search... ]
@ 1 20x Zoom,.,  192,168.6.143 20 5083, 00-02-D1-21-30-FB Ok [ = ]
® = Mega-Pie.. 192,168.6.101 80 FES173 00-02-D1-8173-03 OK Snecldoiessm
® =

Mega-Pixe... 192.168.6.219 80 IPa332  00-02-D1-19-20-02  OK [

1 | »

Import From File.. . ]

w
Camera Mame:  Mega-Pixel Network Camnera

Connection Settings | Recarding Settings I

Lzer Mame: Password:

Configuration Protocal: |HTTP - Configuration Port; 80 E
Strearning Protocol: TCP - Channel: E

Initial Yiewing Strearm: 1 E

Recording Storage

Add the cameras to the recording
storage:

Apply to Al
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g. At the bottom of the window, there is a field for you to alter the camera settings including Connection
Settings and Recording Settings. You can apply the new settings to each camera on the list, or
click Apply to All to apply the same configurations to all the cameras. For more information about
Connection Settings and Recording Settings, please refer to Insert Device on page 95 for detailed
information.

h. Specify host: If you want to add a camera to the list, click Specify <. Specify Address

Address to directly add a wanted camera. Click Add after filling in | , ...
the correct information. The camera will be added to the list of the B
Batch Insert Camera window. Canfiguration Pratocol: v

i. By default, all inserted devices will be applied to the default CofiguiEiien Zait
recording group. Deselect the Add checkbox if you do not want to
assign the selected devices to the default recording group. User Narme:

j. Click Insert when all the settings are done. Cameras will be added. Password:

i

[ Add ][ Close ]

&
When you modify the camera settings, and when the connection information (User Name, Password, Configuration

Protocol, Configuration Port, and Streaming Protocol) does not match the current network environment, the camera
will be disconnected and the status of the camera will become “Camera cannot be found” as shown below.

&4 Batch Inse =N ===")

Instruction

Search button Edit Connection Settings

Specify Address button  -=  Impott into List - Edit Recording Settings ->  Insert button

Irmport From File button Edit Video Settings
I # Marne Address Part Modsl  MAC Statls ’ Search... ]

Mega-Pixe.,. 192.168.5.132 443 FD2161 00-02-D1-FD-,.  Camera cannot be found,

’ Specify Address... ]

102.1685.119 443 P8

[ Import From File. .. ]

Camera Mame:

Connection Settings | Recarding Settings

Uzer MName: Password:
Configuration Protocol:  [HTTP - Configuration Port: 80 E
Streaming Protocol: TCP - Channel: E

Initial viewing Stream: E

Recording Storage

Add the cameras to the recording
storage:

spply to & | | [DefaultGroup (3/256 CH) -

[ Insert ]’ Close ]
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You can enter a User name and Password and use the Apply to All button to apply this combination
to all selected cameras. This way, you do not need to change the user name and password for every
individual cameras.
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Camera Configuration

The Camera Configuration function group provides immediate access to the video streaming
and other settings without the need to open a web console. The function group is accessed by
selecting a camera on the device tree, and right-click to select Camera Management > Camera
Configuration. If you have new VIVOTEK cameras and the VAST server can not recognize
their features, see page 83 for how to update camera information using the Device Pack update.

= Bl Tk _Station1(127.0.0.1) ‘

...... |'|_|'|E Re,l:resh

i Camera Settings
P P Lavout l Camera Management ' [ Insert Camera...

Update Camera...

Delete Cameras...
[ Camera Configuration... ]

Output Streaming URL
Send to Talk Panel

= FOV (Field of View)

The FOV configuration is available for 5 megapixel cameras (such as IP8372 and IP8172P),
which allows you to crop a portion of the image captured by the sensor. The FOV setting ap-
plies in the scenario where you do not need all of the video a camera can capture. For example,
when shooting a parking lot where the upper half of the image is the sky. Cropping a field of
view can help save bandwidth and reduce the requirements for storage space.

C List "
amera Lis Wideo |Audi0 | Remote Focus | MNTP Settings | Panorarnic F‘TZ|
= Bl wvTK_Station1(127.0. Fov: -
e Mega-Pier Metie Fisheye mode (MAX 15fns)
. [ Mega-Pixel Netw ) . 1080P Full HD (MAX 30fps)
) Wideo stream: |5tream 1
- B Mega-Pivel Netwr
- (A cam test test{19) | Codec type: [g\,rc
LGP Mega-Pinel Netwr
Frame size: [?68){?68
Maximumn frame rate: [15 fios
Wideno quality: [Constant bit rate v] [6 Mbps
i
J U " | copy settings to: v| [ Save ] [ Close “ i h
= \VVideo mode
For cameras having resource limitations such as hav- [ sae | [ cose

ing a lower frame rate when supporting dual streams, or
lower frame rate when using the Rotation mode, its vid-
eo mode is automatically displayed in the Video window.

118 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

= \/ideo

This tabbed window privides access to the selection of the live view stream, its compression co-
dec, frame size, max. frame rate, and video quality. Note that the Constant Bit Rate methodol-
ogy can be used to ensure that the size of video stream does not exceed a preferred threshold,
regardless of the complexity or the changes of pixels in the image. You should use a maximum
of 1080P as frame size and 6Mbps as constant bit rate for video streams managed by this

system.

Camera List -

8- . WWTK _Station 1(127,0.0, 1
i (M Mega-Pied Network
= Mega-Piel Network
- M Mega-Piel Network
GG Mega-Pocel Network

4 n 3

Video | pudio | Remate Focus | MTP Settings || Panaramic PTZ

Video stream: (steam 1 ]
Codet type: |M v]
e (1056x10%6 3
Maximum frame rate: [wa ’l
Video quality: |Oomlaﬂbitrau '] [4““ ']
copysinan ) ) o)

If your camera supports the Smart Stream function, the related options will be available with the
Video quality. Note that only the Auto mode option will be available.

Auto: When set to Auto, only the moving objects and the areas around them will be displayed
with the Foreground quality. The rest of the screen will be displayed with the Background (lower)

quality.

Camera List

w Mega-Pixel Metwr
- @M Mega-Pixel Metw
- @M Mega-Pixel Metw
s Mega-Pixel Metw

4 LI

-

video | Audio | Rernate Focus | NTP Settings | Panaramic PTZ |

video stream: | Stream 1 [-]
Codec type: [H.264 [-]
Frame size: |19z0¢1080 []
Maximum frame rate: 30 s []

Smart stream (autor| -

Constant bit rate

Fixed qualit

Smiart stream (auto mode)
Background quality:

Yideo quality:

et [
v [

Maxirnurm bit rate:

Copy settings to: El
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= Audio
If audio feed is preferred, configure the audio codec type, sampling bit rate, and operating mode
in here.

-

Camera List

|video | Audie |Remote Focus | NTP Settings || Panaramic PTZ

|| Enable audio
fudin codec type: [ -|
Mode: lg -|

] S— - |
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= Remote Focus

For cameras supporting the remote focus feature, such as the FD8362E that comes with a motorized
lens, this window provides finetune buttons and full-range scan fucntion to help reach the best image fo-
cus.

g Cami
Camera List panoramic b1 < |

== . j : ] BRIz 2206 PM

ras ] O

d i J "] copysettrgsto: | o s ] Close

m NTP Settings

If cameras’ real time clocks are set to be synchronized with a time server, enter the NTP server’s ad-
dress or domain name and specify an Updating interval. If you select the “Synchronize camera time with
system automatically” checkbox during the initial setup, the NTP server IP will be the VAST server’s IP.

A4 Camera Configuration
Camera List
EEETEE | video | Audio | Remote Focus | NTP Settings | panoramic PTZ
& ! WWTK_Station1(127.0.) | (7] Enable MTP Server
i Mega-Pixel Metwg
- (A Mega-Pixel Met] TP server: 19168.6:135
&M Mega-Pixel Metwd Undating interval: One day =
“ [ ' | Copy settings to: El

Always remember to Save your configuration before leaving this window. You can also use the “Copy
settings to” button below to duplicate your current settings to adjacent cameras.
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= Panoramic PTZ
Please refer to Appendix B Panoramic PTZ configuration on page 338 or the Panoramic PTZ
Installation Guide for more information.

Camera List ,
| widen | Audio | Remate Forus | MTP Settings | Panoramic FTZ

Enable panoramic PTZ
i (DM Metwork Carneral

=N u1e.qa-Pivel Mty

[CEnable auto tracking

Copy settings to; El [ Save ] [ Close

H
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View Live Videos

The server will automatically add a newly-inserted device to the video cell for live viewing.
You also can double-click the target device or drag-and-drop the target device from the

hierarchical management tree to the video cell.

= B wyTk Station1(127.0.0.1) 108 Live View _ﬁ Matrix \View

& u Camera

1_FD8161
= & R S, =

@ [ Recording Storage

o - Layout

Dual / Multiple Streams

2010408103 AM 11:25:23
—y T y

For dual-stream devices, you can right-click on the focused cell to select stream 1 or stream 2. For

multiple-stream devices, you can select from stream 1 ~ stream 4.

ﬁ Matrix Wiew

-8 WYTK_Station1(127.0.0.1) I3 Live View
=5 hCamera

1_FD8161

Fisheye Display Modes

Single View
Full Sereen
Enable PiP
Hide Global View

Stream 1 (1280<720)
Stream 2 (1260<720)

Stream 3 (176144}
Strearm 4 (19201080

Set DO
Others

Wideo Enhancement

2I]1I]|||'I]B."I]3 AM 11:25:23

Ctrl+v
Ctrl+F
Ctrl+1
Cirl+H

By default, a circular view is displayed when a fisheye camera is successfully connected. To
display Regional, Panoramic, or the combination of different views, right-click on a fisheye
camera's live view to display the associated commands. The display modes available are: 10
(Original), 1P (Panoramic), 1R (Regional), 2P (2 Panoramic), 103R (1 Original & 3 Regional),
4R (Quad Regional), 108R (1 Original & 8 Regional), and 4R Pro (4 Proactive) modes.

Mega -Pixel Nelwork Camera

Remove

Single View

Full Screen

"'?—im"-f-‘— = — -"-.’;"

f L7

03 Live View

L "A-L N7
Ctrl 4+ "-'J\il-'-r

Ctrl+F RNt

%h—-—

v | EnableInstant Replay

@ Stream 1 (768x78E)
Strearn 2 (788x76E)
Stream 3 (15381536)
Send to Talk Panel
Set DO
Others

Video Enhancement

Video Display Mode

Flsheye Display Mode
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Fisheye Display Modes: below are conceptual drawings for different display modes.

10 (Single Original) Display mode:

An Original oval view covers the
hemisphere taken by the fisheye lens.

1R (Single Regional) Display mode:

A Regional view crops a portion of the hemisphere
as a region of interest. You can zoom in or out or

move the view area elsewhere from on the regional
view.

N
=3

10 View (Original View)

— 1R View (Single Regional View)
N .
‘ 0’

S

180° Hemispheric

Zoom in/out
&
all-direction
navigation control

A Regional view is dewarped, by correcting images
from the distorted oval view to a rectangular and
visually proportional image.

1P (Single Panoramic) Display mode:

With image correction algorithms in firmware, the hemispheric image is transformed into a
rectilinear stripe in the 1P display mode. Viewers can use the PTZ panel or simply use mouse
control to quickly move through the 360° panoramic view.

Note that the 1P view is apt for an overview, the Zoom in/out function does not apply in this
mode.

1P (Panoramic) Mode Screen Control

0 Live View

Mega-Pixel Network Camera
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2P (2 Panoramic) Display mode:

Two dewarped rectangular views are placed one on top of another each showing 180 degree of
panoramic view. The 2P view looks like the upper view shows the front of hemisphere, and the
lower view the rear half of the hemisphere.

2P (Panoramic) Mode Screen Control

03 Live View

Mega-Pixel Network Camera

103R (One Original & 3 Regional) Display mode:

Fisheye cameras also support the display of multiple regional views taken from within the same
hemisphere, and they can be displayed with or without an Original view in its view cell.

3R View (Regional View)

Zoom in/out
&
all-direction
navigation control

* Only two regional views are shown for simplicity reason
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PTZ Mouse Control

The "Mount type" setting also determines the display modes available to your display modes.
Please refer to fisheye camera's User Manual for more information.

A highly versatile mouse control is implemented with fisheye cameras. The same control takes
effect on a browser management session, on the LiveClient utility, and even on a video playback
screen. See the drawing below for how it works.

You can click and hold down the left mouse button to quickly swipe through the field of view,
change the view angle, or use the mouse wheel to zoom in/out on a region of interest. However,
the PTZ mouse control is only available in the "R" (Regional) mode. In the Panoramic mode,
you can only scroll horizontally across the 180° or 360° panoramic view.

103R (Original & Regional) Mode Screen Control
03 Live View

> Interactive

ZoomIn  ZoomOut regional FOV indicators

<z _

— Current screen selection

@ Pan or tilt

Click to bring into ﬁ _

center of view <4 —>Click and hold down
<:ﬂ the button

=
The various display modes require the support of D3D technologies by your display card on the
LiveClient or Playback station. Most off-the-shelf display cards today support this feature.

The onscreen mouse control is very agile. Therefore, use the PTZ panel for more delicate
moves in a field of view. Pan and Patrol moves are also supported if you have configured
preset PTZ positions in the camera's firmware. Note that the Pan move takes place in the
Panoramic and Regional views, while the Patrol function through preset positions applies only in
the Regional views.
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Below are the conceptual drawings for other display modes. The available display modes can
different with different mount types:

Regular: 10, 1P, 1R, 103R, 4R.

Wall mount: 1P2R, 1P3R.

For more information, you can refer to fisheye camera's user documents.

4R (Quad Regional) Display mode: 4RPro (4 Regional Proactive) Display mode:
03 Live View 08 Live View

Mega-Pixel Network Camera Mega-Pixel Network Camera

( Regional View #2

Regional View #2 Regional View #1 Regional View #1

v

( Regional View #4

Regional View #3 Regional View #4 ( Regional View #3

108R (One Original & 8 Regional) Display mode:

20110901 05:41:35%

Mega-Pixel Network Camera

Regional View #3 Regional View #2 Regional View #1

Regional View #4 Original View Regional View #8

Regional View #5 Regional View #6 Regional View #7
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Refresh

Right-click the device, then click Refresh, the camera information will be refreshed from the server.

= B Camera

| @ @ 20 Zooptens Pl cnacd o
&) Mega-i Delete

- @M Mega-Fi Refresh

[ Recarding Sto amera Settings

o [ Layout Camera Management 3

| Output Streaming URL
Send to Talk Panel

Streaming Server

Right-click the station or the device and click Output Streaming URL. A .txt file with streaming URL will
pop up. Then you can use this URL to link to the live streaming through QuickTime Player.

L

Camera Management 3 ‘
Delete

Refresh

Camera Settings

[ AUTK

Station Management._.

Logical Tree View Management...
I/O Box Management 3

User Management...
Association Management...

'?‘"i" -

& = — =

Alarm Management...
Virtual Matrix Management ,

Camera Management 4
Failover Management 3

Search VivoCam Switches... | Qutput Streaming URL
Station Settings [ Send to Talk Panel
Find..

( Output Streaming URL )

=

Get PublicIP

Output Camera List

This command produces a text file containing cameras' brand name, IP address, and HTTP port
information. The camera list file can later be used for Batch Insert function, Import from File.

Get Public IP
If your access to Internet is via PPPoE, this function will display the public IP provided by your service

provider. If your access to Internet is via a router, please consult your network administrator or consult
your ISP for a valid public IP.

E| B camera Camera Management »
iooe.. RN Me Station Management...

E| B Recordin Logical Tree View Management...

E & ' De’ 1/O Box Management »
e User Management...

o [ Layout Association Management...

Alarm Management...

Virtual Matrix Management »
Failover Management »

Search VivoCam Switches. .
Station Settings 3

Find...

Output Streaming URL
Output Camera List
Get PublicIP

128 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Camera Settings

Left-click to select a camera, Right-click, and then click Camera Settings to open a brower's session
to the camera.

= B wTK station1(127.0.0.1) —— Corfguraton
=B F=r camera
w 20 FOOpstnns Niunl Pemed 0 — System
o Mega-Pi Delete Host name: Wireless Network Camera
- Mega-Fi [~ Tum offthe LED indicator
P Rrecording Sto Camera Settings  System Time
o - Layout Camera Management 3

" Keep current date and time
| QOutput Streaming URL Audio and " Synchronize with computer time
© Manual
Send to Talk Panel

Motion det

 Autamatic

Camer:

— Dland DO

Maintenance
Digital input: The active state is |Low _» | the current state detected is High

Digital output: The active state is | Grounded | : the current state detected is Open

[ Advanced mode ]

Save

You must have an IE browser rev. 7.0
or above for opening a management
session.
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Remove Live Video from the Video Monitoring Window

There are two ways to remove a live video from the video cell:
Method 1. Right-click the video cell and select Remove.

I3 Live View ﬁ Matrix Wiewy

=

= BS Camera
- =R FOin1(192,168.5,132)
& [ Recording Storage

P Lavout

1_FD8161

Crl+Y
Ctrl+F

Ctrl+1
Ctrl+H

Enable PiP
Hide Global Wiew
v Enablelnstant Replay

@ Stream 1 (19201080
Stream 2 (1280x720)
Stream 3 (176x144%

2010{08/03 AM 11:25:23
: ‘% /4I¢

Ll

Method 2. Drag-and-drop the live view from the video cell to the hierarchical management tree window.

1_FDB16
w - [ Recording Storage

P Layout

1_FD8161

08 Live View | [ Matrix View

If you want to remove all live videos from the video cells, please click on the menu bar.
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How to Change the VAST LiveClient Layout

Changing the Layout of the Live Video Monitoring Window

VIVOTEK VAST LiveClient supports up to 32-CH simultaneous video viewing on a single
monitor and allows you to change the layout of the live video monitoring window based on the
number of inserted devices.

Switch Video Channels

To move a video channel to another empty video cell, drag-and-drop the view to the target video cell.

To switch two different channels, drag-and-drop one view to the other, then the two different channels
will be switched to the opposite.
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Configure Layout Mode

Click the Layout button [E] on the quick access bar. Select a desired layout mode, and the layout
window will be changed accordingly. Below we illustrate 15 types of layout modes and the corresponding
page numbers:

PEANEER0 D EE SR

Layout mode Description No. of Video page
1x1
2V
s 1P+2
3v
2x2
4V
2V+3
1+5
s 1P+6
3x3
— 1P+8
1+12
4x4
5x5
1+ 31

More than 1 video page;

P-PTZ modes — — rotation function is enabled

Only 1 video page;
— rotation function is disabled

BEEREEELEEREBE0

- 2 NN OO W oo A~ N 0o

Configure Layout Mode

Click the Layout button [E] on the quick access bar. Select a desired layout mode, and the layout
window will be changed accordingly. Below we illustrate 11 types of layout modes and the corresponding
page numbers:
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The 1P+2, 1P+6, and 1P+8 layouts apply exclusively to the Panoramic PTZ configurations. Please refer
to page 324, Appendix B Panoramic PTZ Configuration, for details.

Normally, a Panoramic PTZ layout will consist of 1 fisheye Original view, 1 speed dome field of view, and
1 fisheye Panoramic view as shown below. Note that the interactive click-on-image control only takes
place on the Original and the Panoramic views.

2013/03/29 F 4 04:40:59
044020

&

Fisheyrigal
view

S~ —
2013/03/29 |- 08:40:59

Instant Playhack  Source Time Time Zore  Type Description o
20x Zoom 1080p Speed..,  2013-03-20 16:34:50.576  +08:00 Recording Status Start
20x Zoom 1080p Speed...  2013-03-20 16:34:47.915  +08:00 Recording Status Stop
20 Zoom 1080p Speed...  2013-03-20 1&:31:35.602  +08:00 Recording Status Start
20 Zoom 1080p Speed...  2013-03-20 1&:31:23.516  +08:00 Recording Status Stop
20 Zoom 1080p Speed...  2013-03-20 16:2540.676  +08:00 Recording Status Start
20 Zoom 1080p Speed...  2013-03-20 16:25:26,507  +08:00 Recording Status Stop
Mega-Pivel Network Cam..,  2013-03-20 16:21:20.400  +08:00 Recording Status Start
Mega-Pivel Network Cam..,  2013-03-20 16:21:19.324  +08:00 Recording Status Stop
Moma Dival Matwrrl @am 030290 141457 057 Lnfenn Rarnrrinn Gtatie Shart

Some layout modes (1x1, 2V, 3V, 2x2, 4V, 2V+3, 1+5, 3x3, 1+12, 4x4) will spread all video channels
into several pages. Some cameras support the video Rotation function for scenarios such as a tall, long
corridor or the inside of a vehicle. The Rotation configuration is made through a web console with such
cameras.

Home Client settings QeLul-VIclW-/l Language
Media > Image
General settings | Image settings Exposure = Privacy mask

Media Video Settings

Video title
[] Show timestamp and video fitle in video and snapshots

Position of imestamp and video title on image: | Top E

Network Timestamp and video fitle font-size: small [x]
= : Color: © B/MW @ Color
Security
Power line frequency: (50 Hz @ 60 Hz
PTZ
. Video orientation: [ Flip [7] Mirror
Event [[V[|Rotate | gy [+] Degrees

Applications

Recording

Local storage
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For example, under the 3x3 layout mode, you can switch among the pages by clicking [ﬂ and on
the quick access bar. To arrange the content of each page, manually drag-and-drop cameras from the
hierarchical management tree to the video cells on each page.

Page 1

110 {Ep| 2
i3 {4 s
16 {7 "8

29 26 2

Rotating Video Pages

[0 5 Y R CET EEY I () 8 2 0 ) o R 5 Y

For layout modes that contain more than one page, the LiveClient provides the rotating function for
displaying all video pages in turn.

® To enable this function, click on the Quick Access Bar, which will become Stop Rotating, and
the video pages will start to rotate so that the user does not have to click || to move to the next page.

® To disable this function, click |8 Stop Rotating, which will become || on the Quick Access Bar.

You can also click Layout > Start to Rotate/Stop Rotating to enable/disable this function.

Layout | Help |

lSta.‘rt Eotation Ctl+O '

Edit r
iZhooss

The default rotating time interval is 6 seconds. If you want to edit rotation settings, please refer to
Rotation Settings on page 240.

Edit Layout

Please follow the steps below to save a layout:
a. Arrange a layout mode and drag devices to their desired video cells.
b. Click Layout > Edit > Save to > New on the menu bar. A Layout Name dialog box will pop up.

l Layout Help | ¥ Save Layout |g|

atart Eotation Ctl4O Layout Mame:

|Iaw:uut 1 |

i (04 i [ Cancel J

c. Enter a name for the the layout, then click OK to enable the setting.
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d. Back to the monitoring window, the new layout will be displayed under the hierarchical management
tree as shown below. You can save up to 10 layouts.

e. To change to another layout, double-click the layout options on the hierarchical management tree, or
click Layout > Choose on the menu bar to select a desired layout.

Layout | 'elp )

Start Rotating Ctrl+0

Save To
Delete
Choaose
Multi-Layout

- v v

[ ofces ' .

m |f you want to edit an existing layout, arrange a layout mode and drag devices to the desired video
cells, then click Layout > Edit > Save to > New to save as a new layout or an existing layout to

Save To 3

Delete 3 Officel

@ g Office2

Multi-Layout » Office3
Officed

m |f you want to delete an existing layout, right-click the layout item on the hierarchical management
tree or click Layout > Edit > Delete on the menu bar to delete it.

E|! WMS_Station(127.0.0.1)
[ - Camera

[ - Recording Storage
- [ 1/0 Box Save To v
o ' Layout Delete 4

Layout | Help )

Start Rotating Ctrl+O

[

......... @ Offical Treees v Office2
Hf office2 Multi-Layout Office3
‘B office3 Officed

EH
- ! YMS_Sta Delete

- @ ND9541(192.168.4.157)

[l

[l
d)

ﬁe

Whenever you close the LiveClient or Playback programs and changes in screen layout have been
made, you will be prompted to save your current configuration.

é Layout has been changed. Are you sure you want to save the channels in the layout?

[ ves |[ mo
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Scheduled Layout Rotation

In a configuration consisting of a large number of cameras, you can configure different layouts containing
view cells of different characteristics, e.g., a V view for a vertical, corridor scene, or a P view for
panoramic glimpse of the scene. With these layouts, you can configure an automated layout rotation.
Each layout will be displayed in turn, for a configurable dwell time.

10 sec 6 sec 6 sec
3 pages 2 pages 4 pages

|
|
]
——
L

A time frame can be configured for each layout rotation. For example, one rotation may take place during
the office hours, while another will take place during the off-office hours. Configuring a time frame for the
layout rotation is optional. If not preferred, you can select the "Always" time frame template.

I | R |

To configure a Scheduled Layout Rotation,

1. The precondition is that you should have multiple layouts created for your application needs.
2. Click on Layout > Multi-layout > Settings.

Configuration | Layout | Help_)

Start Rotating Ctrl+0

Save To

Delete

Choose
Multi-Layout
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3. Click on the Add ® button to create a new scheduled layout rotation. Enter a name for the layout
rotation. Avoid using these non-alphanumeric characters: (<>&"). -.

'@ Multi-Layout Settings =]
Mult-Layout: :}
Time Frame List Click on the Edit # button to change the
Load Terpiate | [ Save as Tempite name of the configuration. Click on the
e fame e Delete & button to remove an existing

configuration.

The max. number of multi-layout

$ ; configurations is 128. Up to 256 individual

[ A | ear | ek Offcer ] v Down_| layouts can pair with a time frame.

Layout List (o [ concel |

Avalsble Byouts: Note that you can not edit a multi-layout
e Name | Dwel Time | Divsion | configuration while it is performing a rotation.

[ select al

4. Click on the Add button on the Time Frame pane to create a time frame. You can manually enter the
Start and End time, or drag the time frame for the span of time you prefer. When done, click on the
Add button to create the time frame.

You can use the Load Template button to select a pre-configured template, such as the Officehour,
OffOfficehourinWorkday, Weekend, or Workday template. Make adjustments to the span of time. You

can save your current time frame as a tempate for later use.

If necessary, select the days within a week, or the effective range for the time frame.

&4 Multi-Layout Settings [=]
Mutsavout: (ayoutromton_+] (@) Click Save to complete the time frame
Time Frame List configuration.

Time Frame Name:  Time frame for Layout Rotationl |

[ Load Template | [ Save as Template | [ save

Repeat Frequency: IWeeidy Setting (Day-based) 'I

‘Weekly Setting (Day-based)
Set time segments in a 24-hour day. Multiple segments are allowed.

Start Tme: 00 = 00 5

S

Repeat on: [C|Sunday [“IMonday [C]Tuesday [T]wednesday [T] Thursday [CJFriday [C]Saturday

Range
Start: 2017/ 9/ 8 - End: © 2017/ 9/ 8 ~

@ Never Stop

Repeat every TE Week(s)

Select all
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5. Select the layouts that will be included in the Layout Rotation.
When done, click on the Dwell Time and Division field to edit their appearance and behavior on the

live view.
9 Moblevost Settines =y
Time Frame List
ILoadTmphte] [SaueasTﬂ'rplate]
Time Frame Rule
timeframe Daily Setting
Time frame for Layout Rotationl Weekly Setting (Day-based)
< m 3
[ade | er ] ook
Layout List
Available youts: Added kyouts:
Layout Name |I)|n|eITn|e| Division ‘
O officel Officel 4 x4
M Office2 offi
ced 3
T Officez office3 s i @
T Offeed officcs 5 v
1P+2 @
3V
2%2
4V
2V+3
145
1P+6
Select all 3x3
1P+48
1412
Cancel
5x5
1+31
B8x8

If necessary, use the Delte button to remove a layout. Use the move @ E] buttons to change
the display sequence of configured layouts.

6. You can start a Scheduled Rotation in many ways. Once configured, a Layout Rotation icon will appear
on the device list. You can double-click on it to start the rotation.

=-- BE¢ Recording Storage
P DefaultGroup

- [ 1O Box

= B Layout

@ Layout-rotation

E Officel X2
@ Office2

E Office3

@ Officed

You can start a Rotation from Layout > Multi-Layout > Layout-rotation.

| Layout | Help J
Stop Rotating Ctrl+O

Save To
Delete
Choaose
Multi-Layout

v v v

Settings...

Layout-rotation
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A rotation automatically starts with pre-configured layouts if you configure the option in Configuration
> Client Settings > General Settings.

v =

System Settings
Automatically log in after logging in to operating system
[7] Automatically display in full screen after login

Auto add newly-inserted camera to video cell

Retrieve RTSP stream on specffied port: E

Connect substation streaming via refay
Keep detecting DI/DO status
[l Sort camera by name
Alarm Settings
Enable live alarm notification
Enable alert sound(s)
Enable E-Map popup window
Alrm window mode: @ Fixed
() Papup

(" Roration Settings
Enable rotation after login
E second(s) (3 ~ 999}

Rotate the page every 10
.

Display Settings
Maximum number of view cells

Enable auto stream size: | Quality first. -

Enable de-interlace function
Enable Instant Replay on video cel

Default replay length:

Local streaming buffer time: 0 E milisecond(s) (0 ~ 10000}

o [ G |

To stop a rotation, click on the Stop button on the tool bar. This button turns red when a rotation is

taking place.

You can also double-click on an

existing layout to stop the rotation.
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Maximize/Minimize the Live Video Monitoring Window

= Single View: to maxmize a video cell to the entire live video window

Double-click the video cell, or right-click the video cell and select Single View. The focused video will
occupy the entire playback window as shown below.

2010/08/03 AM 11:41:55

Remove

Single View Cerl+
Full Screen Cirl+F
Enable PiP ctrl+1
Hidle Globsl View Crl+H
EnableInstant Replay

Stream 1 (1280x720)
Stream 2 (1280x720)
Stream 3 (176x144)
Stream 4 (1920-1080)
Send to Talk Panel
SetDO

Qthers

Video Enhancement
Video Display Mode

SWC FPS Adjust Bar

1_FD@161 2010{/08{03 AM 11:44:30

Remove

Single View Chrl+v
Full Sereen Cil+F
Enable PiP Cirl+l
Hice Globsl Yiew Crl+H
EnableInstant Replay

Stream 1 (1280:720)
Stream 2 (1280:720)
Stream 3 (176x144)
Stream 4 (1920:1080)
Send to Talk Panel
SetDO

Qthers

Wideo Enhancement

Video Display Mode

SWC FPS Adjust Bar

. R : 4
To restore to the original layout, double-click the video cell or right-click the video cell and uncheck
Single View.
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® Full Screen: Maximize the live video monitoring window to the entire screen

Click Full Screen on the quick access bar or right-click the video cell and select Full Screen. In
addition, you can also click View > Full Screen on the menu bar to maximize the live video monitoring
window.

To restore to the original layout, you can right-click a video cell and uncheck Full Screen or click the
Esc button on the keyboard to exit full screen mode.

Mnﬁgumﬁon | Layout | H
N Eamara

v Two'Way Audio Panel
Instant Playback Panel

v Alarm Window

Full Sereen Ctrl+F

Minimize

v Matrix Wiew

® Minimize: If you click View > Minimize on the menu bar, LiveClient will minimize to the Windows tool
bar.

View Live Video on Dual Monitors

VAST also supports live video viewing on dual monitors, allowing you to manage a maximum of
64 channels concurrently on two screens. Moreover, the layout of the video monitoring window
on different monitors can be set up individually.

Please follow the steps below to set up dual-screen mode:
a. Set up dual monitors for your local computer.
b. Launch VAST LiveClient on monitor 1.

c. Click System > Second View on monitor 1, then the live video monitoring window will be displayed in
monitor 2 as shown below.

Monitor 1 Monitor 2

CS]rstem | Edit | View | Configuration |
Lock Ctl+L

ble Click On [mage
3
.1)

E-Map
Launch Playback

Logout
Exit

d. There are two ways to view live videos. One is to drag-and-drop the target device from the
hierarchical management tree window to the video cells. The other is to click any video cell on monitor
1 or monitor 2, then double-click the target device; the live video will be displayed in monitor 1 or 2 in
accordance with your selection.

e. If you click Switch Screen on the quick access bar, the live monitoring window on monitor 1 and
monitor 2 will swap.
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Simultaneously Viewing up to 128 Channels
If you select 1+31 layout on dual screens, you can view a maximum of 128 channels live video
simultaneously. In this case, each layout contains 32 channels on 1 video page.

Monitor 1 - 32 channel Monitor 2 - 32 channel

[ [l [5][]

Using different layouts on each monitor

You can also select different layout for two monitors, simply click the Layout button on the quick
access bar. Below is an example of the 2x2 layout with 8 video pages on monitor 1 and the 4x4 layout
with 2 video pages on monitor 2. You can click g and [<| to switch among the video pages.

Monitor 1 - page 1 Monitor 2 - page 1

) =

Monitor 2 - page 2

ECEE

Click

Monitor 1 - page 8
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View Live Video with Multiple Monitors

If you have multiple screens in your monitoring center, you can switch the VAST LiveClient
Window among these screens.

® |f you have two monitors, click Switch Screen on the menu bar; the LiveClient window on monitor
1 will switch to monitor 2.

Monitor 1 Monitor 2

m |f you have two monitors, a drop-down list will be displayed when you click Switch Screen on the
menu bar. The number of items on this list depends on the number of your screens. Select a desired
screen on the drop-down list and the LiveClient Window will switch to the specified screen.

&

User's Manual - 143




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

How to Manage Stations

The VAST Server allows you to construct a hierarchical management system by adding more
sub-stations to the root station. Under each sub-station, it can also insert sub-stations and
network cameras.

Relay Settings

Before adding a sub-station, please follow the instruction below to enable the sub-station's
Relay Settings first.

a. Login to the sub-station.

b. Select the station from the hierarchical management tree.

c. Click Configuration > Station Settings > Relay Settings on the menu bar (or right-click the station
on the hierarchical management tree and select Station Settings > Relay Settings).

System | Edit | View | Cenfiguration | Layout | Help)

Camera Management 3

Station Management... ﬂ|e |E|
— " L

Logical Tree View Management...

1/0 Box Management 3
n User Management...
Association Mana
E - MEga.F larm ianageme
. o Virtual Matrix Management 3
- P Recording S Failover Management 3
= B Defal Search VivoCam Switches. .
&z l Station Settings ' » General Settings
@ Client Settings 3 MNetwork Settings
Recording Storage Settings

- By Lavout Video Enhancement 3
: @ Tritial | Recording Schedule Settings

Scheduled Backup Settings
| B station1(127.0.0.1)
E‘ Camera Management 3
E‘ Station Management...
e

Live Wiew

Server Settings 4
l Relay Settings .
Logical Tree View Management...

I/0 Box Management 3
User Management...
Assaciation Management...

Alarm Management...

Settings

<

Wirtual Matrix Management
e Bettings
Settings
Search VivoCam Switches... »

<

Failover Management

Station Settings 4 General Settings

Client Settings Netwark Settings

Recording Storage Settings
Recording Schedule Settings
Scheduled Backup Settings

Server Settings 3

d. The Relay Settings window will pop up. Check Allow Relay Connection and enter a Password.

Then click OK to enable the settings. g= —

Relay Authentication

Confirm Password: I:I

[ Ok ] [ Cancel J

<

Wideo Enhancement 3
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Insert Sub-stations

Please follow the steps below to add sub-stations:
a. Select a target station from the hierarchical management tree.

b. Click Configuration > Station Management on the menu bar (or right-click the target station, then
select Station Management).

c. The Station Management window will pop up. The hierarchical management tree managed by the
target station will be displayed on the left panel.

= -
I System | Edit | View | Configuration | Layout | Help ) ; Camera Management 1
b Camera Management 3 Station Management...
1
o) s
SgTar e TErTEa g ee /0 Box Management L
e B wik station1(12 | o oy Management , User Management..
; & vegap User Management Association Management...
: (&N Megap Association Management... Alarm Management
@M Maga-P Alarm Management... Virtual Matrix Management »
Recording St Virtual Matrix Management 4 Failover Management 3
B Layout Ptz (Nmegement ' Search VivoCam Switches...
= B 140 B Search VivaCam Switches...
Lo ey " Station Settings 3
Bt ADAME Station Settings >
Client Settings » Find...
Qutput Streaming URL
Video Enhancement 3

Output Camera List

Station Tree for Y¥TK_Stationl
Address:

N7 _station1(127.0.0.1)

Pazsword:

Communication Part: 3454 E

List Substation Hierarchy ] [ Insert ] [ Search... ]

Hierarchical management tree

| Update H Close l

d. Before inserting the sub-station, you can click List Sub-station Hierarchy button to know if there is
any sub-station under it.

e. Enter the sub-station's IP address and Password (defined in Relay Settings, not login password).

The default communication port is 3454.

m |f the sub-station is on the LAN, you can click the Search Station button to detect all ST7501 and
VAST on the LAN. A Station List window will pop up and show a list of detected cameras on
the LAN. On the top of Camera List window, you can select "List the stations which are not
inserted" or "List all stations". The items listed below will then change accordingly. You can click
Name, IP Address, Model, Http port to sort the items. Then select a device from the list to insert
to the station.
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f. When all settings are done, click Insert to add the sub-station to the target station. The sub-station will
be displayed under the left station tree.

g. To insert additional sub-stations to the target station, repeat the above steps.
h. When completed, click Close to exit the Station Management window.

¥ Station Management for ¥¥ TE_Stationl

Station Tree for ¥¥TK_Stationl adldrese: |1?2.16.4.23
Password: | |
Comrnunication Part:
Delete Lipdate Close
N —

g &4 Search Stations

(@ List the stations which are nat inserted

(7 List all stations

Station List
Marne Address Model HTTP Part
WY TE _Stationl 192.168.6.224 WAST 3454
RO1_MEIL_S5235 192.168.6.207 WAST 12345
WY Tk, _Stationl 192,168.5.135 WAST 3454
" WY TE_Stationl 192,168.6.133 WAST 3454
|l

i. Back to the main window, you will find the newly-inserted stations displayed under the hierarchical
management tree.
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=
B You can add VAST or free standard ST7501 as the sub-stations. The number of sub-stations can be

added to the server depends on your key dongle. The VAST server will automatically detect the USB
dongle installed on your host PC. Following is an illustration for two-level hierarchical architecture:

VAST Client E—@

VAST- Central Control Room

A site B site @ D site
‘ C site
5T7a01 ST7A01 WAST WAST

L Ilj Ilj

- - -
VIVOTEE IP Camera VIVOTEE IP Camera

B Please note that the following cyclic relay is not allowed.

Server A Server C

@%@

Add ser\‘wr\ Add server C
as substation as substation

Server B
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Delete Sub-stations

There are two ways to delete a sub-station:
Method 1. Select the sub-station on the hierarchical management tree, then right-click to delete.
E= . WY TK_Station1(127.0,0.1)

Camera Management 4
Station Management. ..

Tser Management. .

A mociation Mansgement. .
Event Management...

Yirtual Mateos Management *

Station Sethngs 4

Find ...
Cutput Streaming TRL

blic IP
Delets

Method 2. Delete the sub-station via the Station Management window:

a. Click the station on the hierarchical management tree, then click Configuration > Station Manage-
ment on the menu bar (or right-click the station, then select Station Management).

b. The Station Management window will pop up. The hierarchical management tree managed by the
station will be displayed in the left Station List window.

c. Select a station from the list you want to delete. Its related information will automatically be displayed
in the corresponding blanks in the Station Management window.

d. Click Delete to delete it.
e. To delete additional devices, repeat step c. and d.

f. When completed, click Close to exit the camera management window and return to the main window.
The deleted device will disappear from the hierarchical management tree.

¥ Station Management for ¥¥ TE_Stationl

Station Tree for ¥Y¥YTK_Stationl

Address: 172.16.4.23 |
Password: | |
Commurication Part; T

| List Sub-Station Hierarchy | | Insert | [ search... |

Hierarchical management tree

--------- WWTK_Station2(172.16.4.23)

e |(_gom R
—— A
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Update Stations

Please follow the steps below to update a station via Station Management window:
a. Right-click the target device on the hierarchical management tree and click Station Management.

b. The Station Management window will pop up. The hierarchical management tree managed by the
station will be displayed in the Station List window on the left.

c. Select a station from the list you want to delete. Its related information will automatically be displayed
in the corresponding blanks in the Station Management window.

d. When all settings are completed, click Update to enable the settings.
= Q Wy Tk _Station1(127,0.0.1)

¥ Station Management for ¥¥ TK_Stationl

Station Tree for YVTK_Stationl

Uaer Management...
Asociation Management. .
Event Management. ..

Virtnal Matrix Management *

Station Settings 4

Omtput Streaming TRL
Gret Public [P
Delete

Scldress: 172.16.4.23

Password: |

Communication Port: 3454 E:

[I=ist Sub-Station Hierarchy ] [ Insert ] [ Search... J

Hierarchical management tree

B vk _Station2(172.16.4,23)

ch Celete '

Undate

Close
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How to Manage User Accounts

VAST allows users to apply multiple user accounts to a station with five levels of user roles:
Administrator > Power User > User > Operator > Guest. Each role has different permissions
listed as shown below. Moreover, Administrators have the highest privileges, while Power Users

can only add/edit users as Power Users, Users, Operators, and Guests.

The Default User Roles and Permissions of User Accounts

Functions \ User Roles Administrator Power User

Station Management
User Management
Camera Management

Association
Management

Access Alarm
Management
Modify Alarm
Management
General Station
Settings

Station Network
Settings

Access Recording
Storage/

Recording Schedule
Settings

Modify Recording
Storage/

Recording Schedule
Settings

Manually Record

Scheduled Backup
Settings

Access Server Settings
Modify Server Settings

License Management

Relay Management

Client Settings

Video Enhancement
Settings
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Operator Guest

Description

Add sub-station under the
existing station

Manage user accounts

Insert and configure the
camera settings

Access and modify the
association settings

Access Alarm management

Modify Alarm management

Modify general station
settings

Modify network settings

Access the recording group
and recording schedule

Configure the recording
group and recording
schedule

Enable the recording
function manually

Configure backup schedule

Access server settings
Modify server settings

Allow user to manage
station licenses

Allow user to manage
station relaying settings

Configure the client
settings: snapshot, AVI,
etc.

Allow user to edit profile for
video enhancement and
assign profile to camera in
LiveClient
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Privileges \ User Roles Administrator Power User

Modify Directories

Delete Station

Delete Camera

PTZ Control

Device Control

Talk Control

Access Camera
Configuration

Modify E-map
Event Search

Log Viewer

Backup

Record/Export Media

Virtual Matrix
Management

Virtual Matrix Control

Playback Authority

v

v

v

v

Operator Guest

Description

Add, remove and rename
directories

Delete sub-station from a
(parent) station

Delete camera from the
station

PTZ control for PTZ
cameras and speed domes
in LiveClient

Control the digital output or
white light/IR illuminators of
the cameras

Two way audio function for
the cameras

Access the camera settings

Allow user to modify the
E-map

Use built-in search engine
to search specific events

Use built-in search engine
to search the log

Back up database manually

Record live stream or
export playback stream to
local files

Allow user to manage
virtual matrix

Allow user to control virtual
matrix

Allow user to access
Playback
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Manage a User Account

Add a New User Account - Basic Account

a. Select the station from the hierarchical management tree.

b. Click Configuration > User Management on the menu bar (or right-click the station, then select
User Management).

Camera Management 3

System | Edit | View | Configuration | Layout | Help ) El=tcplBanagsmett

QY EJ YR

Logical Tree View Management...
I/O Box Management 3

l User Management... !

Camera Management 3

Station Management...
Logical Tree View Management...

- W TK_Station1(12
a g = LBlEoMEnsgsmont ' Alarm Management...
w Mega-P ' User Management.. ' Virtual Matrix Management 3
@ Mega-p Association Management... Bl D e e 5
EN Mega-P Alarm Management... Search VivoCam Switches...
B Recording St Wirtual Matrix Management 3 ctation Sati ,
ion Settings
B Layout Failover Management 3
= B 10 Box Search VivaCam Switches... Find...
Lo Output Streaming URL

Qutput Camera List

c. The User Management window will pop up. The user accounts under the station will be displayed
under the left User List tree. Up to 1,021 users can be created (not including the default Admin and two
internal communication accounts).

d. Enter the User Name, Password, and specify the User Role of this user.
e. Click Add to add the user account to the station. It will be displayed under the User List.

User List Account Management
F= vvTK_Stationl
= E= administrator Authertication: Basic ACcount
% . , User Mame: guard post
e Wivatek, b Bric.Lu
ﬂ':_ wivotek. twiFrank.chang Password: sene
ﬂ':_ ericthegreat 123, comer
ﬂ’:- ericthegreat 123, comiu Confirmn Password:  eees
ﬂ':_ ericthegreat 123, com', A,
LI Lser Role:
e BNiCthegreat123.comiys

Pesmission | Accessible Cameras | Accessible & * |

-

Functions Description
Station Managem... Add substation ur|
User Management  Manage user acco)
Carnera Managem... Insert and configl
Association Mana...  Access and modif
Access Event Ma..,  Access event mar
Modify Event Ma,..  Maodify event mar
Gereral Station 5., Modify general stz
Station Metwork ... Modify network s
Access Recording,,,  Access the recorc
Modify Recording...  Configure the rec

Manualy Record Enable the recorc ™
3

B N 4 B N B R B e

< T 3

Lpdlate Add
o
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User List Account Management

FSr vvTK_Station1
,__—_| h Administrator Authentication: Basic Accaunt

adrmin
Liser Marne: guard post

wivotek, twiEric, Lu

o vivobek twiFrank.chang Password: ssssssse
o ericthegreat123, commeri
" aficthegreat 123.conmiuse Confirm Password:  =esseses
_ ericthegreat123,.comiad

User Robe: Pover User

Add a New User Account - Windows AD Account

In an established, enterprise network environment, the support for Windows AD (Active Directory)
infrastructure enables ease of integration using the credentials of existing users. Using the same AD
authentication methodologies, you can configure the clients or users in an established network to access
the VAST server configuration.

Note the following with Windows AD support:

1. The ST7501 software does not support Windows AD accounts. However, if you log in to a VAST server
which supports Windows AD accounts, the AD account will work for an ST7501 sub-station managed
by VAST.

2. If you install VAST server on a Windows XP machine with Postqre SQL server, the login using a
Windows AD account will not work.

3. The VAST server must reside in a domain managed by the AD server.

4. This function does not support the environment that spans across multiple AD domains.
5. A user account hosted by an AD server cannot be modified in VAST.

6. A User Group and its members configured in AD cannot be managed in VAST.

7. You cannot add an account having the same name as one you used to log in VAST.

8. There are 3 types of account for VAST: VIVOTEK account, AD single user, AD group.
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a. To configure a Windows AD user as a VAST user, enter the User Management window. Select

Windows AD Account, and click on the Search button.

User List Account Management
ES vvTK_Station1
- Py Administrator Authentication: [thows AD Account v]
: 1 admin ) —_—
& vivotek.tw\Eric.Lu User Name:
& vivotek.tw\Frank.chang Password: | |

L B vivotek bw\iTEERBIER
Confirm Password: | |

User Role: | Administrator : |
Seompom [ []

Accessble Device: @ Device tree Logical tree

Permission |Mc¢ﬂde€a’neras I Accessible £+ | *

b. A Select User or Group window will prompt.

Functions Description -

Click on the Object type button. Select 7 Station Managem... Add substation ur
[¥  User Management  Manage user accc
Group or User. 7 Camera Managem.. Insertand config
[¥  Association Mana... Access and modif
[¥  Access Event Ma... Access event mar
Select User or Group 7| x I©  Modify Event Ma... Modify event mar
[¥ General Station S... Modify general stz
Select this object type: [¥  station Network ... Modify network s
|Uw'm"’rm“ prces ||Ob]wmes"'| : mm mm:eﬂ:ﬁ
o sk IF ManualvRecord  Enable the recare ™
|ericﬁ'1eg'ea123_com || Locations... | ] >
Etr v syt et et e
o] ]

Select the types of objects you want to find.

Object types:
[l * Built-in security principals
¥

Groups
[wi s Users

c. You can also click on the Location button to specify a search range on a location on the AD

hierarchical tree, e.g., a department in an organization.

Select the location you want to search.

Location:
E|3 Entire Directory
B2 vivotek tw
7- 27 Builtin
141 Computers
127 Domedn Controllers
12| ForeignSecurityPrincipals
127 LosthndFound
12 Managed Service Accounts
2| Meeting Room PC
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d. Enter a name for user or group that is known to the AD. Click on the Check Name button. The search
results will be listed.

Select User or Group ?| x
Select this object type:
|User.[-.‘mt.p.orﬂll-'n security principal | | Object Types... |
From this location:
|3ﬂ0ﬁ’169'53123-m || Locations... |
Enter the object name to select (zamples):
admin Check Names
o] e

More than one object matches the following object name: “"admin”. Select an
object from this list or, to reenter the name, click Cancel.

Matching names:
Mame Logon Mame {pr...  E-Mail Address Description In Folder
s Administrator Administrator Buitt-n account f...  ercthegreat123....
*Mminia‘.rators Administrators ercthegreat123....

e. Click to select a user, and then click OK to confirm your selection.

f. Users thus added will be listed on the left in the User List. These users or groups will be listed with
.
their domain name listed in front of them and indicated by different icons s :‘_

g. Select a User Role for the AD user as Administrator, Power user, user, operator, or guest.

h. Select user's privileges in terms of the Permission, Accessible Cameras, and Accessible
Substations from the tabbed windows below.

i i s [—
i. Click the Add button to complete the process. g VAST LiveClient [m]
[¥ILog in local station
The next time you log in, you can select Windows
AD Account, enter User Name and Password to || Address: 127.0.0.1 -
access the VAST software. authentication: | Windows AD Account - |
i
Lser Marme: wivotek, twiEric. Lu
Note that you should specify the domain name in
" . " Password: LALLLLLL | |
front of the user name; "domain name\user name.
Port; 454 1
i
Proxy Settings ]
[ Lag in ] ’ Cancel ] ’ Hide <« i

User's Manual - 155




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Permission of the User Account

Administrator is granted with all access privileges, while other user roles' permission is limited. If
you want to modify the permission, please login as the Administrator to configure the settings.

f. Select a User account from the User List tree.

g. If you want to set the limit of the permission
of the user, click Permission tab to check or
uncheck the items.

Account Management

Authentication: IWndnws AD Account v]

m i User Mame:

Eric.Lu

ﬂ':‘_ vivotek.twhFrank.chang Password: | |
e B vivotek twiTHRERIRE

Confirm Password: | |

User Role: | Administrator Izl

@ Doopyfrom:  [aon  []

e: @ Device tree Logical tree

{| permission cascible Cameras | Aczessble < * [ *

Functions Description -

Station Managem... Add substation ur
User Management  Manage user accc
Camera Managem... Insert and config
Modify Event Ma... Modify event mar
General Station S... Modify general st
Station Metwork ... Modify netwaork s
Manualv Record Enable the recorc ™
b

h. If you want to limit the devices accessible
by the user, click Accessible Cameras tab to
select the desired devices.

CEFEEEEEAEEEA

i

| Permission | | Accessible Cameras | Accessible Substations

)l camneras

| Carneras
1_FDE161
2_IPg1a1

You can select either a basic user can access a device tree or a logical tree.
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i. If you want to configure the access limit of the sub-station accessible by the user, click Accessible
Substations tab to select the desired devices.

=
If you want to remove access permission mentioned above from the account, the user will not able to
operate some functions listed in the following warning dialog.

Unchecked sub-stations or cameras will have the following permissionds) removed from the account:
"Camera Management",

"Delete Catmera",
é "Maodify Recording Group/Recording Schedule Settings",

"Scheduled Backup Settings",
"Modify E-Map”,
"Miodify Event Managerment"

i K i [ Cancel J

j- When completed, click Update to enable the new settings.

| Permission | Accessible Caineas| Accessible Substations '

O all substations (8 Selected substations

Substations
Wi TK_Station?

i] i’ l]
[Jselect al

Delete Lpdate Add

Delete the User Account

k. Click Delete, a delete user dialog will pop up. Click OK to delete the user account.

é Are you sure you want to delete this user?

i Ok i [ Cancel ]

§¢

If the Administrator modifies or deletes the User Account, that modified user might be kicked off from the station.
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Expiration

Click Expiration to configure the extension of time allowed for a user's access. For example, an
administrator may want some users to have access to the LiveClient during a specific period of time,
while they are forbidden to access when they are not on the duty.

@ User Management for VMS_Station = &=
User List Account Management
E= vms_station
= B Administrator Basic Account -
fr £ —_——
: % wivotek.tw\eric.lu Uzar, Name: e tieer
i B vivotek.twifrank.chang
admin Password: .
vrkie e []
oo [m ]

Accessble Device: @ Device tree O Logical tree ; 9

Parmission | Accessble Cameras | Accessble Expiration |

Time Frame List

L e

Time Frame Rule

ﬂ}ﬂ—a

Time Frame Name:  day shft-1
[Luad?efmﬁle] [Saveas?eﬂvﬁle][ Save ]

Repeat Frequency: |Weekly Setting (Day-based) 7
Weekly Setting (Day-based) 5
Set time segments in a 24-hou| le segments ed.
[zl j2z1 2w

100 [ 2 i v s
stare Tme: 18 (5] 20 2]
ot 20 2 3 ]
e Repeat on: [VISunday [#IMonday [¥]Tuesday [¥]Wednesday [¥]Thursday [IFriday [¥]Saturday
Range
Start: 2016/ 613 ~ End: O 2016/ 613 ~
[ add ][ Edt | [ Dekte © Hever Stop
Log-in Limitation Repeat every 1 || Weekis)
0 mins / eachtime
0 mins / each day \//é)

Note that if a new user has the Administrator previlege, no Expiration setting will apply to him.
The Expiration setting applies to Power User, User, Operator, or Guest.

1. To start the configuration, enter a user name, password, and then select a User Role.
2. Click to enter the Expiration tab window.

3. You can either Load a Template or click Add to manually configure an Expiration setting. You may
also configure a Log-in Limitation by configuring the extension of time a user can access for each
day or each login.

4. If creating a new template, enter a name for the template.

5. Drag your cursor across the timeline, or manually enter the Start and End time. Click the Add
button if you manually enter the time span. You can add multiple time spans to the timeline. The
time spans will display on screen as red bars.

To delete a time span, click to select a time span and click the Delete button.

When done with a manual template configuration, you can click the Save button to save the template
for later use.

Export: Click to export users' privilege, access list, as a CSV file. The information include Functions
Permission, Accessible Cameras, and Accessible Substations. The Logical Tree access information is
currently not included.
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How to Set up Association Management

VAST LiveClient supports association management which allows the user to configure relative
event trigger notifications of connected network devices. (E.g., DI/DO status on the hierarchical
management tree, motion detection windows appear in the video cell, the event list in the event
window)

Association Management
Please follow the steps below to configure assocation settings:

a. Select the station from the hierarchical management tree.
b. Click Configuration > Association Management on the menu bar (or right-click the station and

select Association Management). o I [ e— —
5 = Camera Management b
t System | Edit | View [ Configuration I}ayout | Help ) Station Management...
' ol V" ] =t D Logical Tree View Management...
— b ! Seation Management.. /O Box Management »
Logical Tree View M nt...
12 S T s e User Management...
» %
e Association Management...
ENM Mega-P _U
[EM Mega P Virtual Matrix Management 2
Recording St Virtual Matrix Management 4 Failover Management 3
B Layout Failover Management 3 Search VivoCam Switc
= By 1O Box Search VivoCam Switches...
i - Station Settings 3
St ADAM Station Settings b ng
Client Settings 3 Find...
Video Enhancement » Qutput Streaming URL
b b P ek

c. The Association Management window will prompt. Select or deselect the items and click Save
to enable the settings. The items you've selected will also be displayed under the hierarchical
management tree.

For example: _
Y R — = -2 ! Wy TK_Station1(127.0.0.1)
Check item to enable/disable the Digital Input or Digital Output. - h amera
o ! VMS_Station(127.0.0.1) = 1 PZ7131(192,168.3.247)
: = FE9391-EV(192.168.4.161) [ e
FEOl0142(102.168.4.171) | < D01
3.192.168.4.124(192.168.4.124)
; SDO161-H(102.168.4.164) = EW 2_IPE161{172,16.200.40)
@ ND9S41(192.168.4.157) [} I OI-1
........ DL1 @ DOl
E = 3 _FD2161(192,168.5,105)
"""" DI4 Input for DI-3 3
........ DI-5 Sl i DI 1
........ DL6 | 0 Do-1
"""" D7 # - [ Recording Group
........ DL
........ DO-1 [ ok || cancel | w o [ Layout
........ DO-2
........ DO-3
........ DO4
. / I Digital input on / off
¥ / &P Digital output on / off

d. If you want to rename the DI device, select the DI item and click the Rename button. It will be very
convenient for you to recognize the target DI device.
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m 7o manually enable DI/DO settings, please right-click the video cell and select Set DO to enable (Trigger) or
disable (Normal) the digital output of the linked device.

1_IP8161 2010{01}27 AM 03:31:28

A&

1_IP8161 2010401127 AM 03:31:28

A&

Rem;:uve
ingle View
Full Screen

Enable PiP
Hide (flobal Tiew

Rem;:uve
gingle View
Full Screen

Enable PiP
Hide Globel Tiew  Ctl+H

Stream 1
Steeaim 2
Stream 3
Steeaim 4
Send to Talk Panel

Stream 1
Steeaim 2
Stream 3
Steeaim 4
Send to Talk Panel

¥ideo Enhancement

Video Enhancement

m Before you configure the DI/DO Settings for VAST, please enable DI/DO settings on your network device and set
up the camera correctly on the configuration page. You can right-click the device and click Camera Settings fo

open the configuration page. = B WK _station1(127.0.0.1)
B=r camera
...... ﬁ 20}{ ZDDFH LY, PP IO [ R N Y
Delete
...... En Mega-Pi Refresh
P Layout Camera Management »
g

Output Streaming URL
Send to Talk Panel

Cww. viveTEN. Eom Home Client settings [eLL)[ITeLM Language
Applications > DI and DO

L — Digital input

Media Normal status: @ High (OLow

Network Current status: High

Security — Digital output

PTZ Normal status: (@ Open () Grounded
Current status: Open

Event

Applications I: Save

Motion detection

DI and DO
Tampering detection
Audio detection

Package management

Recording
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How to Set up Alarm Management

VAST LiveClient supports Alarm management which allows the server to display and respond to
particular situations (events).

Alarm Management

Please follow the steps below to configure Alarm management:
a. Select the station from the hierarchical management tree.

b. Click Configuration > Alarm Management on the menu bar (or right-click the station
Alarm Management).

Camera Management

Station Management...

Logical Tree View Management...

/O Box Management 3

[ (M Mega-P

User Management...

Association Management...
I Alarm Management... l

: m_ Camera Management

Station Management...

Logical Tree View Management...
I/O Box Management

User Management...

Association Management...

—

and select

: Alarm Management...
P Recording St Wirtual Matrix Management 4 e »
t irtual IMiatrix Mianagemel
: Failover Management 2
B Layout K Failover Management 4
= Py 1/O Box Search VivoCam Switches..
& ‘,’ DA Search VivoCam Switches...
Station Settings 4
Client Settings » Station Settings »

c. The Alarm Management window will prompt. Click New to configu}'el a new event. Enter a name and
description for the new alarm. When you finish the general settings, click Next to set up trigger source
settings. The Alarm name you specify here will be displayed on the Alarm panel in the Live view.

. —
nd New Ala 3 r
An alarm is associated to one or more interested events, YWhen one of them is triggered, General e Trigger e Action . Schedule e Detail
the systern would raise an alarm.
Alarm List
) ) [¥1Enahle this alarm
Enable  Mame Triggers Actions Schedule
7 ] e
° ADAME.. DL1(Trigger) ... TunDO-3 (AD... Ahways [V]Enable live natification
° IPS155... Motion-1 on Me... Start torecord ... Always MName:
Description: e
—
Trigger Period; | 5 {secy 0 FU— 30
Detect next event after 5 s
Mew [ Edit ] [ Rernove ] [ Detall => i Back Mext [ Finish ] [ Cancel I
©
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d. Click Add to select the trigger source by Device or Trigger Type.
(G icw Evont R ) o = |

General == Trigger > Action = Schedue -  Detal

4 Add Event |E| ‘il

add Event by: @ Device () Trigger Type

Categary: [Camera Events v]

[ Back I[ Mext I[ Firish I[ Cancel I

add Event by: (0 Device @ Trigger Type

Note that the Motion detection windows are separately
configured using web consoles with each individual Category: [Camera Bt
cameras. Open a web console with the camera to configure
Motion detection windows. Type:

The Storage Status includes: Storage connection status
and storage capacity status on NVR systems.

Each individual motion detection window can be used as a
triggering condition. The Line Crossing and Field Detection
packages running on cameras also apply as triggers.

[ [ EEE Wireless cameral 192.168.6,143)
-7 [EM Mega-Pixel Metwork Camera(192.168.6.127)
: & Motion-1

Motion-2 Wideo LossfRestore
Motion-3 PIR.
CI-1 _ Tampering
Tampering Temperature
i & Mega-Pixel Network Camera(192.168.6.217) IR
-7 €9 Mega-Pinel Metwork Camera(192,168.6,101) IV, - Moving Object
-------- [ 5 MDE321(192.168.6.208) v, - Loitering Detection

Iva - Camera Tampering
P-PTZ

L g
Field Detection

If you connect your DI/DO devices via an 1/0 module (I/O box), please refer to page 357, Appendix E
Support for Digital /0 Modbus TCP Modules for details.
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There is a new event trigger type, P-PTZ. The P-PTZ refers to the occurrence of Auto Tracking action in
a Panoramic PTZ configuration.

T E—— Auto Tracking is configured on the fisheye camera in a Panoramic PTZ
configuration.

If you manually configure a detection area for the Auto Tracking function,
the P-PTZ event will not be triggered.

DO-8
Viden Lass/Restare
PIR

Tampering
Temperature

R

1VA - Maving Object

1VA - Loitering Detection
iera Tamperng

e. The Device List window will prompt. Select one or more devices and set the Notification Type.
Depending on the trigger source, the Notification Type will be different. Then click OK to close the
WIndOW. % Device List-Connection Status

Select the trigger(s) from the folowing list, Select the trigger(s) from the folowing list,

E=) W TK_Station1(127.0.0.1) | =& !
w 1_FDE161(192, 2] -7 @M Mega-Picel Netwark Camera(192, 168.6,228)
7 4 Motion
7 i DIl

[T & Tampering
= 20x Zoom Mega-Pivel Speed Dome Network Carmera(192,
&3P Mega-Pivel Metwork Camera(192,165.6,127)
[ i Motion
¥ i D1
o D01
-~V g Tampering
[t PPTZ
] w 20x Zoom 1080p Speed Dome Metwork Camera(192,168,
(-] M Mega-Pixel Metwork Camera(192.1658.6.228)
- MDB401(192.168.6.128)

o
K]

&
(E31)

Trigger Period E (sec) O 07 20

MNotification Type ||
4 mn ] +
() Connected (&) Lost |I |

(o ) [cma ||

f. The trigger source(s) will be listed on the window as shown below. If you want to add more Trigger
sources, click Add and repeat steps d. to e. Then click Next to assign action(s) to the trigger source(s).

g. Click Add to open the Action Settings window.

ew Alal

ew Ala

Gereral .. Trigger .. Action .. Schedue .. Detal General ..  Trigger .. Action .. Schedue .. Detal

@ Add Rernove

i Back ][ Mext ] [ Finish ] [ Cancel ] i
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Note that if your camera is using Sony's SR-WM series cards, SD card status events can be used as a
trigger.

The event messages look like the following:

Normally Functioning The SD card is inserted and there is enough lifespan remaining.
Replacement Recommended |Has reached xx% of the SD card's lifespan.
Has Reached its Lifetime All the spare blocks have been consumed. The card is read-only.
Card Not Inserted No SD card is inserted.
Failed to Get Status Unexpected error has occurred.
" @ Alerm Management =)

L =

Select the trigger(s) from the following list.

A

g =W 0 s station(127.0.0.1)
= [7 @D FED391-EV(192.168.4.161)

=[] igh Motion-1

-] igh Motion-2

-7 g Motion-3

-] igh Motion4

-] tglh Motion-5

w7 b DEL

w7t DO

-] il Tampering

[ il Smart 5D Card

-] i Audio Detection

- [ G@ FED1012(192.168.4.171)

- B 3_102.168.4.124(192.168.4.124)
w7 (@) SD9161-H(192.168.4.164)

w7 (&) FDO381-EHTV(192.168.4.124)
e[ . VMS5_5tation(192.168.4.156)

- [ @ NDIS41(192.168.4.157)

)

T El]
[NewJ{Edrt]lRermveJ{Deﬂ>>] Close

The related event messages will prompt on the event list. On seeing the Smart SD events, you
should replace your SD card.

£| Instant Playback MName T Description Source T Event Type T Value Time T State T
6 Alrm-3 FE9391-EV Smart SD Card Trigger 2017-09-07 16:19:43 New
Q Alrm-3 FE9391-EV Smart SD Card Trigger 2017-09-07 16:10:19 New
é Alarm-3 FE9391-EV Smart SD Card Trigger 2017-09-07 16:09:43 New
a Alarm-3 FE9391-EV Smart SD Card Trigger 2017-09-07 16:06:58 New
Alarm-3 FD9381-EHTV Recording Status Stop 2017-09-07 16:01:04 MNew

The Tampering, Audio Detection, and Shock Detection are also available as a trigger source
with cameras that support these features. Shock Detection is available for cameras that come
with an acceleration sensor.

@ Trigoer s

Select the trigger(s) from the following list.

[ [EN 1P8132(172.18.204.43)
[ [EN 1P8132(172.18.204.45)
[~ &3P FES180(172.18.204.49)
& rp8162(172.18.204.38)
" & rD8162(172.18.204.39)
[~ [EM 188382-T(172.18.203.10}
" @M CD8371-HNVF2(172.18.2.32)
-~ i Motion-1
~-[ i Motion-2

T & Motion-2

T &b Motion4

T & Motion-5

[ & DK

[ & DO-1
"] igh Tampering
-] t Smmart SD Card
-7 i Audio Detection
-] g Shock Detection

i o s o

T ] (o]
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There are several types of Action Settings.
m Email: The sever will send a notification via e-mail when a trigger is activated.

h. To enable this function, please set up the SMTP server first. Click SMTP Setting to open the window
and refer to page 215 for detailed information.

i. Enter the related informtaion. You can modify the mail content in the blank. If you want to modify the
content, click Insert Macro to select the parameter. When completed, click OK on the bottom to
enable the setting. -

Note that you can insert a snapshot

taken by the time of alarm occurence
of the recorded video. The snapshot
will be sent along with the notification

Email. The snapshot comes from
camer's stream 1.

At $iEventTime), event type -

[$(TriggerType)] occurred on
Content:  $({DeviceMName) Insert Macro

() Start to record an

[~ W [N N ) P

m Start to record on: The sever will start to record video from selected camera(s) when an event is
triggered.
j- Click Add Camera to select the target camera(s).
k. The selected camera(s) will be listed on the left window below. When completed, click OK on the

bottom to enable the setting. > |
) Email o
(@ Start to recard on ]
Add Camera
Mega-Pixel Metwork Camera
Remave
) Move to preset location
) 5et DO
() 35M shart message

= Move to preset location: The target camera(s) will move the shooting area to the preset location(s)
when an event is triggered.
I. To enable this function, please configure some preset locations on the camera configuration page
first.
m. Click Add Location to select preset location(s).
n. The selected preset location(s) will be listed on the left window below. When completed, click OK on
the bottom to enable the setting. o
&4 Action E

Select the preset location(s) fram the folowing list,

@ Move to preset location

Add Location '
Remove

) Get DO n

= B wyTk_Station1(127.0.0.1) i
g ADAM-E0S2(102, 168.6,136)
i rnera( 169,254, 164,215)

lower left
corner
right

m
—

() G5M shart message Lipper right I
HTTP
© g mera(169.254,202.96)
... (M Mena-Pixel Network Camera(192.168.6.218) s
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m Set DO: Select this option to turn on external digital output device(s) when an event is triggered. For
more information about how to set DI/DO settings on the target camera, please refer to page159.
o. Click Add DO to select DO device(s) and select a DO status (Normal or Trigger).

p. The selected DO device(s) will be listed on the left window below. When completed, click OK to

enable the setting.

I () Start to record on
) Mowe to preset location
@ set DO

Turn DO-1 (Mega-Pixel Metwork Carmera) to

Em)

< | m | r

) GSM short ressage

Remove

Select the DO(s) from the following list.

Notification Type
(1 Mormal
@ Trigger

= Bl wwTk_station1(127.0.0.1)
g ADAM-0S2(192, 168.6.136)

[ otk Cameral 169
Q' ega-Hixel Metwork Carmeral169

-------- EM Mega-Pixel Metwork Cameral192

< T r
Select the Tirgger Period from the slide bar below. Notification Type
The range is 0 to 30 seconds. The DO trigger | © normal
@) Trigger

signal will return to normal after after this period of

tlme Trigger Period: 0  (sec) 0 07 30

Cancel

Note that the Trigger Period setting does not apply oK
to the camera DI/DO managed by substations.

m GSM Short Message: The sever will send a short message to a GSM cell phone when an event is

triggered.
g. Please enter the Phone Number and open GSM Settings window to set related information if

necessary. When completed, click OK to enable the setting.

=)
! = — GSM Settings

 Emai SIM PIN Murnber:
(7 Start to record on oM Bt e
) Move to preset location

Bits per second:
) 5et DO

Data bits: E -
(@ G5M short message

Parity; [None - ]

Phore Murnber: I E5M Settings " Test _
L\ ’ Stop hits: [1 v]

CIHTTP Flow control: lNone vl

) Client Motification

[ Ok ][ Canicel l

Please enter the country code if you use overseas call.
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m HTTP: This function allows user to send a CGlI command to the linked network camera, such as pan/
tilt/zoom function or enable DO devices.

r. You can click Insert Macro to select the parameter. Please enter authentification information
if necessary. For example: http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_
hostname=$(EventTime) $(CameraName)

If you want to use special characters such as $-_.+!*'() #%+$,@:;/?=&, please refer to the

following table to transfer the Code (Hex).

For example: http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_hostname=123&456
--> http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_hostname=123%26456

@ HTTP
LRL: In=ert Macro
ication: [T
Use authertication:

Character Code (Hex) Character Code (Hex)
! 21 , 2C
# 23 - 2D
$ 24 . 2E
% 25 / 2F
& 26 : 3A
' 27 ; 3B
( 28 = 3D

29 ? 3F

* 2A @ 40
+ 2B _ 5F
= TE

= Client Notification: On the occurence of an event, a pop-up window will display to show what is
triggering the current event. Select the window size, and select the display duration of the notification
window. If not selected, the notification window is manually closed.

W Actio 1 Include the event triggering camera: You can select to
display the screens of other cameras (e.g., cameras
that are closely adjacent) when the notification
prompts.

) Ernail

(7) Start to recard on

() Move to preset location
() Set DO

) G5M shart message
CIHTTP

@ Client Motification

MNaotify me with Popup Window, Size:
[C]Close it autornatically after E seconds

[¥]1nclude the event-triggering camera

Add Carnera

" [ Ok, ] l Cancel ] i
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s. The action(s) will be listed in the window as shown below.
Then click Next to set up schedule(s) to the action(s).

For more information about Schedule Settings, please refer to Recording Schedule Settings on page
191. You can assign more than one time frame to one action.

ew Alal ew Alal

General .. Trigger .. Action .. Schedue ..  Detal General ..  Trigger .. Action .. Schedule . Detal

to Trigger Load Termplate ] ’ Save as Template
to Trigger

Time Frame

[ add | [ Rremove | [ add || Edt | Deete | [ w | pown |

| Brack l Mext '| Finish |’ Cancel ] im ’ Back ][ Mext ]| Firish |[ Cancel ] 1

Time Frame Mame:  Blways

l Load Ternplate l [ Save as Template ] [ Save

Repeat Frequency: ’Weekl\,r Setting (Day-based)

weekly Setting {(Day-based)

Set time segments in a 24-hour day. Multiple segrments are allowed.

Start Time: o0 E oo E

End Time: EE EE [ Add ][ Delete ]

Repeat on: [VISunday  [VIMonday [V Tuesday  [Viwednesday [V Thursday  [VIFriday V] Saturday

Range
Start: 2003/12f 8 - End: ) 2095f 1/ 1 -

@ Mever Stap

Repeat every I_E Week(s)
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t. When you finish schedule settings, click Next to review the detailed information of the new event

settings. [ ; X

| General .. Trigger .. Action .. Schedule .. Cetal

’ Load Template ] ’ Save as Template
Time Frame Rule
Alweays weekly Setting (Day-based)
add || Edit || Deete | | U | pown |

Back ' Mext "’ Firish ]’ Canicel ]

u. Following is the detailed information of the new event setting. You can click Back to modify the event
setting or click Finish to close the window.

ew Ala

General ..  Trigger .. Action ., Schedue .., Detai

Bescription: -
Triggers:
* Motion-1 on Mega-Pixel Metwork Camera, Trigger Period © 5 (sec
* Motion-2 on Mega-Pixel Metwork Carmera, Trigger Petiod @ 5 (sec
* Motion-2 on Mega-Pixel Metwork Camera, Trigger Period @ 5 (sec
* Tampering on Mega-Pixel Network Carnera, Trigger Period @ 5 (s
Actions:
* Turn DO-1 (ADAM-6052) to Trigger
* Turn DO-2 (ADAM-6052) to Trigger
Schedule:
* Dhways

< I | »

i ([Come ) e | Crmm ) o |

v. Following is an example of an enabled event. You can click New to set up more events or click Close
to exit the window.

An alarmn is associated to one or more interested events, When one of them is triggered,
the systern would raise an alarm,

Alarm List

Enable  MName Triggers Actions Schedule
()  fDaME.. DL1(Trigger) .. TumDO-3 (AD.. Always
° IP2155... Motion-1 on Me... Start torecord ... Always

alarm-2 Motion-1 on Me..,  Send dlient noti...

° Alarm3 Motion-1 on Me.,.  Tumn DO-1 (A0, Always

Click to remove the event

’ ey ][l Edit ]ﬂ Remave E[Detail>>]

ﬁé Click to disable or modify the selected event

If your target station has sub-station(s), the trigger sources can be selected from the device(s) under
the sub-station(s); while the actions can only be performed on the device(s) under the target station.
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Alarm Notification Windows

With multiple alarms simultaneously triggered, the notification windows will appear consecutively at the
four corners of the screen. With more than 4 alarms, the latter notifications will appear on top of the old
ones at a slightly shifted position.

Alar Alarm notification

1 Alarm notification 2

Alarm notification Alarm notification

3 4

Fisheye Motion Windows

When fisheye cameras are configured with Motion Detection windows and their motion events are
triggered in the notification windows, they display in a more comprehensive dewarped, regional view.

If the Alarm triggering condition is configured as DI (digital inputs) or other inputs, you can configure the
Alarm Action as displaying Client Notification as well. You can select the "Include the event-triggering
camera," to display the pre-configured motion windows. The fisheye cameras' motion windows display in
the dewarped mode.

Select the camera(s) from the following list.

SRl B vus_station(127.0.0.1)
-7 @M 1B9381-HT(192.168.6.170)
-7 &@P FEB182(192.168.6.209)
[T & Default
Motion-1
Mation-2
Mation-3
Mation-4
7 g Motion-5
- €8P FEB191({192.168.6.177)
7 &) FDO381-EHTV(192.168.6.102)
-7 €&P FE9181-H(192.168.6.105)
i Motion-3
¥ Motion-4
“ Motion-5
-7 (M IP8166(192.168.6.160)
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Export All Logs

In the Playback utility, you can select the Log Viewer tab window, display the past events, and export all
event logs to a CSV file.

System | Edit | View | Configuration | Layout | Help

O & =
Bookmark Search | Alarm Search | Log Viewer Index Time Time Zone Category Level | iType Result User Target
B vws_swten127.0.0.1) 1 2016-06-12 1414245 +08:00 OperationLog  Nomal Login Success  admn Local
2 2016-06-13 14:55: +08:00 Operation Log  Normal Update Alarm Manage... Success adrmin Local
3 2016-06-13 14:56: +08:00 Operation Log  Normal Update Alarm Manzge... Success adrmin Local
N 20160613 +08:00 Operation Log  Normal Update Alarm Manzge...  Success admin Local
5 2016-06-13 +08:00 Event Log High Alarm Trigger Success Local
6 2016-06-13 +08:00 Event Log High Alarm Trigger Success Local
7 2016-06-13 14: +08:00 Event Log High Alarm Trigger Success Local
8 2016-06-13 14:57:« +08:00 Event Log High Alarm Trigger Success Local
9 2016-06-13 14:57: +08:00 Event Log High Alarm Trigger Success Local
10 2016-06-13 14:57: +08:00 Event Log High Alarm Trigger Success Local
11 2016-06-13 14:59:06 +08:00 Operation Log Normal Login Success admin Local

GMT+08:00 Bejing, Chon Hong Kong, = |

w

Clear All Results | | Trace Login Activities | | Export All Logs |
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How to Manage the Virtual Matrix

Virtual Matrix is a very useful tool for multiple monitor display and management. Based on the
whole surveillance system architecture, it efficiently helps user construct a real-time live video
wall in the control center. Under a large-scale hierarchical system, through VAST LiveClient
you can only simultaneously monitor up to 128-CH on dual monitors; while Virtual Matrix offers
fully extension for numerous channels and screens, thus making VAST a very powerful central
management system. Moreover, you can change the layout to 2x2 or 3x3 on each monitor
to enlarge the video size, then display the video pages on saperate monitor for close-up
monitoring. ,

VAST-64-CH on dual monitors

Video Wall of Virtual Matrix

The architecture of VAST Matrix

As shown below, the surveillance system architecture is composed of VAST LiveClient, VAST Server with
two sub-stations, and VAST Matrix separately on individual hosts. Before constructing the Virtual Matrix,
please install and run VAST Matrix Program on Matrix Recipient connected with the video wall. Through
the Virtual Matrix connection, you can use LiveClient to log in the root server to remotely manage and
display all the live view onto the video wall by easily drag-and-drop. PTZ control is also available as on
the LiveClient.

VAST ”lﬁr VAST Server | VAST Matrix
LiveClient | —~e _L>O (Root Station) .| Recipient1 ==

- | VAST Matrix v
VIVOTEK IP Camera .| Recipient 2

Video Wall

VAST/ST7501 Server
(Sub-station)

2288288

e i - -

VIVOTEK IP Camera VIVOTEK IP Camera




Installing VAST Matrix Program

Please follow the steps below to install VAST Matrix Program:
a. Run VASTMatrix_setup.exe on another host (Matrix Recipient). Then click Next to start installation

wizard.

VASTMatriw_setop

Installer Language

@ Please select a language.

|English - |

|. Ok Cancel |

HF YAST Mairix Setup

=]
Welcome to the VAST Matrix Setup

Wizard

This wizard will guide you through the installation of YAST
Makrix.

It is recommended that vou close all other applications
before starting Setup. This will make it possible to update
relevant system files without having ko reboot ywour
carpuker,

Click Mext to continue,

Cancel
i

b. Carefully read to accept the End-User License Agreement for use. Click | Agree to the next step.

c. Choose the installing path as the destination folder, the required space and available space of the hard
disk will be shown below for reference. Click Next to the next step.

=

B TAST Matrix Setup

.4

=

B YAST Matrix Setup

S
-~

License Agreement
Please review the license terms before installing WAST Matrix.

i)

Press Page Down to see the rest of the agreement.

End-User License Agreement

PLEASE READ CAREFULLY: This End-User License Agreement ("EULA" iz a
legal agreement between VIVOTEK Inc. ("VIVOTEE") as lcensor, and you, as
licensee, for the VIVOTEK software that accompanies thiz EULA, which
includes the video management software VAST Matrix V1 and other applicable
software (the “Software™. YOU AGREE TO BE BOUND BY THE TERMS OF
THIZ EUL& BY INSTALLING, COFYING, OR OTHERWISE USING THE
SOFTWARE. OR CTICKING THE RITTTON WMARKED “T &40RFE” OR “VES" (Y

IF wou accept the terms of the agreement, click I Agree ko continue. You must accept the
agreement to install WAST Matrix.

l < Back. [ 1 Agree J [ Cancel

]

— Choose Install Location

'—JA‘) Choose the folder in which o install YAST Matrix,

Setup will install WAST Matrix in the following Falder. Toinstall in a different Folder, click
Browse and select anokher Folder. Click Mext ko continue,

Destination Folder

Browse. ..

C:\Program Files\WIVOTEK InciwAST Matrix|

Space required: 21,7MEB
Space available: 69.4GE

l < Back [ Mext = ] [ Cancel

]

d. Fill in the connection information with Port, Account & Password for VAST Server to connect to the

Matrix Recipient. B VAST Mo Setap

i)

Port:

HTTPS Port:
Account:
Password:

Confirm Password:

Connection Information

Please enter your connection information,

3455

root

(=] =l

< Back Install || Cancel




e. Click Finish to close the installation wizard, and you might want to run VAST Matrix immediately after
installation by selecting the option Run VAST Matrix.

i VAST Matrix Setap ==

Completing the VAST Matrix Setup
Wizard

WAST Matrix has been installed on your computer,

Click Finish to close this wizard,

Launching VAST Matrix

Please follow the steps below to install VAST Matrix Program:

a. Click the desktop icon to start VAST Matrix. When it's begun running, there will be a VAST Matrix tray
icon on the toolbar for the user to configure easily.

532 @l
VAST Mateix

b. The VAST Matrix live view window with multiple types of layout will be displayed. The following shows
32-channels layout.

c. Right-click on the live view window, a function menu will pop up. You may also open the menu by
right-click on the tray icon.

Configuration...
View Sethings. ..
Language 4

Display Client Information
A hont
Fwit
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Configuration

m Connection: Enter the account, password and port information for the VAST Recipient.

= Monitor: It shows the monitor(s) connected to your host. You can select the monitor(s) you wish to
display as the video wall.

m Others

Auto launch at windows startup: Select this option if you want VAST Matrix to launch when windows
starts up in case to avoid the computer reboots by itself and accidentally shuts down VAST Matrix.

Display key frame only: Select this option to display live video with the key frame only in order to save
the bandwidth. It also lowers down the CPU loading and memory usage.

Enable de-interlace: Select this option if your linked device does not support de-interlace function. For

example: VS7100.

Connection | Monitor I Others | connection | Monitar | others | Connection | Manitor | Others

I Fort: 3455 E Use only the checked monitars: Auto launch at windows startup
HTTPS Part 3444 [ W Moritor 1
Account: root
Password: [CLTTYTYY
Confirn Password:  eeessess

[ Ok ] ’ Canicel

View Settings
Please refer to page 237 for detailed illustration.

About
This dialog that shows the version of VAST Matrix and the simple statement of the version copyright.

VAST Matrix 1.12,1.3

All rights reserved, Copyright @ 2009-2016 WIVOTEK IMC,

hitto: f fvewewy vivotek. com

WINVOTEER ivienwer
Please click QR code to purchase.

Product Information

Exit
Click to close the VAST Matrix.

£ fvailable on the
. App Store
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VAST Matrix Management

Once the VAST Matrix Program is setup completely, the next step is to connect the VAST Server with
VAST Matrix Recipient(s). Use LiveClient to log in VAST Server, then click Configuration > Virtual
Matrix Management to configure Matrix Management and Matrix View Settings.

System | Edit | Vi | Configuration | Layout | Help)

ant »
Station Management.__
Logical Tree View Management...

= ! VMS_Station(127. /O Box Management p HX View
- B camera
@ o381 User Management... :Esewer p’, Monto
Association Management...
oo ENEs182 S
arm Manageme:
- 5 FEB191 : !
w FDaa81 Virtual Matrix Management »

Matrix Management...
Matrix View Settings...

- GZD FEO181 Search VivoCam Switches...

e M TPB166| Station Settings '
i [ Recording St

- [ Layout
B yo Box

Client Settings

Matrix Management Settings
Please follow the steps to set up VAST Matrix Recipient(s):

a. Click Configuration > Virtual Matrix Management > Matrix Management to open the Matrix
Management window.

b. Manually enter the Matrix Recipient Info as previous settings, or you click the search button to
search for the Matrix Recipient(s) on the LAN.

The Managed by menu allows you to let a LiveClient instance manage the Matrix configuration. In
normal uses, the configuration is managed by the VAST server. @

VAST_’* Matrix
Server

VAST

LiveClient

c. When the information of the target recipient is filled in, you can use the detect button m to confirm if
the filled information is correct.

d. Click Add, then the recipient will be displayed on the Matrix Recipients list window.

Matrix Recipients
a4 OList. the matrix recipients which are nat inserted -
Mame Address Port Type :
I — (@ List all ratrix recipients
(& Wetrixserver 102.168.6.143 3455  Server E [
- Matrix Recipient List
MALC | Addrass | Model | HTTP Port |
00-18-F3-E9-72-1F 192.168.4,.139 WMFS02 3435
Matrix ipient Info
Managed by: Server - @
Name:
Address:
Port: 3455 ] Bluse ssu
Server Address: |
Account:
Password:
. Y
Model: |

Edit display settings e
Update Close

176 - User's Manual



VIVOTEK - A Leading Provider of Multimedia Communication Solutions

g;

When entering a server address, please avoid entering the XML-related characters: <, >, &, ', and ".

e. Click Edit display settings to set up the viewing interface for the monitors (video wall) connected to
the Matrix Recipient host.

Rotation Interval Time: 10 secondsi3~599) The Matrix View display is capable of executing rotation. The
[Erable de-interlace default interval time is set at 10 seconds.

[ Display key frame arly

[ Ok ] [ Cancel ]

f. If you want to set up more Martrix Recipients, repeat the above steps.

g. If you want to modify the Recipient Info, select it from the list to change settings, then click Update to
enable the new settings.

h. When all settings are done, click Close to exit the Matrix Management page.

&
Due to the limitations imposed by the Windows UAC (User Account Control), you need to right-click on
the Matrix icon to display and "run as administrator," after you close and re-start the Matrix utility.
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Manage VAST Matrix through VAST LiveClient

Once the setup is complete in Virtual Matrix Management, you may go back to the main page of
LiveClient, the connection between VAST Server and VAST Matrix will be working successfully. Then
you can choose Matrix Recipient and the monitor from the drop-down list for the operation control. Some
buttons on the quick access bar will be disabled when you switch from the Live View Panel to Matrix
View Panel.

® Change the layout

As the following picture shows, you can click to change the layout and set new layout group on the
Matrix View Panel using the methods same on the use of the LiveClient. The layout on the monitor (video
wall) will also change synchronizely once you change the layout on Matrix View Panel.

{_System | Edit = View Configuration | Layout | Help |

h— 1'41'7.7-

=) ! WUTK_Station1(192,162.4.189) 1 Live view £f Matric view
= B Camera
@ Qutdoor Nebwork Spesd Dome (192,156.4|| Matrx Rechient: |Redpient_1 & vonitar :
: 1
(D rigtwork Camera(192.166.4.208) Outdoor Network Speed Dome _2010/09/07 PM B
& M Mega-Pixel Netwark Camera(192,168.4.122 ' "'__'!|ﬂ'ﬁ"'?'ﬂ_‘ s Sh |5
P Rrecording Storage : 4

- Layout

1 £/
&

0 @
¥

178 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

m Connection status

If the VAST Server is not able to connect to the Matrix Recipient, the status icon .’will become ﬁ’
and show the reason of disconnecting when you slide the mouse to the connection status icon. The
"Connection Lost" string will be displayed on the Matrix View window as shown below.

10 Live View| Pl Matrx View ‘

Connection Lost!

m Rotation

VAST Matrix is capable of executing rotation by clicking @ You can even select another layout group
on the Matrix View window without stopping the rotation. If you want to adjust the rotation interval time,
please refer to Edit display settings on page 176 for adjusting.

m PTZ
VAST Matrix currently does not support PTZ control.
Eemaove
= Matrix View Menu
Right-click on the window to open the menu. ® Stream |
Remove: Remove the channel from VAST Matrix. Stream
Stream 1 ~ 4: Switch the camera stream between 1 ~ 4. gﬁxi

® Remove All Connections
It's capable of removing all connections from VAST Matrix once by clicking on button.

Matrix View Settings

Click Configuration > Virtual Matrix Management > Matrix View Settings to open the window.

m Media Source

You can choose the path of media source from camera directly or the CMS server to display on Matrix
View.
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m Display Settings

Media Source
@ From camera
Using multicast
i2) From server
From substation
Display Settings
1 Full frame rate
@ Key frame only

To configure Multicast video streaming for Matrix,

Using Multicast configuration help preserve cameras' system resources while streaming video to a
Matrix machine. Before applying the Multicast settings, the related network settings should be properly
configured on the individual network cameras.

1. Open the web console with the individual network cameras.
2. Enter the Configuration > Network > Streaming protocols window.
3. Change the Multicast settings for Stream 1 on each camera.

Note that it is very important to configure a unique Multiple Group address for each camera.
Otherwise, images on the view cells will be overlapped, rendering the Matrix view useless. You can
also configure the unique Multicast video port into a unique number.

System HTTP streaming || RTSP streaming System HTTP streaming | | RTSP streaming

Media Authentication Media Authentiation:
Network Access name for siream 1 live.sdp Network Access name for siream 1: live sdp
General settings ACCess name for stream 2: Ive2.sdp General settings Access name for stream 2 live2.sdp
Streaming protocols Access name for stream 3 live3.sdp Streaming protocols Access name for stream 3; live3.sdp.
DDNS Access name for stream 4: lived.sdp DDNS Access name for siream 4: live4 sdp
Qos RTSP port 554 QoS RTSP port: 54
RTP part for video: 5556 SNMP RTP port for video: 5556
Security RTCF port for video: L/ Security RTCP port for video: 5557
RTP port for metadata 6558 RTP port for metadata: 6556
e RTCP port for metadata: 6557 - ort for metadata 6557
Event RTP port for audio: 5558 Event RTP port for 5658
Applications RTCP port for audio: 5558 Applications RTCP port for audio: 5559
r— “ Multicast settings for stream 1 Recording = Multicast settings for stream 1
Always multicast Always multicast
Local storage Multicast group address: 239.128.1.105 Local storage Multcast group address: 239.128.1.110
Multicast video port 5576 Multicast video port 5578
Multicast RTCP video port: 5577 Multicast RTCP video port: 5579
Multicast metadata port: 6562 Multicast metadata port 6560
Multicast RTCP metadata port: 6563 Multicast RTCP metadata port: 6561
Multicast audio port 8560 Multicast audio port: 5562
Multicast RTCP audio port 5561 Multicast RTGP audio port: 5563
Multicast TTL [1~255] 15 Multicast TTL [1~255]: 15

=+ Multicast seftings for stream 2 = Multicast settings for stream 2

[ Aways multicast [ Always mutticast

Multicast group address: 239.128.1.100 Multicast group address: 2391281111
Multicast video port: 5564 Multicast video port 5564
Muiticast RTCP video port 5565 Multicast RTCP video port 5565
Multicast metadata port: 6564 Multicast metadata port 6564
Multicast RTCP metadata port: 6565 Multicast RTCP metadata port: 6565
Mutticast audio port: 5566 Multicast audio pert: 5566

[ [ RRAT

Note that if you change the adress, the same address for stream #2, #3, and #4 will change
accordingly.
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The 239.0.0.0/8 address range is assigned by RFC 2365 for private use within an organization.
From the RFC, packets destined to administratively scoped IPv4 multicast addresses do not cross
administratively defined organizational boundaries, and administratively scoped IPv4 multicast
addresses are locally assigned and do not have to be globally unique.

When finished with configuration, you can use the Wireshark utility to test the presence of multicast
packets.

If you select the Always Multicast checkbox on the configuration page, multicast traffic will always be
detected whether or not the Matrix settings have been synchronized or started between server and the
Matrix machine.

File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help

Am 2@ LERBRe==zF s EaqaH

(W] £00ly 2 display filter -+~ <Ctel-f> =0 -] Bxpression= | +

Filte: Expression Preferences-+ Label: Apply this filier Filtsr: Enter o display filler -~ [ ok || camae |

o T Sonis Destinatinn Protwol  Length  Inf -
1 0.000000 192.168.6.217 239.128.1.185 upp 1298 5576 » 5576 Len=1256

i Frame 1: 1298 bytes on wire (10384 bits), 1298 bytes captured (18384 bits) on interface @

i Ethernet II, Src: Vivotek_3e:1d:97 (80:02:d1:3e:1d:97), Dst: IPvAmcast_01:69 (81:80:5e:00:01:69)
& Internet Protocol Version 4, Src: 192.168.6.217, Dst: 239.128.1.1@5

» User Datagram Protocol, Src Port: 5576 (5576), Dst Port: 5576 (5576)

» Data (1256 bytes)

0000 91 99 Se 99 81 69 88 82 dl 3e 1d 97 @8 @@ 45 8@  .."..i.. .>....E. -

0010 85 B4 df a9 48 80 8f 11 ce d4 @ a8 86 d9 ef B0  ....@... ........ [

0020 81 69 15 c8 15 c8 84 f8 2c Be 90 e3 5d d@ 11 84  .i...... P P

0030 83 58 23 8e 1f 29 80 88 00 Oe 00 00 01 34 80 00  .X£..).. .....4..

0040 94 d4 68 32 36 35 18 8@ 22 15 @c 57 55 al b3 8@ ..h265.. "..WU... Il

@ 7 multicast stream date-1 || Packets: 27607 - Displayed: 27607 (100.0%) - Load time: 0.0.477 || Profile: Clossic ‘:il

You can choose the display frame rate in the Matrix view as full frame rate or key frame only.
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Search VIVOCam Switches

Use the serach managed switch function to locate and open a web console with the managed
switches. Double-click on the entry found to open a web console.

System | Edit | View | Configuration | Layout | Help)

£
—_— Camera Management 4
IlEI P E Station Management...
. ] Logical Tree View Management...
= B vk _Station119 1/0 Box Management ,
B . Camera User Management...
g SE:ES; Association Management...
w Mega-p Alarm Management...
@M [BE335 Virtual Matrix Management 4
- [ Recording St Failover Management 3
e [ Layout Search VivoCam Switches...
- [ 1/0 Box Station Settings L4
Client Settings 3
Video Enhancement »

VivoCam Switch List

MAC Address Model HTTP Part
00-02-D1-32-A0-D2 192.168.6.126 AW-GEV-2644-370 80
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How to Configure the Station General Settings

Select the target station from the hierarchical management tree, then click Configuration
> Station Settings > General Settings on the menu bar (or right-click the station on the
hierarchical management tree and select Station Settings > General Settings). The Station

General Settings window will

pop up.

BIEJEIEAE

- Bl yms_station(127.

o (N B938L
& roe3s
= FEB182
@@ Fes101
- &) FDo3e

... & Feo18l
B b Recording 5t
£ Py Default

---CZD FE8101

@ roozsL

Station Settings 3
lent settings 3

EX — Bvus_sttion(127.2
- B camera

Camera Management 3
Station Management...

Logical Tree View Management...

I/O Box Management 3
User Management...

Association Management...

Alarm Management...

Virtual Matrix Management v |F
Failover Management 3
Search VivoCam Switches...

Video Enhancement 3

-EHTV

[ —

( System | Edit | View | Configuration | Layout | Help )

|5 <[>
v

Network Se
Recording Storage Settings
Recording Schedule Settings
Scheduled Backup Settings

Server Settings 3
Relay Settings

01l
Camera Management

o FEQ39 Station Management._.

o FE919 Logical Tree View Management...
o A 3_192 /O Box Management
-- B Recording § User Management...
- 1/0 Box Association Management...

Server Settings

In this section, you can modify th

Log Settings

Alarm Management...
Virtual Matrix hManagement
Failover Management

Search VivaCam Switches...
Station Settings

Find...

‘Output Streaming URL
Output Camera List
Get PublicIP

e Station Name.

In this section, you can set up Log Settings for the station.

The VAST server allows user to search for the recorded
log through VAST Playback. For more information,

please refer to How to Search L

m | og level: Select High (only record high-level logs),
Normal (record high-level and normal-level logs), Low
(record all logs). For detailed information about log

ogs on page 313.

levels, please refer to page 314.

m Reserve Time: Enter the time interval that you want
to reserve the log record. The maximum value is 365

days.

General Settings
Recording Storage Settings
Recording Schedule Settings
Scheduled Backup Settings

Server Settings 3
Relay Settings

¥ Station General Sething

Server Setting

Station Mame: '|_|'"'|_|"T|‘=:: Stationl

Loqg Settings

Log Lewvel:

Morrnal b

Reserve Time: : day(s)

L_ox

J[ Cancel J
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How to Configure Station Network Settings

Select the target station from the hierarchical management tree, then click Configuration
> Station Settings > Network Settings on the menu bar (or right-click the station on the
hierarchical management tree and select Station Settings > Network Settings). The Network
Settings window will pop up.

4 LiveClient

(_System | Edit | View | Configuration | Layout | Help )

[0 ] [ 0 vy ’ ‘@ B

Logical Tree View Management.

2 B vms_station(127.
- B Camera

(@ 189381

& ros3se
= Fem18z
@ FeB19]

- & FDO381
@ FE9181,

o B Recording St
= By Defaut]
o (M TE

' Fl Video Enhancement

| \_1 erver ings r
m_f" ettings | ¥ Network Sethings @
"

5 ‘lnx View|

Station Settings v ‘ Network Settings

Recording Schedule Settings

i@ FesLol
& Fp93B1-EHTY

- B Camera

@ Feo3g

@ re01g

[~ JERE-

@ [ Recording §
B yoBox
B Layout

R oo Em——
camer Part Settings

Server port: 3454

RTSP port:  [554 e

PP Settings
[Enable UPAP port: forwarding

[CJEnable UPAP presentation Apply

4

Output Streaming URL
Output Camera List

T - Prosy Settings
POI’t Settlngs [CIEnable Proxy

m Server port: The default server port is set to 3454. If you change
the server port, please enter the new value while logging the
LiveClient next time. Fort:

m RTSP port: The RTSP (Real-Time Streaming Protocol) controls the | User Name:
delivery of streaming media. By default, the port number is set to

IP Address:

Passward:
4543.
U P n P Settl ngs Wb Access Settings
® Enable UPnP port forwarding: For client to access the VAST Server e Enetle e Access
from the Internet, select this option to allow the server to open ports

on the router automatically so the video streams can be sent out
from a LAN. To utilize of this feature, make sure that your router
supports UPnP™ and it is activated.

= Enable UPnP presentation: If you select this option, shortcuts to
VAST Server will be listed in My Network Places.

Proxy Settings

In this section, you can enable, modify, or cancel Proxy Settings for VAST Server if your network
devices are set up under a proxy.

Web Access Settings

User can access VAST LiveClient and Playback via Internet web browser
(http://IP address:3454). For local host --> http.//127.0.0.1:3454. See page 153 for
Windows AD account information.

Bask Account
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How to Edit Recording Groups

By default, all devices are assigned to the default recording group. You can manually remove
a device from the default recording group. However, only those devices which belong to a
recording group can produce recorded media files.

Another purpose of setting recording group is that you can divide all the managed devices into
several recording groups, and for each recording group, you can assign several hard-disks (with
recording paths) to store media data. The live media data will be stored in the first assigned
hard-disk initially, and when the available space of the first hard disk reaches the preset
reserved space limit, the media data will be stored in the second disk and so on. If the available
space of the last disk reaches the reserved space limit, the recorded files in the first disk will be
overwritten with the new media data. This procedure is called "Cyclic Recording".

Recording Storage Settings

Please follow the steps below to set up recording groups for a station:
a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Recording Storage Settings on the menu bar (or right-
click the station on the hierarchical management tree and select Station Settings > Recording
Storage Settings). You can also right-click DefaultGroup under the station and click Recording
Storage Settings since all devices are assigned to the Default Recording Group by default.

(R Evechent

(_ System | Edit | View | Configuration | Layout | Help )

o)l < BRI

Logical Tree View Management
= vMS_smt»on(lZ?. /0 Box Management v o

User Management

Association Management...

Alarm Management...

Virtual Matrix Management

Failover Management

Ussa]
Search VivoCam Switches)
i

tation settings

Client Settings

Video Enhancement

Scordn Saviete
Scheduled Backup Settings
Server Settings

- G3D FES101
- & Fpo3sL-EHTV

= B wwTK Station1(127.0.0.1)
w - [ Camera

Camera Management

Station Management...
@@ FE019 Logical Tree Wiew Management...
B 319z /O Box Management 4 |
Recording § User Management...

H - 10 Box Association Management...

Alarm Management...

Virtual Matrix Management 3
Failover Management 3 .-

Search VivoCam Switches...
_—

General Settings
Metwark Settings '

Recording Schedule Settings
Scheduled Backup Settings

Station Settings

Find...

Qutput Streaming URL
Qutput Camera List
Get PublicIP

c. The Recording Storage Settings window will pop up.

"
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Default Storage Group Settings

The following example shows the default storage group settings. You can click Rename to modify the
group name or click % Delete to remove the default settings.

Storage Group: |Defau|tGr0up El

Paths in Storage Group

Recovery  Storage Path Storage Information
Toal $16.15 Gaytes
Reserved: 91.00 GBytes
Free: 70573 GBytes

d. The default recording path is D:\Recording. The total space and free space of the disk is shown on
the right for reference.

e. Add Local Path: Click to add another recording path on your local computer. A Select Path dialog
will pop up as shown below. When all settings are complete, click OK to enable the settings, or click
Cancel to discard the settings. The default reserved space is 10% of the disk volume.

f. Add Network Path: Click to add a networked storage for recorded data. Please refer to page 214
for detailed information about how to add a new network storage server. Then double-click the Path to
assign a specific folder as a new recording path.

Select Network Storage Server |§|
===
&4 Select Local Path Jrage Server List:
e p dre " ma - count
- $RECYCLE.BIN i 192,168.5,122 192,168.5,122 ritali

[ imibrowser
[#-2011-11-07

- AITEMP

G CAMERA

[ Cormputex_2-13
[+ Digi-Carn

[ Direct¥

[ Downloads

[ driver

| - Eric
[+ Eric_desktop 3
i < i | r i Ok, ”_ Close ]
s ] [ BEEIE ] [Rename... ]] | ¥ Select Network Path |X|
Path: E: = 41192,188.5,122
&

i Type: @ Storage Path () Recowery Path

Storage Irformation
Total: 488,29 GBytes Free: 131.66 GBytes

Reserved: 43 E GBytes

Click those buttons to modify the file
folder under D:\

gg

Note that the reserved space is the comparatively

Path: |\\192.168.5.122\NAS

Space
small amount _of storagg space saved for data ot o5 Geyes e 7o1 coytes
transacjuon during recording cycles. Th(_a reserved Reserved: [2 |3 coytes
space is not the storage space configured for
video recording.
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g. To modify the settings of a path, select the path from the list, then click Change settings to modify.

h. To delete a path, select the path from the list and click Delete path. A warning dialog box will pop
up as shown below. =

é Changing the address settings may tempaorarily pause recording and scheduled backup to apply the new settings. Are you sure you want to continue?

.

i. By default, all devices are assigned to the Default Recording Group in the window on the right. You
can select device(s) from the list and click <- to delete device(s) (or right-click the device under
DefaultGroup tree to delete it). Note that a Delete Camera dialog box will pop up. Click Yes to delete
the device along with the recorded data; click No to delete the device but retain the recorded data;
click Cancel to cancel the delete action. Please note that only those designated devices can record
videos.

j- Click -> to add devices to the DefaultGroup.

@ Delete recorded data older than |7 E‘ day(s)

Cameras in Storage Group

Available Cameras: Added Cameras (6/256):

1B9381-HT

Group MName Address FDE36E EHTV

W 1B9381-HT 192.168.6.170 FEB182

& FD236B-EHTV 192.168.6.233 FE8151
FDO381-EHTV

L4 FEB182 192.168.6.209 FE9181-H

& FEB191 192.168.6.177

L FD9381-EHTV 192.168.6.109 ||

W FEG181-H 192.168.6.105

U o

E| ------ F= Recording Storage
- P DefaultGroup

‘ é Are you sure you want to delete this camera from the recording group along with the recorded data?

Manually Begin Recording

[ ves |[ mo || cancel

k. Delete recorded data older than the duration: If you only want to retain recorded data for a duration,
check this item and enter a number of day(s). In addition, since VAST Server will do "cyclic recording”
automatically, the oldest file will be overwritten by the latest one when the maximum capacity is
reached.

I. When completed, click Apply to confirm and save your settings. If you want to cancel all of your
editing, click Restore to return to the previous settings or click close to discard the settings.
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Add New Recording Group(s)

If you want to add a new recording group, click Add to give a name to the new recording group,
which will be displayed on the drop-down list.

The following is an example of recording group list.

Storage Group: |yl |@| |f ‘ |@|

Paths in Storage
IR

Recovery Storage Path

Recording Group 1

Group Mame:

ok | [ cancel |

D:\recording Total: 916.15 GBytes
Reserved: 91.00 GBytes
Free: 44934 GDBytes

Delete recorded data older than El day(s)

Cameras in Storage Group

Available Cameras: Added Cameras (6/256):
1B9381-HT
Group Mame Address = BEHTV
L 4 1B9381-HT 192.168.6.170 FEB182
"4 FDB36B-EHTV 192.168.6.233 FE8191
FDQ381-EHTV
L4 FEB182 192.168.6.209 FEO181-H
L4 FEB191 192.168.6.177
L 4 FD9381-EHTV 192.168.6.109
L 4 FE9181-H 192.168.6.105

Please refer to the following limits when you set up recording group(s):
® The maximum number of devices in a recording group is 64-CH. Please refer to the system requirements of the
software.

® One recording group can be assigned with several recording paths and perform cylic recording; while one
recording path should only be assigned to one recording group.
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Multiple Stream Recording

Since software revision 1.12, a camera's stream can be recorded to different storage paths, e.g., the
server's internal storage and a Network Attached Storage. If hardware should fail (such as H.D.D. failure)
on the VAST server, video can still be retrieved from other storage devices. This feature provides fault-
tolerant redundancy for stream recording.

Functional Requirements:

1. Each camera can be configured into multiple Recording Storage Groups, and has individual
configurations in each storage group.

2. Separate recording schedules can be configured for each camera in different storage groups.

3. Schedule Backup Settings:
As shown below, when configuring a Schedule Backup, each camera in different storage groups will
be listed as individula entries. You can select to back up only one of the recording streams.

'\; e
[¥] Enable schedule backup
Select Backup Source

) AllCameras @ Selected cameras

189381-HT (DefaultGroup)

I Add Gl = -
ame ress g 1B9381-HT (Recording Group 1)
FDO381-EHTV 192.168.6.109  DefaultGr
FE2181-H 192.168.6.105 DefaulGr
P8166 192.168.6.160 DefaultG
IBO381-HT 192.168.6.170  Recording _
aF— T o
Backup Schedule
=
Backup time : 12 [5]: 00 [£]
-—<_

Select Backup Target

Path: E:\recording Browise
M

Delete old backup data if space i insufficient

Other Options
Back up events only  Pre-event time: E second(s) (2 ~ 20}
Post-event time: El second(s) (2 ~ 20}

o) (o]

4. By default, every camera is recruited into the Default Storage Group. You can select a camera from
the device tree, right-click to select Camera Management > Update camera.

03 Live View | £ Matrix View

FES181-H

- . Camera

E 1B9381-HT(192.168.6.170)
= FEB182(19: Delete
@S FEB191(192 Refresh
& FD93BLEH|  CameraSettings _
o FEO181-H(1 Camera Management 3
EM 1P8166(192
- D Recording Storag QOutput Streaming URL
o [ DefaultGrou Send to Talk Panel
- Recording Group 1
(- - Layout

Insert Camera...
Update Camera...
Delete Cameras...

Camera Configuration...

You can configure different video streams for different storage groups.
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In here, you can configure the recording parameters for different storage groups. Note that you should
only enable Seamless Recording or Active Adaptive Stream in one of the storage group. Applying
these two functions on multiple streams can over-stress the camera.

g ]

Camera List
s
=-- B VMS_Station(127.0.0.1)
© -~ (DN 1B9381-HT(192.168.6.170]  Camera Name: 1B9381-HT
FES182(192.168.6.209) [
FEB101(192.168.6.177) RS 1921686170 | [&f]
FDO38B1-EHTV(192.168.6.1  podel Name:
: FEO181-H(192.168.6.105)
L. (M 1P8166(192.168.6.160) MAC Address:

| Connection Settings Recordng setings
Storage Group: |DefaultGroup

Basic Se
Recording Stream: 1 E' Enable seamless recording

ting:
Pre-event Time: 10 % seconds(3-15)
Post-event Time: 10 El seconds(10-60)

Acﬁvem

NS

e — L m

5. When performing Instant Replay or Instant Playback, the system will poll the first available storage
group only. If video is not available in the first storage group, playback will fail.

Note that Multiple Stream Recording is not supported when access is made via a web console. From
a web console, playback displays the stream that last joined the recording storage group.

When the stream recording takes place on any of the camera's streams, the red indicator will light on
on the camera's view cell.
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How to Edit Recording Schedules

After editing recording storage settings, you can begin to edit recording schedules for the
devices in a recording group. By default, all devices are assigned to the default recording
schedule (Please refer to the default time frame settings on page 195). Therefore, once you
insert a device to the station, the VAST Server will begin to record live video according to the
default recording schedule. You can also manually remove a device from the default recording
schedule. Please note that you cannot assign recording schedules to those devices which
have been deleted from a recording group.

The following is an illustration of a set of recording schedules, which are composed of several
time frames. Each time frame has its own time segments, period of time, repeat interval, and
recording mode. You can create different recording schedules with simple or complex time
frames based on your needs.

Devices in Recording Group

ﬂ o— —o Time Frame a
8 ’ o— —o Time Frame b

— Recording Schedule 1 —

o— —o

.
o— L— Time Frame n
.

.
L]
g ° Time Frame y

Recording Schedule N

(© ]
st

Time Frame z

In addition, you can arrange the priority of each time frame according to its importance. The
recording schedule with the highest priority will be applied first. This capability is very useful
because you can specify a new time frame with the highest priority temporarily without modifying

the other time frames.

Features of the recording schedules:

m Each device can be assigned to only one recording schedule.

m Each recording schedule may contain many time frames.

m Each time frame has its own repeat frequency and recording mode.

To save time editing recording schedules and time-frames, we also provide a useful template
function to save your time on schedules/time-frames settings. That is, you can save a specified
schedule and download it as a template for future use or upload a well-arranged schedule
template designed by others.

Please note that after you save the recording settings in the server, the recording schedule will
begin automatically according to your settings.
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Edit Schedule List

Please follow the steps below to set up the recording schedules:

a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Recording Schedule Settings on the menu bar (or right-
click the station and select Station Settings > Recording Schedule Settings).

(System | Edit | View | Configuration | Layout | Help )

=B VMs_station(127.

@ Bo3st

FDB36
i FEB18Z
@ rEs1O:
@ rpo3s;

Association Management...
Alarm Management...

Camera Management
B camerz g
FE939 Station Management..
g
8D FE9G Logical Tree View Management...

G B 310 1/0 Box Management 4
= [ Recording § User Management...
Association Management...
B 10 Box s

- B ayoue Alarm Management...
Virtual Matrix Management 3
Failover Management 3
Search VivoCam Switches...
Station Settings > General Settings

Network Settinas
Recording Storage Settings

Find...
Output Streaming URL l

Output Camera List |
Srhadilad Rarlkin Cattinae

c. The Recording Schedule Settings window will pop up. By default, all cameras under the station are
assigned to Default Schedule, Default Time Frame, and Default Camera List.

Add Schedules

d. To add a new recording schedule, click Add to enter a name in the Schedule Name dialog box for the
new schedule. Click OK to confirm the settings or Cancel to discard the settings. The new recording
schedule will be displayed on the schedule drop-down list.

Rename Schedules

e. To rename an existing schedule, select the schedule from the schedule drop-down list and click
Rename. A Schedule Name dialog will pop up for you to fill in a name for the new schedule. Click OK
to confirm the settings or Cancel to discard the settings. The new recording schedule will be displayed
on the schedule drop-down list.

Delete Schedules

f. To delete an existing schedule, select the schedule from the schedule drop-down list and click Delete.
A Remove Schedule dialog box will pop up. Click OK to confirm or Cancel to discard the settings.

. =

Load Template ][ Save as Template ] ‘

a Recordi-r; Eedul'e Settings for

nl
[ Add rRenameI Delete

@ Confirm X

Schiedule List: |Defau|t Schiedule
I

é Are you sure you want to delete the schedule GateCamera?

i o' i [ Cancel J
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Load/Save Schedule Templates

g. If you have a schedule template with time frame settings, you can upload it to simplify the editing of
the schedule. Click Load Template, and a Load File dialog box will pop up. Select the template file
and click Open to load.

h. If you want to save a schedule as a template for future use, select the schedule from the schedule

drop-down list and click Save as Template. A Save File dialog box will pop up for you to save the
template file.

8 Recording Schedule Settings for VVWTK_Stationl @

Schedule List: | Default Schedule E” Add ][ Rename ][ Delete [Load Template || Save as Template

@ Load file
Look, jr: I@ My Documents

) #y Music
Mv Pictures

My Fecent
Documents

€

Desktop

x| o« ®E ey E-

My Documents

o

My Computer

by Netwark, File name: I j Open I
Places
Files of type: ITimeT able template(™.tc) j Cancel |
A

m Sawve file
Save in: IM_I,I Dacumnents j = £ FE-
@My Music
My Pictures
Iy Recent
Documents
Desktop

ty Documents

8

ty Computer

by Netwark File harne: I j Save I
Flaces

Save az lype: ITimeTabIe template(”.tc] ;I Cancel

!
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Edit Camera List

Please follow the steps below to assign a device to a recording schedule:
a. Select a recording schedule on the schedule drop-down list.
b. By default, all devices under the station are assigned to the Default Schedule.

c. Click << to remove devices from the Default Schedule. Click >> to add devices to the Default
Schedule.

d. Click Apply to confirm or Close to discard the settings.

a Recording Schedule Setngs fc;r WVTK Stationl ———— - @
Schedule List: |Defau|t Schedule |—v][ Add ” Rename ” Delete ][ Load Temnplate ][ Save as Template ]

I Time Frame List

Recording Settings
Time Frame Rule _
Recording Mode:
Always wieekly Setting (Day-based)
Triggers
Motion PIR Tarmpering
[¥IP-PTZ  [¥Line Crossing V] Field Detection
Digital Input
| () Traditional Recording
[ Trigger State [ IMarmal State
[ add ” Edit ” Delete ] [ Up ][ BT ] @ Recording fram DI activated to OI normal

() Recording from DI normal to DI activated

Camera List E
Mamne address Group Scheduls Miaga-Pixel Matwnrk Camers

wireless camera

Mega-Pixel Metwork Camera
Meqga-Pixel Network Camera
Meqga-Pixel Network Camera

Mega-Pixel Me... 192.168.4.121  DefaultGroup YEs
Wireless camera  192,168.6.143  DefaultGroup Yes
Mega-Pixel Ne.., 192,168.0,127  DefaultGroup Yes
Mega-Pixel MNe... 192.168.6.217  DefaultGroupn Yes
Mega-Pixel Ne.., 192.168.6.101  DefaultGroup Yes

Apply Close

b — e J

=
If you add a Network Device that does not belong to any Recording Group, a warning dialog will pop up as shown

below. For more information about how to set up Recording Group(s), please refer to Recording Group Settings on
page 185.

Camera List

Mame Address Group Scheduled 1 pZ71s1
1 PZ7131 192.168.3.247 | DefaultGroup | Yes
2_1P8161  172.16.200.40 Mo

Q The carmera is not in recording group.

[ Apply ][ Close ]
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Edit Time Frame List

Default Time Frame: Weekly (Day-based), Mon.~Sun., 24-hour, continuous recording

W i T T o e
a Recording Schedule Settings for VWTK_Stationl _ @

—
| Schedule List; |Defau|t Schedule B[ Add ” Rename ” Delete ][ Load Template ” Save as Template ]

I Time Frame List

Recording Settings
Time Frame Rule _
- Recording Mode:

Blweays wieekly Setting (Day-based)
Triggers
Motion PIR Tampering
[¥Ip-PTz  [¥Line Crossing  [¥IField Detection
Digital Input

| () Traditional Recording
DTrigger State [ |Mormal State
[ add " it [ Delete ] [ Upn " Dt ] @ Recarding from DI activated to Ol narmal

Click Edit to open the Default Time Frame settings page as shown below.

P
Time Frams _m

Time Frame Mame:  Always [
Load Template ] [ Save as Template ] [ Save ]

Repeat Frequency: [Weekly Setting (Day-based) -

Weekly Setting (Day-based)

Set time segments it a 24-hour day, Multiple segments are allowed,
|
PSRN e

Start Tme: 00 5| 00 [

End Time: 23 E 33 E [ Add ] [ Delete ]
|
Repeat on: [[|Sunday  [CIMonday  [C]Tuesday  [|wednesday [ Thursday  [ClFriday  [T]Saturday
b
Range [
Start: End: O 2013/ 710 -
@ Mever Stop
Repeat every l_E Wieeki(s)
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Add New Time Frames

Please follow the steps below to add new time frames to a schedule:

a. Select a recording schedule from the drop-down list.
b. Click Add to open the Time Frame Settings window.
a Remrdi%ﬁedule%sform -—— - @J

H [ Add ” Remarme ” Delete ” Load Termplate ” Save as Termnplate ]

I Time Frame List

Schedule List:

Recording Settings

Tirme Frame Rule )
- Recording Made:
Blweays wWieakly Setting (Day-based)
Triggers
Mation PIR. Tampering

[¥1p-pTZ  [V|Line Crossing  [V|Field Detection

Digital Input

() Traditional Recarding
[“ITrigger State [ |Mormal State

ﬂ add m Edit " Delete l | Up ” Dzt | @ Recarding fram DI activated ta DI normal

c. Enter a name for the new time frame.

d. If you have a time-frame template, you can upload it to simplify the editing of the schedule. Click Load
Template and the Load File dialog box will pop up. Select the template file to load.

e. To edit the new time frame, select a Repeat Frequency from the drop-down list and edit the time
segments, applicable days, applicable period of time, and repeat time interval. For the detailed settings
of each repeat frequency, please refer to The Concept of Repeat Frequency on page 199.

f. When completed, click Save to enable the settings.

g. If you want to save this time frame as a template for future use, click Save as Template. A Save file
dialog will pop up for you to save the template.

Time Frame Mame |Time Frame 2 Load Template Save as Template I Save
e Repeat Frequency |Weeklv Setting (Periods in a week) V|

Weekly Setting (Periods in a week)

Set time seagments in a week, Multiple segments are allowed.

Start Time - v
End Tirme : : [ add | [ Delete J

Range:

Start 2010/ 1/27 ~|  End O 2010/ 1/2F v

(&) Mewer Stop

Repeat every > weekis)
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h. If you want to add additional time frames to the schedule, repeat the steps above.
i. Close the window when you finish the time frame settings.

j. Back to the Recording Schedule Settings window, the new time frame will be displayed on the Time
Frame List.

k. If you want to edit an existing time frame, select if from the Time Frame List and click Edit to set up.
. If you want to delete an existing time frame, select if from the Time Frame List and click Delete.

m. If you want to change the priority of a time frame, select it from the Time Frame List and click Up or
Down to shift its position. The time frame on the top of the list has the highest priority.

f@ Recordi;;a:;edu[e Se?r‘lgs for VWTK_Stationl —-——— - @
Scheduls List: |Default Schedule E“ Add ][ Renarmne " Delete ][ Load Ternplate " Save as Template l

i Time Frame List

Recording Settings

Time Frame Rule )
- Recording Mode:
0 Alweays Weekly Setting (Day-hased)
Motion PIR Tampering
WIpFTZ  [VLine Crossing  [¥]Field Detection
Digital Input
() Traditional Recording
0 ™ Trigger State [ IMarmal State
@ Recarding from DI activated to DI narmal
Add Edit Delete ]] | Up ” Do () Recording from DI normal to DI activated
|
|| Camera List
[l -
Marme Address Group Schedule Mega-Pixel Matwork Camera
| Wireless camera
(| | MegaPixel Me... 192.168.4.121 DefaultGroup Yes Mega-Pixel Metwarl Camera
|| | Wireless camera 192.168.6,143  DefaultGroup Yies Mega-Pixel Netwark Camera
Mega-Piuel Me... 192.168.6.127 DefaltGroup  Yes Mega-Pixel Network Camera
Mega-Pixel Me,,, 192.168.6.217  DefaultGroup Yies
Mega-Pixel Me,.. 192,168.6.101  DefaultGroup s l
||
< | m 3
Apply ][ Close "J
1

Recording Settings

n. Select one of the following Recording Modes for the time frame:
= None: No recording action.

m Continuous: 24-hours continuous recording. If you want to enable Activity Adaptive Streaming,
please refer to page 188 for detailed illutration.

m Event: The server will start to record only when an event is triggered. The recording time length
depends on the settings in Recording Storage Settings. The default time length is 20 seconds (10s
pre-event time plus 10s post-event time). Please refer to page 187 for more information. For more
information about event catagories, please refer to page 307 for detailed information.

0. Select Trigger Source(s): Motion Detection, Line Crossing, Field Detection, PIR, Tampering Detection,
and P-PTZ (Auto Tracking).

p. Digital Input: See next page for more information.
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The Digital Input signal triggers can be configured as follows:

1. Traditional Recording: can be triggered when the DI enters the Trigger State or the Normal
State. If thus configured, the recording task will end when the post-event recording time is
reached.

2. The recording starts when Dl is triggered, and will end when the DI signal returns to Normal.
3. The recording starts when Dl is Normal, and will end when the DI signal returns to Triggered.

4. The DI-triggered recordings also include the appended lengths of pre- and post-event recordings
(default is 10 seconds). Therefore, the length of DI-triggered recording is as follows:

DI triggered DI returns to Normal state

Pre-recording Post-recording

An example for the configuration can be: the recording starts when a door is opened (DI triggered),
and the recording stops when the door is closed (DI returns to normal).

=
When connected, a camera's Digital input signal is automatically detected as pulled-high or pulled-low.

Users should then designate the current state as Normal or Trigger. The configuration page is found in
Configuration > Application > Digital Input on a web console.

Applications > Digital input

Digital input
Mormal status: @ High ) Low
Current status: High

g. Click Apply to confirm the settings. Then close the window when you finish the recording schedule
settings.
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=
The following diagrams show the frame rate variation of two recording modes:
1. Continuous recording + Activity adaptive recording (helps save bandwidth and storage)

y #007 %

Bandwidth
7N

> Time
| frame ---> Full frame rate ---> |frame
Continuous Recording
2. Event recording

Bandwidth : :
1 1
1 1
1 1
1 1
1 1
1 1
1 1
' ' > Time

No recording data ---> Full frame rate ---> No recording data
Event Recording

The Concept of Repeat Frequency

VAST offers the following types of repeat frequency. The definition of each type is listed in the
following table:

Repeat Frequency Discription

m Specify arbitrary time segments within a day,

BeilpSeting m Repeat the segments every N days in the specified period of time.

m Specify arbitrary time segments within a day,
® Apply only on selected days of a week,
m Repeat the segments every N weeks during the specified period of time.

Weekly Setting (Day-based)
(Default Time Frame)

® Specify arbitrary time segments within a week,

Weekly Setting (Periods in a week) ® Repeat the segments every N weeks during the specified period of time.

m Specify arbitrary time segments within a day,
Monthly Setting (Day-based) ® Apply only on selected days of a month,
m Repeat the segments every N months during the specified period of time.

® Specify arbitrary time segments within a day,
Yearly Setting (Day-based) ® Apply only on selected days of a year,
® Repeat the segments every N years during the specified period of time.

User's Manual - 199




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Repeat Frequency: Daily Setting

To set up daily repeat frequency, please configure the following items: Daily time segments, applicable
period of time, and repeat time interval.

Time Frame |X|
Time Frame Marne | | [ Load Ternplate ] [ Sawve as Template ] [ Save J
Repeat Frequency | |BE == ys
Daily Setting
Set time segments in a 24-hour day, Multiple segments are allowed, Daily time segments
100 [ 720 1530 e s (76T [0 [ e (1) [ (920 (31 1) 8] (160 17 [181 9] 200 210 220231 | "You can drag the daily
Daily timeline control bar timeline bar for more
Stait Thne % % than one time segment
per day.
End Time E E | add | [ Deete |
Range:
Start End O Applicable period of
(& MNewer Stop time
r h | H H
[Repeat every Il_[ o~ Dayis) ) | Repeat time interval

Set up daily time segments

You can specify several time segments within a day. The numbers 0~23 on the hourly timeline control
bar (the purple rectangles) represent the 24 hours in a day.

There are two ways to define time segments: one is to use the computer mouse to manipulate the
timeline control bars; the other is to fill in the precise start and end time values in the corresponding
fields.

Add time segments: Choose either step 1 or step 2 to set up
1. Use the mouse to drag the timeline bars:
a. Left-click the daily timeline control bar (the purple rectangles) and drag the mouse.

b. The corresponding time segment will also appear in the Start Time and End Time fields. Click Add,
then the red timeline bars representing new time segments will appear as shown below. You can
drag multiple time segments within a day.

In the following illustration, the yellow arrows show the dragging direction of the mouse. You can
drag from left to right or the opposite.

Start Time 2 :
End Time ¥, E, Coadd Delete
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2. Fill in the precise Start Time and End Time:
a. Directly enter the value in the Start Time and End Time fields, then click Add.
b. The corresponding red timeline bar will automatically appear as shown below.

e ™

Start Time 2 :
ErdTme [19]% (00|32 T add | [ Delete |

Delete time segments: Choose either step 1 or step 2 to set up

1. Use the mouse to erase the timeline bar: Right-click on an existing red timeline bar and drag the

mouse. A green timeline bar representing the deleted part of the time segment will erase the red bar as
shown below.

In the following illustration, the green arrows show the dragging direction of the mouse. You can drag it
from left to right or the opposite.

-------w-----

Start Time ; - %
End Time ¥, 3

Start Tirme E; 3
EndTime |14|% 0|32 |_add | [ Delete |

2. Use the delete button to remove the entire timeline bar:

a. Click an existing red timeline bar or left-click the daily timeline control bar (the purple rectangles)
and drag the mouse.

b. The corresponding time segment will appear in the Start Time and End Time fields.
c. Click Delete, and the selected timeline bar will disappear.

tart Time E; 2
End Tirne: E; E Add
--------“------------

Start Time £ :
End Time : i | add | [ Dekete |

| Add i[ Delete ]
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Set up applicable period of time

For repeat frequencies, you can set up the applicable date and period of time for the time frame.
a. Specify the start date and time in the Start field. A calendar date selector will appear when you click
on the drop-down list of date. Click € or * to select the month, then pick a desired day in the

b. Specify the end date and time in the End field if you have an end time for applying this time frame. If
you do not have a terminating time for this time frame, select Never Stop.

1jz6/2010  » |

wer Stop

January, 2010

Sun Mon Tue WethJhu B 5ak

Repeat| -7 = = =0 - 1\
3 4 5 & 7 )
10 11 12 13 14 15

17 15 19 20 21 22 23
24 o5 [ER 27 28 29 30 ) )
e Click to select a month from the drop-down list

[ ITeday:1/26/2010 ————— Click here to move the focus to the current date

AN

N

Click to select a year

Set up repeat time interval

The repeat time intervals is "every N day(s)" as shown below. Repeat every 1 day means the time frame
would apply for every day within the period of time.

Repeat ewery |1 : Daw{s]l'

202 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Repeat Frequency: Weekly Setting (Day-based)

To set up Weekly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable days within a week, applicable period of time, and repeat time interval.

Time Frame |z|

Time Frame Marme | | [Load Template J [Save as Template ] [ Save ]

Repeat Frequency || IR g piREE aEE=Te)]

| S

Weekly Setting (Day-based)

Set time searnents in a 24-hour day, Multiple segrments are alowed,

{707 [0 720 190 0 [7sT 6T N (e a0 [l [ (2] 31 [a) s) e A e 9] 200 210 220 1230 Daily Time segments

Daily timeline control bar (24h) *You can drag more
Start Time (00] 3 [00] 3 than one time segment
End Time .3 .: [ Add ] [ Delete ] per day'

[Repeat on [Isunday [CMonday [Tuesday [Cwednesday [Thursday [CIFriday  [C]Saturday ]—— Appl_lcable days
within a week

Range:
Start End O Applicable period of
&) MNever Stop time
| Repeat every |1 |3 Wesk(s) —+ Repeat time interval

Set up daily time segments

Please refer to page 200 for detailed instructions.

Set up applicable days within a week

For repeat frequency--"Weekly (day based)", you can apply the time segments only on selected days of
the week.

Repeat on [JSunday [IMonday [Tuesday [Iwednesday [Thursday [Friday [ Saturday

Set up applicable period of time

Please refer to page 202 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N week(s)" as shown below. Repeat every 1 week means the time
frame would apply for every week within the period of time.

Repeat every : Wieek(s)

User's Manual - 203




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Repeat Frequency: Weekly Setting (Periods in a week)

To set up Weekly (Periods in a week) repeat frequency, please configure the following items: Time
segments within a week, applicable period of time, and repeat time interval.

Time Frame |z|
Tirne Frame Mame | | [Lclad Template ] [Save as Template ] [ Save J
Repeat Frequancy | EEH RSN
Weekly Setting (Periods in a week)
Set time segrnents in a week. Multinle segments are allowed.
Weekly timeline control bar Time segments within
O 0 (92 1530 ) 1S O 8 ) 21 ) (1) s ) ) (19 20 2 (221 2w | | @ week
Daily timeline control bar (24hr) thYOU can t‘_j"ag more )
! = “ an one time segmen
Start Time - v
per week.
End Time s £ [ Add ] [ Delete J
Range: ) )
Applicable period of
et © e
&) Mever Stop
[Repeat EVEry S Wieek(s) } Repeat time interval

Set up time segments within a week

You can specify several time segments within a week. The weekly timeline contol bar represents the
7 days of a week, and the daily timeline contol bar represents the 24 hours in a day. The daily timeline
control bar is only valid when one of the days on the weekly timeline control bar has been selected.

There are two ways to set up time segments: one is to use the computer mouse to draw the timeline
control bars; the other is to fill in the precise start and end time value in the corresponding fields.

Add time segments: Choose either step 1 or step 2 to set up

1. Use the mouse to drag the timeline bars:
a. Click on a day on the weekly timeline control bar. The selected bar will turn green.
b. Left-click the daily timeline control bar and drag the mouse.

c. The corresponding time segment will also appear in the Start Time and End Time fields. Click Add,
then the red timeline bars representing new time segments will appear as shown below. You can
drag multiple time segments within a day and a week.

In the following illustration, the yellow arrows show the dragging direction of the mouse. You can
drag from left to right or the opposite.

Start Time | Monday v F 3 G
End Tirme s s P Aadd Delete
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2. Fill in a precise Start Time and End Time:
a. Directly select a day and enter the value in the Start Time and End Time fields, then click Add.
b. The corresponding red timeline bars will automatically appear as shown below.
The following is an example of an extended time segment from Mon. 8:00 to Fri. 19:00.

e Start Time Monday v 082 00| %
End Time B

A I [ Delete J

Delete time segments: Please refer to page 201 for detailed instructions.

Set up applicable period of time

Please refer to page 202 for detailed instructions.

Set up repeat time interval

Please refer to page 203 for detailed instructions.
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Repeat Frequency: Monthly Setting (Day-based)

To set up Monthly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable date(s) of a month/ day(s) of a week, applicable period of time, and repeat time

interval.
Time Frame |z|
Time Frame Marme | | [ Load Template ] [ Sawve as Template ] [ Save ]
Repeat Frequency | iegime = e p i = ) ."l,
Monthly Setting (Day-based)
Set time segments in a 24-hour day. Multiple segments are allowed.
01 5 21 1 51 56 7 0 0121 131 9 7w s 2w 2w 2 28| | o
Timeline control bar (24hr) "
_ . _ You can drag more
Start Time 00 [00] & than one time segment
EndTime (00 % [m0|% | add || Deete | per day.
Repeat on |Date {of a month) ,V;| Appllcable date(s) of
_.V; _: Repeat on the folowing date(s) of a month: a month/ day(s) ofa
week
1 =z
24 5 6 F 8 9 Delete
1o 11 12 13 14 15 16
17 18 19 20 21 22 =23
24 25 26 27 H§ 29 0
a1
Range:
Start End O Applicable period of
&) Mewer Stop time
(Repestevery 1 |5 Monthis) — Repeat time interval

Set up daily time segments

Please refer to page 200 for detailed instructions.

Set up applicable date(s) of a month/ day(s) of a week

For repeat frequency--"monthly (day-based)", you can apply the time segments only on selected days of
a month. There are two types of repeat frequencies: Date(s) of a month and Day(s) of a week.
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Repeat by date(s) of a month:

Select date(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1%'~5" day of a month.

Repeat on | Date (of a month) I:]

-::.. Repeat on the folowing datels) of a month:

i o 02
3 4 8 6 7 8 9 |03 | Delete |
10 11 12 13 14 15 16 22 [ poete ]
17 18 19 20 21 22 23
o4 25 26 27 20 29 a0
21

Repeat by day(s) of a week:

Select day(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1 ~ 5" Friday of a month.

Repeat on |Daﬁ,r (of a week) Il’: '

_::_ Repeat on the folowing day(s) of a month:

1st Friclay
i 2 2nd Friday

ard Friday
3 4 5 5 7 8 09

it Frica
0011 12 13 14 15 16 g i
17 18 19 20 21 22 23
24 25 25 27 2B an
ch

Set up applicable period of time

Please refer to page 202 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N month(s)" as shown below. Repeat every 1 month means the time
frame would apply for every month within the period of time.

Repeat every :;: Monthis]
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Repeat Frequency: Yearly Setting (Day-based)

To set up Yearly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable date(s) of a year/ day(s) of a week, applicable period of time, and repeat time

interval.
Tame Frame |z|
Time Frame Name | | [Load Template ] [Save as Template ] [ Save ]
Repeat Frequency | SR me = =R S aE ==l ) ,v;

Yearly Setting {Day-based)

Set time segments in a 24-hour dax. Multiele segments are allowed,

1707 [T 720 1730 e ST (76 1 [he ey [ [ 20 (93] e [1S) 6] A (e 19 [200 (210 )220 1231 iy i
Timeline control bar (24hr) PYac::Jy ct:r?zrzzgrr: Oerrelts

Start Time (00| 3 |00 |3 than one time segment
End Time : : [ Add ] [ Delete J per day
Repeat on  Date (of ayear) v | Applicable date(s)
_3 Repeat on the folowing dateis) of a year: of a yearl day(s) of a
[Sun Mo Tue Wed Thu FriSat week
102
2 4 5 & 7 8 0

10 11 12 13 14 15 16
17 18 19 20 21 22 =3
24 25 26 27 5 29 =0
31

Range;

Start Erd O Applicable period of
&1 Mewer Stop time

|Repestevery |1 | T Year(s) — Repeat time interval

Set up daily time segments

Please refer to page 200 for detailed instructions.

Set up applicable date(s) of a year/ day(s) of a week

For repeat frequency--"yearly (day-based)", you can apply the time segments only on selected days of a
year. There are two types of repeat frequencies: Date(s) of a year and Day(s) of a week.
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Repeat by date(s) of a year:

Select date(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1°'~5" day of a year.

Repeat on  |Date (of a year) I:]

January Il"] -E: Repeat on the follwing datels) of a year:

01/01
i =z o1foz
EEEEERN:
10 11 12 13 14 15 16 0105
17 18 19 20 21 22 23
24 25 26 27 28 29 40
3l

Repeat by day(s) of a week:
Select day(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the January 1* ~ 5" Friday of a year.

Repeat on |Day (of a week) v

Repeat on the folowing day(s) of a year:

Janiary b |

January 1st Friday
January 2nd Friday

Janary 3rd Fricay

3 4 3 G 7 a8 =

0 011 12 13 14 15 16 Janary gtk Fricay
17 18 19 20 21 22 =3 January Sth Friday
24 25 25 27 2B an
31

Set up applicable period of time

Please refer to page 202 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N year(s)" as shown below. Repeat every 1 year means the time
frame would apply for every year within the period of time.

—

Repeat every |1 Year(s]

| s
(5.4
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How to Manually Begin /Stop Recording

By default, all devices are assigned to the default recording storage and default recording
schedule. Therefore, once you insert a device onto the station, the VAST Server will begin
to record live video according to the default recording schedule. Please refer to How to Edit
Recording Schedules on page 191.

However, if you have changed the default schedule, you can manually click Manually Begin
Recording to enable a device without setting up a recording schedule. Please follow the
instructions below to manually begin recording.

Select the device from the hierarchical management tree under Default Group, then click Edit
> Manually Begin Recording on the menu bar (or right-click the device and select Manually
Begin Recording). The string on the menu bar will turn into Manually Stop Recording as
shown below and the VAST Server will start to record video from the target camera. Please
note that its priority will be higher than the recording schedule, so it will continue unless you
click Manually Stop Recording. After you click Manually Stop Recording, the device will then
follow the preset recording schedule.

(System Edit | View | Configuration | Layo CSyrsiem Edit | View | Configuration | Layol

r
Snapshot Cicl+d Snapshot Cl+d E
Puint » Brint r
Record to EXE Record to EXE
Enapshot Zoomed Tmage Snapshot Zoomed Image
I Print Zoomed Image | Print Foomed Tmage
| |
Find... Find...
I-ﬁ- = =T L b =
= B Recording Storage = E& recording Group
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How to Edit Scheduled Backup Settings

VAST LiveClient supports scheduled backup which allows the user to back up the recorded data
to another disk.

Please follow the steps below to enable scheduled backup settings:

a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Scheduled Backup Settings on the menu bar (or right-
click the station and select Station Settings > Scheduled Backup Settings).

System | Edit | View | Configuration | Layout | Help)

Ol & s

Camera Management v
Station Management...

Logical Tree View Management...

/0 Box Management 3
User Management...

------ [EN 180381 o
@ - Association Management...
W rEs16] Alarm Management...
...... Virtual Matrix Management [«
@ FEBL. g
& ooss: Failover Management »

...... @@ reots Search VivoCam Switches...

=) Defaultl
= Client Settings »

ral Settings
Metwork Settings
Recording Storage Settings

Video Enhancement

Camera Management
Station Management...
-3 FE91Y Logical Tree View Management...

Lo M 3_197 I/0 Box Management 4
@ [ Recording § User Management.
- [ 10 Box Association Management
- - Layout

Alarm Management...
Virtual Matrix Management 3
Failover Management 3

Search VivoCam Switches...
r 3

General Settings
Network Settings
Recording Storage Settings

Station Settings 3

Find...
Output Streaming URL
Qutput Camera List

Get PublicIP

Recarding Scheduls Setting

erver Settings
Relay Settings

c. The Scheduled backup settings window displays.

Select Backup Source

d. Select the Enable scheduled backup checkbox.

e. Select the data source you want to backup. If you check Selected cameras, you can click >> or << to
choose the data source that you want to backup.

Schedule Backup Status : Standby

Enable schedule backup

Select Backup Source

@ Al cameras () Selected cameras

Marne Address Group Backup

FEQ391-EV 192.168.4.161 DefaultGroup Yes

FE9191-v2 192.168.4.171 DefaultGroup Yes

3.192.168.4.... 192.168.4.124 DefaultGroup Yes

SD9161-H 192.168.4.164 DefaultGroup Yes
FDO381-EHTV 192.168.4.124  DefaultGroup Yes
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Setup Backup Schedule
f. Click the Edit button to enter the configuration screen. Please note that the backup time interval must
not be shorter than 1 hour. For example, 23:40 and 00:15 are not allowed to exist simultaneously.

In the following example, the server will backup the recorded data at 12:00 PM and 23:00 PM everyday
once you save the settings.

Backup Schedule
Time Frame Rule
Off duty Weekly Setting (Periods in a week)

gi

The following diagram shows the backup schedule and backup data:

1st backup 2nd backup 3rd backup 4nd backup
data data data data

Server T T T T

start 12:00 23:00 12:00 23:00 e o o o o o
2010/01/24  2010/01/24 2010/01/25  2010/01/25

Select Backup Target

g. Click Browse... to select a path (local path or network storage) to store the backup data. Please
note that the disk for backup data should be different from the original recording path, or a warning

message will pop up as shown below. For more information about how to set up recording path, please
refer to page 186.

h. Select Delete old backups if space is insufficient if you want to do cylic backup due to the limited
size of the hard disk.

i. Select the backup speed. The speed range start from 0 to 100MB/s. "0" stands for no limitation. If
bandwidth or system resource is of the concern, you can tune down the backup speed.

I ULy VVEERY JELLIY (FEIUUD 1 d WEER)

@ Select Backup Target
Path: Browse

m l Delete old backup data if space is insufficient ' Local

Metwark

Clear
Backup Throughput

0 30 100
Max Throughput: MB (0 for unlimited)

The backup destination folder should look like this "2016-07-06_164500 > DISC_001." A scheduled
backup error log will be available for users to examine the backup history.

@]

[ ok | [ cancel |

Since the scheduled backup is a file-based process, if the backup involves an unfinished video file
(currently being recorded), the backup process will skip the file.
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How to Configure Station Server Settings

VAST LiveClient supports Server Settings including DDNS Settings, Network Storage Settings,
and SMTP Settings.

Select the station from the hierarchical management tree and click Configuration > Station
Settings > Server Settings to open the page (or right-click the station and select Station
Settings > Server Settings).

Configuration | Layout | Help

Camera Management 4
Station Management. . H
Msex Management. .. = E 6 +
Asociation Management. .. _
Event Management. .. 3 U ﬁ Matrix View
Wirtual Matrix Management ¥
General Sethngs
Client Settings 4 Wetwork Settings
Recording Storage Sethings
Recording Schedule Settings
Scheduled Backup Settings
DDNE Settings
Eelay Settings Wetwork Storage Settings
SMTF Bettings

WWTEK _Stationl1{127.0.0.1)
He Camera Management
E| ..... Station Management. ..
B User Management...
Asmociation Mansgement...

0 Live Wiew ﬁ Matris Wi

Ewent Management...
Virtual Matriw Management *

General Sethings

Hetwork Settings
= Recording Storags Settings
Ovutput Streaming URL SFCOTMAE wiarge SE
Gret Public 1P Eecording Schedule Sethings
SLn Scheduled Backup Settings

DDNE Settings
Wetwork Storage Settings
EM TP Settings

Relay Settings

DDNS Settings

Since the public IP of VAST Server may be a dynamic IP address, DDNS service will give it a

fixed domain name.
Select a DDNS provider from the provider drop-down list. VIVOTEK offers 2bthere.net (Safe100.
net), a free dynamic domain name service, to VIVOTEK customers. Please refer to the user's

manual of VIVOTEK's network camera for detailed DDNS settings.
¥ DDHS Settings X

DOMS: Dynarnic domain narme service

[[JEnable DOMS

Provider: | iz, org(Dynarnic )
Host name: | |
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Network Storage Server Settings

The VAST Server allows user to set up network storage path(s) for recorded files. Please follow
the steps below to add a new network storage path.

a. Click Add to open the Network Host Window.

b. Fill in the related information for the network host. Then click OK to save the new settings.

¥ Network Storage Server Settings

Starage Server List; acldress: || ‘
Address Dormair Account
Domain Mame: |H|:|st Iv‘
User MNarme: |guest ‘
Password: |***** ‘
l (04 ' Cancel

¥ Network Storage Server Setfings

Starage Server List:

Address Domain Account
192.168.5,122  VIVOTEE ritali

[ add... i[ Edit. .. J[ Remove J

Close |
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SMTP Settings

VAST Server allows user to set up SMTP Server to send mail alert when event triggers. For
more information about how to set up event management, please refer to page 161.

Please follow the steps below to configure the SMTP Server:

a. Click Add to open the SMTP Settings page.

b. Enter the related information of your mail server. If your SMTP server requires a secure connection
(SSL), check Use SSL.

c. Click OK to enable the settings.

d. Then the new information will appear on the SMTP Settings window as shown below.

SErver b

Address: |M5.vivutek.tw |

ﬁ Part; £

G Logir
@ Lise authentication ;

User name: |ritali

¥ SMTP Settings

Address Authentication S5l

Add J Edit Remoye

Paszsword: |******** |

Use 55L: O
l

oK ][ Cancel J

¥ SMTP Settings

Address Authentication S5L

@ (Ms. vivotek, tw Yes =

If you have more than
one SMTP server, you
can click to arrange the
priority.

= =)

i Add i Edit [ﬁemmfe ]

Close
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How to Use the Talk Panel

VAST LiveClient supports the two way audio function which allows the user to communicate with
people around the network camera. Please enable the two way audio function on the camera
side.

The following is an illustration of the two way audio function:

Audio transmitted from network camera

Y

Network Camera with internal
or external microphone

4

Audio transmitted from operators

Add a Camera to the Talk Panel

B There are several ways to add a Network Camera to the Talk Panel:

Drag-and-drop a camera from the video cell or from the hierarchical management tree to the talk panel
as shown below. You can also right-click the target camera or the video cell, then click Send to Talk
Panel on the popup menu.

a WWTK Station1 (127.0.0.1) 1_PZT131 2009711716 PM 02:32:27 = B wi station(127.0.0.1) = Q WWTK_Station1(127.0.0.1)
B ESr camera '-\E' — g 1
- 41 pr7131(102.168.3.247) BN (o QN | [ oy o I -2
- EN 2_IPRIA1(172.16. .
- B recording Group B 1 #= Delete
- Layout e 4 : - Layout
Refresh
Carmera Settings
Camera Management 3
Output Streaming URL
Send to TalkPanel '
Open Recording Folder
PTZ | Two Way Audio o - A ftant Playback

Remove

Ctrl+V
Ctrl+F
Cirl+1
Ctrl+H

Single Wiew
Full Sereen
Enable PiP
Hide Global Wiew
¥ Enablelnstant Replay

®  Stream 1{1020x1080)
Stream 2 (1280720

Stream 3 (176:144)
Strearn 4 (1020:1080)

Send to Talk Panel

Set DO

C:Program Files\Wivotek Inc\//, l , u C:\Program Files\ivotek Inc\V/Z. D u Others
e =
[T T —— [T T . Video Enhancement

Video Display Mode

SWC FPS Adjust Bar

216 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

B An icon with the camera name will be displayed in the Talk Panel.
PTZ | Two Way Audio | Instant Playback

2
PZ7131

Click to play sound from the camera
Remove all cameras
from the Talk Panel

Click to talk . .
(!t ]

Select sound from the
file list

Click to play the selected
sound on the client side

C:'\Program FilesWiwotek Inc'S1 rl. I!

§¢ Click to adjust volume

m Please note that you cannot Talk and Play Sound at the same time.
® When you are talking or playing sound, you cannot add other cameras to the Talk Panel. If you want to add more

cameras to the Talk Panel, please Stop Talking and Stop Playing first.

PTZ | Two Way Audio | Instant Playback PTZ | Twio Way Audio | Instant Playback

1_PZ7131

1_PZ7131

Click to stop playing

C:'\Program FilesWivotek Inc\/ ' I

C:Program Files\Wivotek IncV| (B D

(CTTTTTTTTTTTT I—
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Remove a Camera from the Talk Panel

B Remove a camera

Drag a camera from the Talk Panel and drop to the hierarchical management tree window as shown
below. The camera icon will disappear.

= PE Camera
w 20x Zoom Mega-Pixel Speed D
3 Mega-Pixel Metwark Cameraf1¢
- @M Mega-Pixel Metwork Camera(1t
-------- w Mega-Pixel Metwork Carneral 19
=5 - Recording Storage
E| ------ F=r DefaultGroup
w 20 Zoom Mega-Pixel Spe
0 Mega-Pixel Metwork Carm
- (@M Mega-Pixel Metwark Cami
i (GG Mega-Pivel Metwark Carm
- [ Layout

Audio

Instant Playback

I N 2 7 A\l
ﬂ!; Play Sound ) Clear All |

B Remove all cameras
Click , all cameras in the Talk Panel will be removed.
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How to Configure E-map Settings

VAST LiveClient supports intuitive E-map function which allows users to upload E-maps for
overall devices management.

Click System > E-map to open E-map Settings Page:

( System | Edit | \ [

Lock

Enable Click Omn Image
Leangvage

Second View

Lawnch Playback

Logout
Exit

Upload an E-map

Click to search for E-map(s) to upload.

Upload New Maps
Loak jr: |@maps _v| QT &

re)

Iy Recent
Documents =] Maps.jpg

€]

Desktop

I
My Documents
My Computer
File name: |"Map3.ipg" "Mapl.jpg" "Map2 PHG" = | E Open i
My Metwork | Files of tupe: |AII image filez v | [ Cancel J

The uploaded E-maps will be listed under the E-map list tree.

ge

If the uploading procedure fails, please compress the image size of your map (equal or smaller than 2MB) and try
again.
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User Interface of E-map Settings Page (View Mode)

B Double-click an E-map on the tree, it will be displayed on the E-map window as shown
below. There are two operation modes of E-map settings page: "View Mode" and "Edit Mode".
The following is the "View Mode" illustration.

A D E

il Al

A. Menu bar B. Quick access bar C. E-map list tree D. E-map window E. Status panel

m Right-click the E-map, then you can Edit, Rename, or Delete the E-map.
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m Right-click an E-map on the tree and click Edit or click [Z1] on the Quick Access Bar, it will
switch to edit mode.
= B Tk station1(127.0.0.1)

Quick Access Bar

Function Description

Zoom in Zoom in the E-map

Zoom out Zoom out the E-map

Default size Adjust the E-map to default size
Upload Upload E-map to the login station

View Mode Click to switch to view mode

Full Screen Extend the E-map settings page to full screen

Save Save E-map settings

Status Panel

User Name

Station Name (IP Address)

Login Time (yyyy-mm-dd hh:mm:ss)
Current Time (yyyy-mm-dd hh:mm:ss)

User's Manual - 221




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

User Interface of E-map Settings Page (Edit Mode)

]

[

9]

A. Menu bar B. Quick access bar C. E-map list tree D. Device tree
E. Map preview F. E-map window G. Status panel

m Right-click the E-map, you can Edit, Rename, or Delete the E-map.

Rename

Delete
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Device Management

Please follow the steps below to edit an uploaded E-map.

a. Double-click the E-map you want to edit, it will be displayed on the E-map window.

b. Use Quick Access Bar to adjust the size of the E-map. In edit mode, you can also use your mouse to
drag the position of the E-map and zoom in or zoom out the E-map.

c. Drag-and-drop the connected devices to the E-map according to your deployment.

FRE) [ 1 e )

T L O LT I~ ~_£\( =T
Sl Sedh XX
,i%‘\ ﬁ e M Parra D7131 f

d. Right-click the device icon on E-map, you can rotate the direction or delete the device. The device
can be rotated in 8 derections as shown below.

TOEOEIDG

e. You can also drag the DI/DO device under the connected device onto the E-map. If you want to
change the status of the DO device, double click the DO icon on E-map.

For more information about DI/DO settings, please refer to . / . Digital input on / off
Association Management on page 159.

-/ i Digital output on / off
f. Click on the Quick Access Bar to save the new settings.

gé

The red frame twinkling around the device means there is event trigger(s) going on.
Meanwhile, a live view dialog will pop up beside the model.
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Live View Dialog Settings

Click Configuration > E-map Settings to open the E-map Settings dialog, then you can
choose to Open Live View Dialog or to Send to Single View when you double-click the device
deployed on the E-map.

Open Live View Dialog

Select Open Live View Dialog: When you double-click the device icon on the E-map or when an event
triggers, a live view dialog will pop up beside it. It is the default setting in E-map Settings window.

® E-Map Settings
Double Click Carmera an E-Map
( Gnnﬁguratinn_) [@'Dnen Live Wiew Dialog; ]
E-Map Settings.. (O Send to Single View

_FPE7131

20091117 AWM 10:21:26

[ )4 J [ Cancel ]

Send to Single View

Select Send to Single View: When you double-click the device icon on the E-map, it will open a single
view on the VAST LiveClient.

¥ E-Map Settings
Double Click Carmera an E-Map
( Cﬂnﬁgumﬁnn) () 0pen Live View Dialog

E-Map Settings... | ®Eend to Sindle View! )|

[ [9]4 J [ Cancel J

If you have set up dual monitor, it will be automatically sent a single view to the second monitor.
Monitor 1 Monitor 2
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The live view dialog also supports click on image, PTZ, and e-PTZ as long as the linked device supports and
enables those functions. To enable those function on E-map, please check the item "Enable click on image" on the
menu bar of LiveClient as shown below. Then an icon will appear in the live view dialog for you to control the
cameras.

[ System | Edit | View | C

Lock CiltL
Enable Click O [mage
Language 4

Second Wiew
E-Map
Launch Plavback

Logoug
Exit

E-map Link

After completing device deployment on your E-map, you can link an E-map to another E-map.
Please follow the steps below to configure E-map link:
a. Select a map you want to edit and enter Edit Mode.

b. Drag-and-drop another E-map onto current E-map. A blue frame will appear as shown below.
For example: Link Map1 to Map2 by dargging Map2 onto Map1

=l E WYTK_Station1(127.0.0.1)

= B

Camera
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Ll S o

Click Resize, some nodes will appear around the blue frame. Then You can drag the nodes to move
the position, rotate the direction, adjust the size, and change the shape.

Ll ke ol
4K 14 B

rotate the direction
change the shape

resize

move the position

e. Click on the Quick Access Bar to save the new settings.

f. If you want to set additional map links, please repeat steps a. ~ e.
For example: Link Map2 to Map3 by dargging Map3 onto Map2

& B Tk station1(127.0.0.11
= B emap

g. Click on the Quick Access Bar to save the new settings.
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h. Test the web links. Click on the Quick Access Bar to switch to view mode.
Double-click the blue frame on Map1, it will automatically switch to map2. Then double-click the blue
frame on Map2, it will automatically switch to map3.

% E-Map

Configuration

!'34

= B Wk Station1(127.0.0.1)
= By E-Map

[ M
[ mep2
" s CHINA
L
o
Sonth
China Sea

7 ‘ > ;\.il
T ¥
i
i~
JJ&E (m u| |
33:% O u|
¥
B -
= A ‘ e —
| ENT0N
wunmj
m~h
“ DD
o bl T—— s Map 3
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Since VAST revision 1.13, you can also click and drag cameras or NVR's DI/DO devices to an E-map.
See page 107 for how to enable NVR DI/DO options.

£GP FE9ID1-EV(192.168.4.161)
DF1

@ Dot
@ FE910142(192.168.4.171) — ]
N 3_192.168.4.124(182.168.¢

EXIT

@ spo161H(192.168.4.164)
[ yoBox
B vms_staton(1s2.168.4.158) |-
- [ Edap
B Comers
B 10 Box
& 11D9541(192.168.4.157)
& B oyoo
@ o
B o2
@ o3
@ o4
@ ois
@ ors
- [ D17
B os -
e ]

EXIT

See page 241 for how to enable popup video windows on E-Map. y
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How to Configure Client Settings

In Client Settings, you can configure Snapshot Settings, Recording Settings, View Settings,
General Settings, Joystick Settings, Proxy Settings, and PiP Settings.

Camera Management 3

Station Management...
u . A
|E3| &[>
vew

Alarm Management... &.4_:1_8 . liéﬂil lﬂﬁ_:gd )

Virtual Matrix Management 2 (
Failover Management 3
Search VivoCam Switches... " .

Station Settings 3

Video Enhancemei 3

Logical Tree View Management...
I/O Box Management 3

User Management...
Association Management...

Snapshot Settings
Recording Settings
View Settings
General Settings
Joystick Settings
Proxy Settings

PiP Settings

Snapshot Settings

Please follow the steps below to configure snapshot settings:

a. Click Configuration > Client Settings > Snapshot Settings on the menu bar to open the Snapshot
Settings window.

b. By default, camera name and current time will be printed on the snapshots taken.

c. Select a picture format for snapshots (BMP or JPEG). If you select JPEG format, you can adjust the
recompression quality (from 1 to 100). Note that a higher value would generate higher picture quality
but lower compression rate.

d. Fill in a filename prefix for the snapshots.

e. The default storage path for snapshots is C:\Users\Public\Documents\VIVOTEKInc\VAST\Client\
LiveClient. If you want to change the storage path, click Browse .- | to select another folder.

&
The recompression quality is only enabled

Q[F"”mt [BIP fies (“.omo) ~| ) in MPEG-4 streaming. If your stream source

Recompression Quality: (90 | © is MUPEG, the system will directly save the
JPEG image without recompression.

[ Generate a file name automatically. (YYYYMMDD_HHMMSS) ]
_

Overlay camera name and time on snapshot.

C:\ProgramData\WVIVOTEK Inc\VAST\Client

Lok | [ concel ]

f. If you check Generate a file name automatically, VAST will directly save snapshots with the following
filename format to the storage folder.

4 Snapshot_20100125_173015_01.jpg
1 l l
File name prefix Date and time Picture format

(YYYYMMDD_hhmniss)

~

Serial number of snapshots
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If you uncheck Generate a file name automatically, the Save file dialog box will pop up when you
take a snapshot. The file name prefix will automatically be displayed in the Save File dialog box.

Save file

Save ir: IE) Snapshot j - £k B

My Recent
Documents

Desklop

w

My Documents

®

My Computer

&

My Metwork  File name: Snapshot_| - Save I
Places M J
Save as type: IJPEG files [*.jpg) LI Cancel |
2 |

Take a Snapshot

Please follow the steps below to take a snapshot of the live video stream:
a. Select the video cell of which you want to take a snapshot.

b. Click Snapshot El on the quick access bar, or right-click the video cell and select Others >
Snapshot from the popup menu. You also can click Edit > Snapshot to take a snapshot.

Edit | View | Configuratior

Start Mannal Becord ing
(127001
( ) Snapshot Cl+
DB161(192.168.5.111) Print *
] Storage E— Fecord to EXE
gingle View Chrl+Y .
Full Screen Ctrl+F Em'd

Enable PiP
Hide Glabal View

Ctrl+1
Ctrl+H

EnableInstant Replay

Stream 1 (19201 080)
Stream 2 (1280<720)
Stream 3 (176x144)
Stream 4 (10201 080)
Send to Talk Panel
get DO > |

Others 7

‘ideo Enhal t
Wideo Displ Brint
SWC FPS Adjust

c. The snapshots will be found in the preset storage folder on your local computer.

Ctrl+8

Snapshot Zoomed Image

Print Zoamed Image

Nute Ctrl+M
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Recording Settings

The VAST Server allows you to record the live video in EXE, 3GP, or AVI format to your storage
folder.

Type 1: Record to EXE

Record video as an EXE file. The EXE is not only a media file but also a built-in media player. When
user execute the EXE, the media file will be played automatically. There is no need to install any other
program. For more information about how to use the EXE player, please refer to page 235.

Please follow the steps below to configure EXE record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.
b. Select EXE as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse _-- | to select another folder.

d. Select the Length of each file-- Maximum Size (11~2000MB) or Maximum Time Interval (1~150
min).

Record video in EXE format, includes a built-in media
player along with the media file, Executing the file
Record Typer 03GP (g its i automatic playback, eliminating the need to
A install a separate playback program.

C Save to; C\ProgramDatalDocurnents\WIVOTEK InciWAST Client\Liveclie | ., ]

d Length of Each File

(@ Maximurm Size () Maxirmum Time Interval

11 1500 2000
(MB)

-
W

[ ik ] ’ Cancel

e. Click OK to enable the settings.

Type 2: Record to 3GP

Record video as a 3GP file. 3GP file is a standard MP4 format compatible with players such as VLC
player. Choose this type if you has already installed one of these players.

Please follow the steps below to configure 3GP record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.

b. Select 3GP as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse _-- | to select another folder.

d. Select the Length of each file-- Maximum Size (1~2000MB) or Maximum Time Interval (1~150 min).
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N Recordigg Seting =

b (EXE  Record video as a 3GP file, a standard MP4 format

compatible with players such as YLC, QuickTime, ar
Record Type:| @ 3GP || pealdne, Choose this format if vou have aready installed

iy One of these players,

Save tor  CiiProgramDataiDocuments\WIVOTEK IncivASTiClentiLivecls E

Length of Each File
@ Maximum Size () Maximum Time Interval

1 1500 2000
{ME)

-
W

3GP Settings

|"_|Record with only standard codec l

| Ok | Cancel

e. If you check "Record with only standard codec", the video from old models (VIVOTEK 6000-series
products) using H.263 codec will not be recorded.

f. Click OK to enable the settings.

Type 3: Record to AVI

Record video as an AVI file, which uses the popular codecs pre-installed in the Windows OS. Please
note that the speed may be slower due to the need of decoding the video/audio and re-encoding both
into a compatible codec.

Please follow the steps below to configure AVI record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.

b. Select AVI as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse _.- | to select another folder.

d. Select the Length of each file-- Maximum Size (1~2000MB) or Maximum Time Interval (1~150 min).

b 1 exg  Record wideo as an AV file, which uses the popular
codecs pre-installed in the Windows 0S5, Please note
Record Type: () 2GP  that the speed may be slower due to the need to
decode the video/audio and re-encode into a

@ AVI rormpatible codec,

v

Due to the AVI file has a limitation on
the maximum file size of 2G bytes, if
the setting “time length” generates data
larger than 2G bytes, several files will
be created.

Length of Each File

1@ Maxirnurm Size () Maxirmurm Time Interval

1

1500 2000

(ME)

-
7

AVI Settings

-
AWT Frame Rate: 15

S (130 ]
m]@

Wideo Cormpression Setting

[ O ] [ Cancel
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e. Select the frame rate/ per second.

f. To modify the video compression settings, click Video Compression Setting to open the AVI Video
Compression Setting window. Select the desired video compression algorithm, compression
quality, key frame intervals, and data rate in the corresponding fields.

Video Compression Setting 1)
Compressor: E K. i
| Cinepak Codec by Radius &8 |
Compreszzion Quali, 100 l
Canfigure. .. ‘

< | )

About...
Key Frame Every frames ‘

Data Rate KB/sec

If you do not choose to compress the video, the
generated AVI will be very large in file size.

= To modify the settings of the compression algorithm: Click Configure, then a dialog box will pop
up for you to modify the settings. The dialog box will be different according to the compressor you

Se|eCt Cinepak for Windows 32 |X|

radus

Wersion 1.10.0.11
Copyright & 1332-1995 Radius Inc., &l Rights Reserved

(%) Compress to Color
() Compress ta Black & White

® To read the information of a compression algorithm (its version for instance): Click About, and a
dialog box will pop up showing the related information. The dialog box will be different according to
the compressor you select.

Cinepak for Windows 32

radus

Cinepakf Codec
YWersion 1.10.0.11
Copyright & 1992-1995 Radius Inc., Al Rights Reserved

g. To modify the audio compression settings, click Audio Compression Setting to open the AVI
Audio Compression Setting window. Select the desired audio quality, format, and attributes in the
corresponding fields.

Audio Compression Setting

RE=S

[untitled] | | Save As.. Remove
Formnat: | PCH e |
Aftibutes: | 44.100 kHz, 16 Bit, Stereo 172kbisec v |

E Ok, i Cancel
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Record an EXE/3GP/AVI File

Please follow the steps below to record an EXE/3GP/AVI file of a live video stream:

a. Select a video cell or a device from the heirarchical management tree which you want to record to
media file.

b. Click Record to EXE/3GP/AVI EI on the quick access bar, or right-click the video cell and click
Record to EXE/3GP/AVI. You can also click Edit > Record to EXE/3GP/AVI on the menu bar. (The Ul
string will change according to your Recording Settings.)

CERE

n1(127.0.0.1)

H
_FDB161(192.168.5.111)
ing Storage

Edit | View | Configuratior

Start Manval Becording
Snapshot Cl+d
Print k

Remove

Single View

Full Screen
Ensble PiP
Hide Global View

g
Ctl+l |
Crl+H

Find

Ensble Instant Replay

Stream 1 {1920<1080)
Stream 2 (1280<720)
Stresm 3 (176x144)
Stresm 4 (1920<1080)
Send to Talk Panel
St DO
Others

Snapshot Ctrl+s [

Record to EXE

Print

Video Enhancement
Video Displey Mode

c. For recording a high-resolution video (1600 x 1200) in AVI type, a dialog box will pop up as shown
below to remind you that the CPU loading will increase. Click OK to continue the process.

@ Information

Converting high resolution video size may significantly increase the CPU loading,
leading to the possibility of strearing disconnection or reduced systern performance.

d. The icon [E] will then change to Recording EXE/3GP/AVI E], and a red text string (EXE/3GP/AVI)
will appear at the bottom right of the video cell. Note that only one video channel can be recorded at a

time. |
ﬁ’
2010{09402 PM 04:56:31

32,168.3.81)
92.168.3.59)

If you save your video via a LiveClient installed
92.168.3.102)

on another computer, the videos will be placed in
where you installed the LiveClient utility: e.g., C:ll
VASTIClientiLiveClientlIRecord. On Windows XP:
C:|Documents and Settings|All Users|\Documents|
VIVOTEK Incl\VASTIClient\LiveClient|\Record

process will then terminate and the button will change from . The recorded media files will be

e. When you want to terminate the AVI Recording, click the ico{ﬂﬂ on the Quick Access Bar. The export
to
found in the preset storage folder on your local computer as shown below.

Below is the file name format for AVI files:

20100125_173015.avi “Q 0001118 1174 e | 20091118_195800 3gp
L MediaPlayer Application ggg %IE‘;[”“E
~L = 3GFP :

Date and time Video format
(YYYYMMDD_hhmmss)
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Built-in Media Player--EXE

Below is the icon of footages saved as EXE files. Double-click on it, the recorded video will be played
automatically as shown below. You may also open the built-in Media Player in the default location:
C:\Program Files\VIVOTEK Inc\VAST\Client\LiveClient. On Windows XP: C:\Documents and Settings\All
Users\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.

20091118 113743 exe
Video Title MediaPlayer & pplication
7 Vi=dia Playa = ()

File] Edit Wiew

IP8172 &

s & | & A
2013-04-01 | D Timeline Slider 2013-04-01

0g:49:13 08:49:45

Status Panel

ll——l‘ li ’7 @ @ 2[?;?19Di'50 Playing

| Total length of the histogram
Control Buttons
The playing rate can be 1/8, 1/4, 1/2, 1X, 2X,
4X.

Current time of the video clip

Icon Function Description

E Pause Pause playback of the focused video clip
E| Play Start playback of the focused video clip

E| Next Frame Go to the next video frame of the focused video clip

f?-| Slow Down Slow down the playback rate

@ Speed Up  Speed up the playback rate
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The function menu of the built-in media player are displayed as shown below:

Bdit View Edit N
Crpen 3GF File .. Snapshot (BMP) Full Screen
save az BHE .. snapshot JPED)
Bave az 3GF File .. Comvert to AY]
Print
Exit

m The built-in player is able to playback 3GP and EXE files.

® The built-in player is able to save 3GP files as EXE files.

® The built-in player is able to save EXE files as 3GP files.

® The built-in player is able to convert EXE and 3GP files into AVI files.
® The built-in player also supports snapshot and print functions.

=Y
Below are special notices related to video recording with the fisheye cameras:

m For recorded videos from the fisheye cameras, only the built-in Media Player can playback the
Regional or Panoramic views. If you access the recorded videos using other playback software, you
will end up seeing the circular-shape Original view.

m \When recording videos from fisheye cameras, Regional and Panoramic views can only be preserved in
the EXE and 3GP format. If you save the dewarped views, i.e., Regional and Panoramic, as AVls, only
the circular Original view will be preserved.

= Currently the video playback on the Emap window displays the Original view only.

m To display a Regional or Panoramic view, right-click on the Media Player window.

i R TR —

File Edit Wiew

2011}07¢27 09:27:11

ZULL-Ur-27 O 2011-07-27

nenE - .
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View Settings

This section allows you to set the display mode of a video cell, including Display Location,
Date and time Format, Video Display Mode, and Font Settings. When you change the
settings, the sample window will change accordingly for you to preview the settings.

(W Viewsettings T =

Display Location

Camera Name 2016/6/24 | 06:07:23
Doy Ava 1: | E TN ECEE
Display Area 2: | Server Date & Time El
This is a sample screen.
Display Area 3: | Video Title El
Display Area 4: | No Display El
Date and Time Format Font Settings
@ Same as Local Computer Font: ’ Systam .]
() Specify Color: | El
Date Format: | YYYY/MM/DD <] sie:
Time Format: Default Time Format -]
Video Display Mode

@ Hide borders () Keep top/down borders ) Keep the aspect ratio
[¥] Show motion windows when triggered

Display the connecting message when video is lost

The screen goes blank when video is lost

VCA
Show VCA rules

VCA extra information:

[ ok | [ cancal
Display Location . ;
Pay Display Area 1 Display Area 2
Display Location
Camera Name ‘U BfBIZA 4~ UbU/SZS
Disloy Avea 1: XY - | e
Display Area 2: ‘ Server Date & Time |Z|
This is a sample screen.
Display Area 3: ‘ Video Title |Z|
Display Area 4: ‘ Mo Display El

Yideo Title

. . ) Display Area 3 ) Display Area 4
As the illustration shows, there are 4 display areas for you to input information about the live video. Each

drop-down list includes many options for you to select: No display, Camera Name, Video Title, Camera
Date & Time, Camera DateTime, Server Date & Time, Codec & Resolution, Address, and Network
throughput & FPS.
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Date and Time Format

Date and Time Format

@ Same as Local Computer
Specify
Date Format: | YYYY/MM/DD

Time Format: | Default Time Format

m Same as local computer: Select this option and then the date and time format will synchronize with the
local computer.

m Specify: Select a desired format for the date and time from the drop-down list.
Date format: Select YYYY/MM/DD or MM/DD/YY.
Time format: Select the default time format (synchronize with the local computer), 12h AM/PM, or 24h.

Video Display Mode

Video Display Mode
@ Hide borders Keep top/down borders Keep the aspect ratio

¥| Show motion windows when triggered

Camera Name 201040129 PM 02:12:11

) (e P

m Keep the aspect ratio: In the default settings, the size of
the video window will change according to the layout of This is a sample screen.
the live view window you choose. However, the frame
size may be distorted.

m Keep top/down borders: the camera name, video title, _ _
and time will be displayed on the black borders instead iR

of displaying floating text on the screen.

m Keep the aspect ratio: If you select Keep the aspect ratio, the video window will be adjusted to the
same frame size as the preview window. This function is disabled as default.

= Show motion window when triggered: If you select this option, the red frame of the motion detection
window will appear in the video window when motion is triggered. This function is enabled as default.

m Display the connecting message when video is lost:indow will appear in the video window when motion
is triggered. This function is enabled as default.

m Show VCA rules: VCA rules refer to the Line Crossing and Field Detection lines drawn on individual

video screens. These VCA functions are configured on the web consoles with cameras, not on the
VAST LiveClient.

The Display options can also be accessed by a right-click on the view cell.

For detailed information about how to set up the layout of the live view window, please refer to How to
Change Video Viewing Mode on page 131.
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Font Settings
This function allows you to change the font on the video cell.
m Font: Automatically lists all fonts installed on your operating system. Select the desired type.

m Color: Select a desired font color (white, red, green, blue).
m Size: Select a desired font size (8, 10, 12, 14).

Remove

Single Wiew Crl+4

Font Settings Full Screen Ctrl+F

Enable Instant Replay

le] [+

Font: [sy-stem v]

Strearn 1

Strearn 2

cobr. ‘ E Strearn 3
Send to Talk Panel

SetDO »
Sige: |10 - Others ,

Wides Enhancement 3
Wideo Display Mode 2 ‘ @ ‘ Hide Borders
Keep Top/Down Barders

Fisheye Display Mode 2

Keep the Aspect Ratio

SWC FPS Adjust Bar
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General Settings

This section allows you to configure the System Settings and Rotation Settings.

System Settings

Autormatically log in after logging in to operating system
Autornatically display in full screen after login

Auto add nemyly-inserted camera to video cell

[¥|Retrieve RTSP stream on spedified part: 554 E
[] Connect substation streaming wia relay

Keep detecting carmera DIJDO status

System Settings

Sort camnmera by name

m Auto login after logging in to operating system: If you check this option, VAST LiveClient will
automatically login after you login to Windows without filling in the user name and password. This
function is disabled as default.

m Automatically display in full screen after login: If you check this option, the video cells will be displayed
in full screen without showing the menu bar or the control panels.

= Auto add newly-inserted camera to video cell: If you check this option, VAST LiveClient will
automatically add the newly-inserted device to a video cell. This function is enabled as default.

m Retrieve RTSP streaming on specific port: The default port for RTSP streaming is 4543. If you want to
change this port, please check this item and fill in a desired port number.

m Setup substation streaming via relay: This option is not checked by default. As the following diagram
shows, VAST Client might directly connect to the streaming under VAST Server 3-2 without requesting
the connection via VAST Server 1 and Server 2-1. If you want to get streaming through relaying,

please check this option.
VAST VAST
Client &= Server 1

manages 2 sub-stations

VAST VAST

Server 2-1 Server 2-2

| 12
l. ST7501 VAST ST7501 ST7501

Server 3-1 Server 3-2 I.Server 3-3 I.Server 3-4

v

.Y-Y-T-¥ ¥
P
e e e

asssad
i
e e e

VIVOTEK IP Camera

asssas asasase
i i i i i i

e e e e

VIVOTEK IP Camera VIVOTEK IP Camera VIVOTEK IP Camera

VIVOTEK IP Camera

ge

um [fthe VAST Server 3-2 is set up behind a firewall, the VAST Client will not be able to access the VAST Server 3-2
directly. You have to get the connetion by relaying.
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m Keep detecting camera DI/DO status: The default for this option is enabled. This option enables the
VAST server to monitor the DI/DO status from the configured cameras. You may also disable this
option.

m Sort camera by name: The positions of cameras on the device tree will be sorted by their camera
names.
(Woenealsetings ==

System Settings
[7] Automatically log in 2fter logging in to operating system
[] Automatically display in full screen after login

[¥] Auto add newly-inserted camera to video cel

Retrieve RTSP stream on specified port: | 4343 E

["] Connect substation streaming via relay
Keep detecting DI/DO status

[ Sort camera by name
Alarm Settings
Enable live alarm notification
Enable alert sound(s)
Enable E-Map popup window
Alarm window mode: @ Fixed
© Popup
Rotation Settings
Enable rotation after login
Rotate the page every 1[]75 second(s) (3 ~ 999)

Display Settings
Maximurm number of view cells
Enable auto stream size:

Enable de-interlace function
Enable Instant Replay on video cell

Default replay length:

Local streaming buffer time: 0 El millisecond(s) (0 ~ 10000)
o ]

Alarm Settings

= Enable live alarm notification: Select this option to activate real-time event notification. For example:
the event notification of DI/O status on the hierarchical management tree, the event list in the event
window, motion detection windows in video window, or the event notification on E-map settings page,
etc. This function is enabled as default.

m Enable alert sound(s): If you enable this option, you will hear alert sound on the client side when the
event is triggered.

m Enable E-Map popup window: When enabled, a popup window appears on an E-map displaying the
current video when a camera-related event occurs.

Note the following with the E-Map popup window:

The camera that triggers an alarm must be placed on the E-map to have its live video displayed in
the popup window.

When an event occurs, and the related camera is configured into multiple E-maps, the popup
window appears on the first available E-map.

When many popup windows appear, many map views will consecutively appear until all popup
windows properly display.

This feature supports popup windows for cameras under VAST substations or NVR.

Popup windows only appear when the E-Map is opened; however, the windows will still appear on
a live view.

If a DI/DO trigger is not associated with a specific camera, no popup video window will appear
when triggered.

Fisheye dewarp is also available on the E-map popup windows.
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* Please also configure the Client Notification options in the Alarm Management window.

&4 Alarm Management E@

An alarm is associsted to one or more interested events. When one of them is triggered,
the system would raise an alarm.

Alarm List

Q Mew Alarm @
- =S eque ., Dewi
) Email

() Start to record on

() Move to preset location
) 5et DO

() GSM short message
DHTTP

@ Client Notification

Motify me with Popup Window. Size:

[¥] Close it automatically after E seconds

i) (oo )

[¥l Include the event-triggering camera inish
Add Camera
[ T —
- ——

= Alarm window mode: Select Fixed or Popup mode for the event window. For more information about
event window, please refer to page 89.

Rotation Settings

m Enable rotation after login: If you check this option, the video cells will start to rotate after you login to
the VAST LiveClient. The default setting of this function is disabled.

m Rotate the page every ] second(s): Fill in a desired interval time for video page rotation. The
maximum value is 99 seconds. The default value is set at 6 seconds.

For detailed information about how to set up the layout of the monitoring window and rotation functions,
please refer to How to Change Video Viewing Mode on page 131.
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Display Settings Display Settings

Maximum number of view cells |64 v|

| Enable auto stream slze:|QuaI'rty first v|

Enable de-interface function

| Enable Instant Replay on video cell

Default replay length: |30 seconds v|

Local streaming buffer time: 0 > milisecond(s) (0 ~ 10000)

® Maximum number of view cells: This determines the number of view cell on window, and also takes
effect with the number of layout pages. For example, if there are 320 channels using the 1+31 layout,
there will be 10 layout pages in the LiveClient window. The configuration changes take effect after the
LiveClient is re-started.

m Enable auto stream size: The Auto Stream Size feature dynamically adjusts the stream sizes of video
feeds from network cameras in order to reduce CPU load and bandwidth consumption.

It is often the case that in surveillance deployments the physical dimensions of monitors, the
effectiveness of visual stimulus, and the operators' regions of interest can all be very limited.
Streaming large-size videos at all times will be a waste of bandwidth and system computing power.
CIF and VGA size videos are usually sufficient for the operators watching surveillance screens.

When enabled, your LiveClient station automatically requests smaller-size streams as video feeds (any
from streams #1 ~ #4) from the network cameras. For example, the frame size of video stream #4 will
be reduced to 320x240 (CIF). Depending on the actual size of view cells on the LiveClient monitoring
screen, the VAST server automatically requests different video streams.

When the size of view cells is manually expanded, a VAST server requests a different stream. This is
called Stream Jump. Shown below are the details of the corresponding stream jumps.

View cell size Stream jump to...
4:3 resolutions
<= 320x240 stream #4 (CIF)
> 320x240 or 640x480 stream #1
16:9 resolutions
<= 384x216 stream #4 (CIF)
> 384x216 or 640x360 stream #1
1:1 (fisheye cameras)
<= 384x384 stream #4 (CIF)
> 384x384 or 640x640 stream #1

Facts about Auto Stream Size:
e The Auto Stream Size takes effect when,
1. The size of view cell is changed.
2. Inserting a new camera, or when the "Auto add newly-inserted camera" feature is applied.
3. Double-click or click-and-drag cameras into view cells.
4. When Auto Stream Size feature is enabled (the configuration on this window).
5. Through the layout change.

» The LiveClient utility automatically adjusts stream selection according to the size of view cells, no
user's configuration is required.



* The frame size of stream #1 is user-configurable. The VAST server only resizes stream #4.

e |f a user disables the Auto Stream Size function later, the frame size of stream #4 will not be
restored to the previous configuration. Stream jump takes place on the display of all connected
cameras once the function is enabled.

» The Auto Stream Size function does not apply to the Matrix view.

+ If users configured a region of interest before the Auto Stream Size function is applied, e.g., via
the ePTZ control, the view cell might display a different live view.

* Below is the general rule for stream selection:

stream # configured into VGA stream # configured into CIF
4 streams cameras Stream 2 Stream 4
3 streams cameras Stream 2 Stream 3
2 streams cameras none Stream 2

*  When a smaller stream is selected, the video quality is set to fixed quality as Good.
*  The Maximum frame rate is not configured.

* The VAST server automatically selects a video resolution of a specific aspect ratio that best fits
the current view cell, and places the video into the view cell.

Limitations:
* For older, single-stream cameras, the Auto Stream Size feature does not take effect.

*  When the Auto Stream Size feature is enabled, the NR and ND series NVR configured under the
VAST server will be considered as substations. The stream configuration of cameras managed by
these NVR substations will not be changed. Only the video codec, bit rate, and frame rate of the
video feeds directed through these NVR substations will be changed into a more economic setting.

* For the NR8401 NVR, the Auto Stream Size function may not fully apply. For cameras managed
by the NR8401, the following will apply:
Large view cell: default viewing stream.
Medium view cell: stream #2.
Small view cell: the last stream.

e a user disables the Auto Stream Size function later, the frame size of stream #4 will not be
restored to the previous configuration.

®m Enable de-interlace function: Select this option if your connected device does not support de-interlace
function. For example: VS7100.

m Enable Instant Replay on video cell: Here you can change the duration of a playback that happened
immediately before a user utilizes the instant playback function.

m | ocal streaming buffer time: Video frames can be temporarily stored on the cache memory of the
VAST server for a short, configurable period of time before they are displayed on the Liveview. If the
networking condition is less than ideal, this can help delivering a smooth video stream. Note that this
feature is not available on a Matrix view and the web console.
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Joystick Settings

This section explains how to remote control connected network devices with a USB joystick. It's
easy to install and configure via the USB interface.

Enable Joystick

Connect to the USB plug of the joystick to a USB port on your computer. Supported by the plug-in in the
main page (Microsoft’'s DirectX), once the plug-in in the main page is loaded, it will automatically detect if
there is any joystick on the computer. The joystick should work properly without installing any other driver
or software.

Then you can begin to configure the joystick settings of connected devices. Please follow the instruction
below to enable joystick settings.

a. Select the target device from the hierarchical management tree.

b. Click Configuration > Client Settings > Joystick Settings on the menu bar to open the Joystick
Settings window. If your joystick is working properly, it will be displayed on the drop-down list.

c. Select the joystick you want to configure. Check Enable Joystick, then click Configure Buttons to
open Buttons configuration window.

Camnera banagement
Station Management. ..

ser Management...

A zsociation Management. ..

Event Management. ..

- Camera

El ----- Recording St
- [ Layout

M 01:21:42

' &

i

Station Sethngs »

Client 3 Snapshot e
Eeconding Settings
View Settngs
Creneral Settings

Prowor Settings

PiP Bettings

Yideo Enhancenent

& Button Configuratior

Joystick Settings Assigned Actions

Enable Joystick

["|Reverse direction of zoom contral

|A[tiuns |Buttnn5 - Assigned Actions

-~ Home Buttonl - Record to EXE
- Zoom In ButtonZ - Zoom In
Button3 - Zoom Cut
5 E'DJSJT Out Buttong - Single Wiew

X ButtonS - Pan
- Iris Buttoné - Stop
~Pan Button? - Patrol
~Stop ] Buttong - Home
- Patrol Button® - Ful Screen
H-Preset Button10 - Snapshot Auto Naming
Buttonll - Presetl
S:gg ggwn Buttonl2 - Preset2

- Page Home
--Page End
cale i

Selected joystick:

Calbrate Configure Buttons Corfigure Keypad

[ Ok ] [ Cancel ]

CH PRODUCTS [P DESKTOR COMNTR!

| Assign ||Clear Selected
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Reverse direction of zoom control

Due to different designs in joystick zoom wheel, you can select this checkbox to reverse the zoom in/out
directions.

Buttons Configuration

In Button Configuration window, the left column shows the actions you can assign, and the right column
shows the functional buttons and assigned actions. The number of buttons may differ from different
joysticks.
Please follow the steps below to configure your joystick buttons:
a. Choosing one of the actions and click Assign will pop up a dialog. Then you can assign this action to
a button by pressing the joystick button or select it from the drop-down list.
For example: Assign Home (move to home position) to Button 1.

¥ Buttons Configuration |§|
Assigned Actions
|ﬂu:ti|:|r'|5 | |Eluttc|r'|s |ﬂ~55igned Actions |
( Home '
- £00m In
- Zoom Out
[+ FoCus
[+ Iris
- Pan Prass the joystick button to assign to "Home" ar
- 5top select the button from the list below:,
- Patral
[+ Preset v
- Page Up :
- Page Down ELttornz
- Record to &I Button3
- Shapshot Auto Marming Buttons
e ButtonS
Assign ' Clear Selected SEEEQ?
Buttons Ok ] [ Cancel ]
|_|Buttong
Buttonlo K | | Cancel
Buttonll
Buttonls
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b. Click OK to confirm the configuration.
< Buttons Configuration |z|

Assigned Actions

- Zoom In
-~ Zoom Out)  Press the joystick button to assign to "Hormme” or
[+ Focus select the button from the list below,
[+ Iris
P | T
~Patral
= Presat Click "Ok" to assign "" to buttonl
Prezet]
- Presetd
- Preset;
21
ErESEF, Ok, Cancel
[ Assigh J Clear Selected J

[ ok J [ Cancel J

c. The Assigned Action will appear beside Button 1 in the right column as shown in the following diagram.
Note that a button can only be assigned with an action. If you want to modify the settings, select the
action on the list and click Clear Selected.

¥ Buttons Configuration

Azsigned Actions
Actions | |Eluttun5 |ﬂ«55igned Actions |
- Home A (Buttonl Horme )
- Zoom In Buttﬂﬂé
Litton
Zoorn Cut Biuttond
- Facus ELthonS
Iz Buttons
~Pan = |Button?
-~ Stop Button2
- Patral Buttons
[+ Preset EUEDH ﬁ
F‘EIQE UD LITTaN
- Page Down —| |Buttonlz
-~ Record to AT
- Snapshot Auto Marming |
» &ssugn Clear Selected
[ [0]4 J [ Cancel J
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d. If you want to assign additional actions, repeat step a.~c. When all settings are complete, click OK
to save the settings or click Cancel to discard the settings. You may also assign buttons to jump around
matrix screens.

utton Co =

Assighed Actions

AcCtions | |Elutt|:|n5 - Assigned Actions
- Stop Alert B Buttonl - Record to EXE
- gudio Mute Buttonz - Zoom In
- Rotate Button2 - Zoom Cut

Buttond - Single view

- Record to EXE Buttons - Pan

- Snapshot Auto Naming Buttoné - Stop
[+ Print: Button? - Patrol
- Lock Buttong - Home
- Full Screen Button® - Full Screen
- Single View ButtonlO - Snapshiot &uto Marming

Buttonll - Presetl

Previous Matrix Buttonl2 - Preset?

- Mext Matrix
- Prewious Monitor
- Mext Monitar E

Azsign ] [ Clear Selected ]

(0] 4 Cancel

e. Click OK to save the settings or click Cancel to discard the settings.

¥ Joystick Settings |z|

Jovystick Settings
i

Selected Joystick! | cH PRODUCTS IP DESKTOR COM v |

[ Calibrate J [Cunﬁgure Euttons]

QK [ Cancel ]
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m /f you want to assign Preset actions to your joystick, the preset locations should be set up in advance.

m /f your joystick is not working properly, it may need to be calibrated. Click Calibrate to open the Game Controllers
window located in the MS Windows control panel and follow the instructions for trouble shooting. For more

information, please refer to the MS Windows help files for details.
¥ Joystick Settings |X|

Joystick Settings

Selected joystick! | (H PRODUCTS IP DESKTOP COF |

l Calibrate ' Configure Buttons

[ oK ] [ Cancel J

m The joystick will appear in the Game Controllers list in the Windows Control Panel on your computer. If you want
to check out your device, go to the following page: Open Start > Control Panel > Game Controllers.

Game Controllers

These settings help you configure the game controllers installed on
% your cormputer.

Installed qame controllers

Cantroller | Status |
CH PRODUCTS IPDESKTOP COMTROLLER

[ Add... ] [ Remove J [ Properties J

[ Advanced... J[ Troubleshoat. . J
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Configure keypad

For joysticks that come with a keypad, you can use the combination of a number assigned to a camera
and the Enter key on keypad to quickly move to the camera’s current view. The current view will be
displayed in a single view. To configure the number representative of each camera, double-click to open
a configuration window. The number used for quick switch must be mapped to an existing channel.

Also note the following:

1. The keypad key representative can be a 4-digit numeric combination.

2. If a number key is pressed without pressing the Enter key within 3 seconds, the command is cancelled.
3. You should have at least ONE EMPTY view cell.

4. A Rotation operation will be halted when using the keypad quick switch function.

5. This quick switch function does not take effect on the cameras managed by VAST substations.

Set Key Mumber - - | x
Carmera Mame Key Mumber
Enter numberic characters starting from "0" to

FEB191-shepherd test 1 "9999" or select the number from the list to map to
Mega-Pixel Metwork Carnera Mega-Pixel Network Camera. x

2
IB3335-H 3
SDE161 4

11 -
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Joystick Settings - Using VIVOTEK's AJ-001 & AJ-002

The AJ-001 and AJ-002 joysticks come with some defaults working with a VAST server.

* Channel quick switch: Enter 1 to 4 numbers and press “Enter” on the keypad to bring the channel
into a full view. For example, enter 0010 and press Enter, CH 10 camera view will prompt on screen.
Note that the number keys and Enter must be pressed within 3 seconds.

» Currently, this function does not apply to cameras managed by sub-stations.

Following are the conditions for making the connection:

1. The joystick can either be powered by a DC 12V adaptor or via the USB. If powered by USB, plug the
USB cable twice to the USB port to enable USB power.

2. Connect the included USB cable between the USB ports on the joystick and a VAST server.

VAST

Below is the keypad numbering sequence:

D @ © =) b3

(4) (5) (8)

(7)) (&) (o) = =
[ {] )

esc) (p ) (=) i a4

uuuuuuu

9 1011
12 13 14 2122237 8 1 2
15 16 17 24 2526 27 28 3 4
18 19 20 5 6
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Since VAST rev. 1.13, the following keypad functions will be available as the defaults for the joystick.

1 |Pan 9 |#1 17 |#9 25 |Pause

2 |Patrol 10 |#2 18 |Cancel/Clear/Esc|26 |Play

3 |Stop 11 |#3 19 |#0 27 |Speed Up

4 [Home 12 |#4 20 |Enter 28 |Speed Down
5 |Zoomin 13 |#5 21 |Full Screen

6 |Zoom out 14 |#6 22 |Manual recording

7 |Snapshot 15 |#7 23 |Change Layout

8 |Preset 16 |#8 24  |Rewind

Use the combination of "Preset Move Combo" (button 8) + number keys + Enter.
For example button 8 + 1 + 0 + Enter -> Preset #10.

1d Pressing the layout button changes the current view cell layout. Press to change the layout
v from top to bottom as shown on the left.
1P+2
3V
232
4y
a3 You can see the default definitions for the keypad in the Joystick configuration windows.
1+5
1P+6
Enable Joystick
33 o
Reverse direction of zoom control
1P+8 .
Selected joystick: |3D Joystick Keyboard -|
1+12
Al [ Calibrate ] [ Configure Buttons I [ Configure Keypad l
56 Lok | [ cancel |
1+31
8x8
actians | Buttons - Assqned Actons
IE] L cCont] Buttonl - Pan
=4 o o
Zoom Out 2
S e
Pan Buttond % PrﬁMMwu
o e
- Preset Buttonll - Kaypad Humber 3
iy e et
Page Down Buttonid - Keypad Humber 6
Page End Buttonts - Keypad Number &
Stop Al mg—l@mﬂ Hurmber @
Rotate i
Record Buttonl9 - Keypad Number 0
pravous e Lo el
Hext: Matrkc Button22 - Record to EXE
n::uunmﬁ::lm Button23 .ﬂ’”“ Layout
- Keypad Button5 - Pausa
Preset Move Combo W:;sa'm
L Biors
& Common
[ asson | [cear selected |
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If you should need to change the mapping table, use the Keypad Mapping function.

Camera Name Key Number
30x Zoom Mega-Pixel Speed ...
Network hi Camera

Mega-Man Network Camera

Mega-Man Hetwork Camera
Mega-Man Hetwork Camera
Mega-Man Hetwork Camera
Mega-Pocel Network Camera
Maga-Piell Natwork Camera
Mega-Man Netwark Camera
Mega-Man Hetwork Camera
Mega-Man Netwark Camera

DB s O WA B W R e

B
-0

Enter numberic characters starting from "0" to
"9999" or select the number from the list to map to
Mega-Man Network Camera.

g

[

. L |
o
ﬁnlﬁﬂ‘dmm-h

The below message shows a mapping table ID conflict.

r— — -
A4 Set Km
Enter numberic characters starting from 0" to

"0999" or select the number from the list to map to
Mega-Man Network Camera.

a -

The number i already in use by Mega-Man
Network Camera.
Press the OK button to replce it or press
Cancel to cancel.

[ ok || cncel |
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Below is the normal server status information.

The capture below shows the status when using a keypad to quickly switch to a camera'’s live view.
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PTZ/ E-PTZ Function

In addition to using the PTZ control panel, you may also control the rotation handle of the joystick to
remote control a PTZ/ E-PTZ network camera with ease.

Pan/Tilt: Move the rotation handle of the joystick; you can pan the camera to the desire position. There
will be blue line displaying the moving direction in the center of the video image as the diagram 1 below.

Zoom in/Zoom out: Shift the rotation handle clockwise to zoom in the camera on an image or go
counterclockwise to zoom out the camera on an image. There will be a circle and four vectors in the
center of the video image as the diagram 2, 3 below.

FD8161 2010/09/03 PM 03:56:17

i o

FD8161 FD8161 2010/09/03 PM 03:56:17

=

Pan/Tilt Zoom in Zoom out
(Move the rotating handle back and forth) (Turn the rotating handle clockwise) (Turn the rotating handle counter-clockwise)
Proxy Settings

In this section, you can enable, modify, or cancel Proxy Settings for client if your VAST Server

is under a proxy. If you change the proxy settings, please fill in the new value next time you login
the LiveClient next time.

&J Proxy Settings Iﬁ 4 VAST LiveClient (52 |
[[ILog in local station
["|Enable Proxy
Address: 192.168.6.117 -
Address:
Authentication: |Basic Account -
Port: an :
User Mame: admin
Vser Name: Password: .
Pazsword: Port: 23443 = @use ssL
Ok ] I Cancel I | Proxy Settings
L [ Log in I [ Cancel J I Hide << I




How to Use PiP (Picture-in-Picture)

PiP (Picture-in-Picture) is an intuitive function for user to simultaneously view a Global View and
ROI (Region of Interest) for live monitoring. The digital zoom in function can only focus on the
interested area and represent the details of megapixel video. Moreover, the multi-touch mode is
a very user-friendly interface for digital zoom in.

Enable PiP

Right-click the video cell and select Enable PiP. If you want to disable PiP, click the option again to
uncheck it. After you enable the PiP function, a movable global view window and a ROI frame will be
displayed as shown below.

Mega-Pixel Network Camera 2010/6/29 PM 09:24:24

Ctr+I
Hude Global Yiew Ll

Stream 1

Btream 2

Stream 3

Btream 4

Fend to Talk Panel
Het DO

Orthers

Global View ¥ideo Enhancement

Region of Interest
(ROI)

Global View

The global view is the original view with the size scaled down to 160x120. It is movable and you can drag
it anywhere in the live view window. If you want to hide the global view, right-click the video cell and
select Hide Global View from the menu. An icon ‘* will appear on top of the live view window.

Remove
eingle View
Full Screen

Ensble PP
Hide Global View Ctl+H

, . Streamn 1

| Btream 2

Btream 3

Atresgm 4

Zend to Talk Panel

Zet DO »
Others *

Video Enhancement L4
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ROI (Region of Interest)

The ROI frame is capable of being resized and dragged in any direction upon the global view window as
e-PTZ function.

Digital Zoom In

Through digital zoom in, the live view window will be filled with the zoomed in ROl image. The maximum
magnification of the ROI frame is 16x zooming. The zoomed in area will change as the ROI frame is
dragged and resized. You can also easily zoom in and zoom out the ROI frame by rolling the mouse back
and force.

Edit | View | Configuration |

Manmally Begin Eeconding
Snapshot & Print Zoomed In Image Snspshot Chlsd
. . i 3
You can snapshot and print the zoomed in image. Erint
Fecord to EXE

Snapshot Zoomed Tmage
Frint £oomed Image

PiP Settings _

The PiP Settings is for you to adjust the initial position of the global view window.

Click Configuration > Client Settings > PiP Settings to open the window. On top of it, you may choose

the horizontal position with left / middle / right side of the live view window, or you can customize the
percentage of space distance from the border of the live view window as an option. It is also fully applied
for vertical position with top / middle / bottom side of the live view window. When it's done, you may click
on Apply to existing windows to enable the settings.

Configuration || Layout | Help )

Camera Management r
atation Management. ..

-~ Iritial Position for Global Yiew: Window
X
EI % away from left border

wertical: |E=|:|tt|:|rr| Aligned

EI %% away from top border

| &pply to existing windows |

Horizontal: - Gight Afigned

ser Management...
A zzociation Management. ..

Event Management...
Wirtnal Mateix Management ¥

Station Sethngs

Snapshot Bethngs
Becording Settings
View Sethings -

Video Enhancement k

CGreneral Settings OK [ E‘E'r.:!':el. J
Jowstick Settings
Broxor Bettings

=
m [f the position of ROl and global view will be saved and applied for the next open. It will be removed when the live

view cell is removed.
® The PIP function is also applied in VAST Playback.
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Multi-touch Mode
VAST also supports advanced multi-touch mode for PiP. You can easily zoom in or zoom out the image
by touching the multi-touch monitor with two fingers.

ch point

-
-
=

Hilngeiftouch paiint

-
-

Filngertolich polint

258 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

How to Configure Video Enhancement

The LiveClient allows you to enable post-image enhancement and defog for video live view.

Basic Image Adjustment

This function allows you to configure basic image adjustment including Brightness, Contrast,

Saturation, and Hue.

Please follow the steps below to set a profile for post-image adjustment settings:

a. Select the target video cell.

b. Click Configuration > Video Enhancement > Basic Image Adjustment > Settings on the menu
bar to open the Profile Settings window. (Or you can right-click the video cell and select Video
Enhancement > Basic Image Adjustment > Settings from the popup menu.)

0
Configuration || Layout | Help)

Remove

Single View Ci+V
Full Bereen Ctl+F
Enable PP Cir+l

Hide Flobal Fiew Chl+H

Stream 1
Stream 2
Stream 3
Stream 4
Hend to Talk Panel
et D0

Orthers

Video Enhencement

Carmera Managemment »
i A ’

Station Management.. 3 E

Uzer Management... >

A sociation Management... -

Event Management... Ve Wiew ﬁ Matrix Wiew

WVirtnal Matrix Managemfent 516 110/09/03 P 03-06-00

Statinn Settings v “V Bl Gy

Client Settings | s 9 MTL7
sethings yf ’ / s
Dissble A1l Cameras s ) 1
Ensble All Camerss o
Enabled /
Original

1_FD8161 2010/09403 PM 03:55:08
y , . | =y ey

./ c. Adjust the values of Brightness, Contrast, Satura-
‘ tion, and Hue. You can preview the image from the
window on the right. A “VE (Video Enhancement)’
text string will appear at the bottom right of the
preview window.

d. When completed, click Save as Profile and enter
a name for the new profile.

e. The new profile will be displayed on the drop-down
list. This profile can be applied to all video cells.

f. If you decide to apply the selected profile to the
target video cell immediately, click the OK button.
Otherwise, click Cancel to close the window.
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¥ Basic Image Adjustment - for 1_FD8161

Current Profile:; Ir'u:h:u:ur [~ €]
Profie Settings
@ Brightness:  -128 J 128 |27 -
Contrast: 0 —{J 128 ;.
Saturatian: o —{J 128 1
Hue: 180 J 10 o |2
(Cﬂl [ Save as Profie... ] [ Update Profie ] [ Delete Profile ]

] [ Cancel l

| o

g. Back to the main page, a “VE” text string will also appear at the bottom right of the video cell and the
new profile will also appear and be selected on the popup menu as shown below.

_Cunfiguratiun | Layout | Helpj

Camera Management 3 _
i o a

Station Management... |I“||E‘ H‘_.|| Hq:l‘

User Management... X

Aszsneiation Management. .. .

Event Management... e Vigw ﬁ Matrix Wigw

Firtual Matrix Management v ERFS| 2010{09/03 PM 04:16:10
Btation Settings y
Client Settings

¥ideo Enhancemen

Dizable AN Cameras
Enable L11 Cameras——
Dizabled

Oiiginal
= v Indoor

Remove

Single View
Full Bcreen
Enable PiP

Stream 1
Streaim 2
Streaim F
Streanm 4
Send 1o Talk Panel

profile

Original cell

{ v Indoor

Click to create a new profile, edit
or delete a customized profile

Click to disable VE on all linked
devices

Click to enable VE on all linked
devices

Click to enable/disable VE on the
target video cell

Click to create a new profile, edit or delete a

(4
’— Click to enable/disable VE on the target video
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Defog

This function allows you to configure post-image defog.

Apply a Preset Defog Profile
Please follow the steps below to set post-image defog settings:
a. Select the target video cell.

b. Click Configuration > Video Enhancement > Defog or right-click the video cell and select Video
Enhancement > Defog.

c. There are some preset profiles for you to apply to the target video cell. You can select one from the list
accoding to the environment.

Configuration | Layout | Help)

aners, Management

3
s @B
User Management... — ] Y Sl
Azsociation Management. .. i
ve View | [ Matrix View

Event Management...

Virtual Matrix Mansge 8161 ——2010/09/03 PM 04:4}
Siation Settings y .- ) Fmy '
Client Settings -

Yideo Enhancement k!
*

Disable 811 Cameras
Enable &1 Cameras

1_FD&161 2010409403 PM 05:07:0
= = - ———y G ™ by
Remaove

Single View Cil+¥
Full Screen Cul+F
Enable FiF Cil+]

Hide Global View Ctl+H

& Stream 1 @
Btream 2
Btream 3
Stream 4

Send to Talk Panel
Set DO

Ell;ll“ o En
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d. The string of the selected profile will be selected as shown below. A “VE” text string will also appear at
the bottom right of the video cell.

Configuration | Layout | Help_:l

Camera Management 4

Station Management. |“ |E | I - ||+ | %

User Management. . x —_

Association M t. : . :
Eii‘?:{ " ﬁ'f:mn ve View | [ Matrix View Click to create a new profile, edit or
SHEIL EANAZEMEL... delete a customized profile
Wirtual Matrix Management + EREY 2010009/03 PM 05:35:08

Staton Settngs , i oy .

Client Settings 4

Click to disable VE on all linked devices
Disable A1l Cameras

Enable All Camerss—— Click to enable VE on all linked devices
Disabled Click to enable/disable VE on the target
video cell

1_FD8161

Eemove

Single View Cl+¥
Full Bcreen Chl+F
Enable BiF Cirl+]

® Stream 1
Strean 2
Stream 3
Strean 4
Send to Talk Panel
Het DO

| Click to create a new profile,
edit or delete a profile

— 11— Click to enable/disable VE
on the target video cell

Create a New Defog Profile
e. Click Settings on the popup menu to open the Profile Settings window.
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v Defog Settings - for 1_FDE161

lCurrent Profile: |MeMEdEkE | h

Morrmal
: Fog
Profile Settings Rainy
' FirefSmake = 1 _FD&161 2010#09/03 PM 06:07:45%
ok ses: [T a— | SRR
0 - | -"\ng; 2l ey

Strength: 1 ‘—O— 3 - :;

Threshold: o *—U— 255 :

g [update Profile J [Qelete Profile J Il ok i Canicel

f. Adjust the values of Block Size, Strength, and Threshold. You can preview the image from the right

window. A “VE (Video Enhancement)” text string will also appear at the bottom right of the preview
window.

Block Size: Brush diameter from thick to thin (Value 1~5)
Strength: Brush stroke from soft to strong (Value 1~5)
Threshold: Brush pixel from loose to dense (Value 0~225)
g. When completed, click Save as Profile and enter a name for the new profile.
h. The new profile will be displayed on the drop-down list. This profile can be applied to all video cells.

i. If you decide to apply the selected profile to the target video cell immediately, click the OK button. Oth-
erwise, click Cancel to close the window.

User's Manual - 263


